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Foreword

ISO (the International Organization for Standardization) and IEC (the International Electrotechnical

Commission) form the specialized system for worldwide standardization. National bodies that are
members of ISO or IEC participate in the development of International Standards through technica
committees established by the respective organization to deal with particular fields of technical activity,
ISO and IEC technical committees collaborate in fields of mutual interest. Other internationa
organizations, governmental and non-governmental, in liaison with ISO and IEC, also take part.in the work
In the field of information technology, ISO and IEC have established a joint technicalr"‘committee
ISO/IEC JTC 1.

IEEE Standards documents are developed within the IEEE Societies and the Standards Coordinating
Committees of the IEEE Standards Association (IEEE-SA) Standards Board:The IEEE develops its
standards through a consensus development process, approved by the American National Standards
Institute, which brings together volunteers representing varied viewpoints and interests to achieve the fina
product. Volunteers are not necessarily members of the Institute and sefve’without compensation. Whilg]
the IEEE administers the process and establishes rules to promote fairness in the consensus
development process, the IEEE does not independently evaluate, test, or verify the accuracy of any of the
information contained in its standards.

The main task of ISO/IEC JTC 1 is to prepare International Standards. Draft International Standards
adopted by the joint technical committee are circulated(to ‘national bodies for voting. Publication as an
International Standard requires approval by at least 75 9%)of the national bodies casting a vote.

Attention is called to the possibility that implementation of this standard may require the use of subject
matter covered by patent rights. By publication“of this standard, no position is taken with respect to the
existence or validity of any patent rights<in“connection therewith. ISO/IEEE is not responsible for
identifying essential patents or patent claims for which a license may be required, for conducting inquirieg
into the legal validity or scope of patentsor patent claims or determining whether any licensing terms o
conditions provided in connection with’submission of a Letter of Assurance or a Patent Statement and
Licensing Declaration Form, if any, or in any licensing agreements are reasonable or non-discriminatory
Users of this standard are expressly advised that determination of the validity of any patent rights, and the
risk of infringement of such rights, is entirely their own responsibility. Further information may be obtained
from ISO or the IEEE Standards Association.

ISO/IEC/IEEE 8802-3:2017/Amd.5 was prepared by the LAN/MAN of the IEEE Computer Society (as
IEEE STD 802.3br-2016). It was adopted by Joint Technical Committee ISO/IEC JTC 1, Information
technology, Subcommittee SC 6, Telecommunications and information exchange between systems, in
parallel with-its*approval by the ISO/IEC national bodies, under the “fast-track procedure” defined in the
Partner Standards Development Organization cooperation agreement between 1SO and IEEE. IEEE is
responsible’ for the maintenance of this document with participation and input from ISO/IEC nationa
bodies:
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Important Notices and Disclaimers Concerning IEEE Standards Documents

IEEE documents are made available for use subject to important notices and legal disclaimers. These notices
and disclaimers, or a reference to this page, appear in all standards and may be found under the heading
“Important Notice” or “Important Notices and Disclaimers Concerning IEEE Standards Documents.”

Notice and Disclaimer of Liability Concerning the Use of IEEE Standards
Documents

IEEE Standards documents (standards, recommended practices, and guides), both full-use and trial-use,-are
developed within IEEE Societies and the Standards Coordinating Committees of the IEEE, Standards
Association (“IEEE-SA”) Standards Board. IEEE (“the Institute”) develops its standards\through a
consensus development process, approved by the American National Standards Institute (YANSI”), which
brings together volunteers representing varied viewpoints and interests to achieve_ thes final product.
Volunteers are not necessarily members of the Institute and participate without compensation from IEEE.
While IEEE administers the process and establishes rules to promote fairness in theconsensus development
process, IEEE does not independently evaluate, test, or verify the accuracy of any.of the information or the
soundness of any judgments contained in its standards.

IEEE does not warrant or represent the accuracy or content of the material contained in its standards, and
expressly disclaims all warranties (express, implied and statutery) not included in this or any other
document relating to the standard, including, but not limited toy'the” warranties of: merchantability; fitness
for a particular purpose; non-infringement; and quality, accuracy, effectiveness, currency, or completeness of
material. In addition, IEEE disclaims any and all conditiens’relating to: results; and workmanlike effort.
IEEE standards documents are supplied “AS IS” and “WATH ALL FAULTS.”

Use of an IEEE standard is wholly voluntary. The existence of an IEEE standard does not imply that there
are no other ways to produce, test, measure, purchase, market, or provide other goods and services related to
the scope of the IEEE standard. Furthermofe;the viewpoint expressed at the time a standard is approved and
issued is subject to change brought about through developments in the state of the art and comments
received from users of the standard.

In publishing and making its standards available, IEEE is not suggesting or rendering professional or other
services for, or on behalf of,(@ny person or entity nor is IEEE undertaking to perform any duty owed by any
other person or entity tosanother. Any person utilizing any IEEE Standards document, should rely upon his
or her own indepepdent’ judgment in the exercise of reasonable care in any given circumstances or, as
appropriate, seek the-advice of a competent professional in determining the appropriateness of a given IEEE
standard.

IN NO, EVENT SHALL IEEE BE LIABLE FOR ANY DIRECT, INDIRECT, INCIDENTAL, SPECIAL,
EXEMRLARY, OR CONSEQUENTIAL DAMAGES (INCLUDING, BUT NOT LIMITED TO:
PROCUREMENT OF SUBSTITUTE GOODS OR SERVICES; LOSS OF USE, DATA, OR PROFITS; OR
BUSINESS INTERRUPTION) HOWEVER CAUSED AND ON ANY THEORY OF LIABILITY,
WHETHER IN CONTRACT, STRICT LIABILITY, OR TORT (INCLUDING NEGLIGENCE OR
OTHERWISE) ARISING IN ANY WAY OUT OF THE PUBLICATION, USE OF, OR RELIANCE UPON

ANY STANDARD, EVENIF _ADVISED OF THE POSSIBICITY OF SUCH DAMAGE AND
REGARDLESS OF WHETHER SUCH DAMAGE WAS FORESEEABLE.
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Translations

The IEEE consensus development process involves the review of documents in English only. In the event
that an IEEE standard is translated, only the English version published by IEEE should be considered the
approved IEEE standard.

Official statements

A statement, written or oral, that is not processed in accordance with the IEEE-SA Standards Board
Operations Manual shall not be considered or inferred to be the official position of IEEE or any qf\its
committees and shall not be considered to be, or be relied upon as, a formal position of IEEE. At lectures,
symposia, seminars, or educational courses, an individual presenting information on IEEE standards shall
make it clear that his or her views should be considered the personal views of that individual rather than the
formal position of IEEE.

Comments on standards

Comments for revision of IEEE Standards documents are welcome from anylinterested party, regardless of
membership affiliation with IEEE. However, IEEE does not provide_consulting information or advice
pertaining to IEEE Standards documents. Suggestions for changes in-documents should be in the form of a
proposed change of text, together with appropriate supporting comments. Since IEEE standards represent a
consensus of concerned interests, it is important that any responses to comments and questions also receive
the concurrence of a balance of interests. For this reason; lEEE and the members of its societies and
Standards Coordinating Committees are not able to provide™an instant response to comments or questions
except in those cases where the matter has previously bigen addressed. For the same reason, IEEE does not
respond to interpretation requests. Any person wh@ would like to participate in revisions to an IEEE
standard is welcome to join the relevant IEEE working group.

Comments on standards should be submitted'to the following address:

Secretary, IEEE-SA Standards‘Board
445 Hoes Lane
Piscataway, NJ 08854 "USA

Laws and regulations

Users of IEEE Standards documents should consult all applicable laws and regulations. Compliance with the
provisions ofvany IEEE Standards document does not imply compliance to any applicable regulatory
requirements./Implementers of the standard are responsible for observing or referring to the applicable
regulatery-requirements. IEEE does not, by the publication of its standards, intend to urge action that is not
in compliance with applicable laws, and these documents may not be construed as doing so.

Copyrights

IEEE draft and approved standards are copyrighted by IEEE under U.S. and international copyright laws.
They are made available by IEEE and are adopted for a wide variety of both public and private uses. These
include both use, by reference, in laws and regulations, and use in private self-regulation, standardization,
and the promotion of engineering practices and methods. By making these documents available for use and
adoption by public authorities and private users, IEEE does not waive any rights in copyright to the
documents.
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Photocopies

Subject to payment of the appropriate fee, IEEE will grant users a limited, non-exclusive license to
photocopy portions of any individual standard for company or organizational internal use or individual, non-
commercial use only. To arrange for payment of licensing fees, please contact Copyright Clearance Center,
Customer Service, 222 Rosewood Drive, Danvers, MA 01923 USA; +1 978 750 8400. Permission to

. " rd mliaepial. e ! £ ! - .l 1 1 [ bl 1
PHULOCUPY PUTHLIUTS U ally TTUTvItuUdl stariudiu TUT SUULAtiUTIal LidSSTOUTTT USE Lall disU Ut Ulalliieu tuirouyn

the Copyright Clearance Center.

Updating of IEEE Standards documents

Users of IEEE Standards documents should be aware that these documents may be superseded,at ‘@ny time
by the issuance of new editions or may be amended from time to time through the issuance oframendments,
corrigenda, or errata. An official IEEE document at any point in time consists of the current edition of the
document together with any amendments, corrigenda, or errata then in effect.

Every IEEE standard is subjected to review at least every ten years. When a document is more than ten years
old and has not undergone a revision process, it is reasonable to conclude that itsycontents, although still of
some value, do not wholly reflect the present state of the art. Users are cautioned to check to determine that
they have the latest edition of any IEEE standard.

In order to determine whether a given document is the current edition and whether it has been amended
through the issuance of amendments, corrigenda, or errata,\Visit the IEEE-SA Website at http://
ieeexplore.ieee.org/Xplore/home.jsp or contact IEEE at the address listed previously. For more information
about the IEEE-SA or IEEE’s standards development “process, visit the IEEE-SA Website at http:/
standards.ieee.org.

Errata

Errata, if any, for all IEEE standards cande accessed on the IEEE-SA Website at the following URL.: http://
standards.ieee.org/findstds/errata/index:html. Users are encouraged to check this URL for errata
periodically.

Patents

Attention is called to the possibility that implementation of this standard may require use of subject matter
covered by patent rights. By publication of this standard, no position is taken by the IEEE with respect to the
existence or~validity of any patent rights in connection therewith. If a patent holder or patent applicant has
filed a statement of assurance via an Accepted Letter of Assurance, then the statement is listed on the IEEE-
SA Website at http://standards.ieee.org/about/sasb/patcom/patents.html. Letters of Assurance may indicate
whether the Submitter is willing or unwilling to grant licenses under patent rights without compensation or
under reasonable rates, with reasonable terms and conditions that are demonstrably free of any unfair
discrimination to applicants desiring to obtain such licenses.

Essential Patent Claims may exist for which a Letter of Assurance has not been received. The IEEE is not

responsible for identifying Essential Patent Claims for which a license may be required, for conducting
inquiries into the legal validity or scope of Patents Claims, or determining whether any licensing terms or
conditions provided in connection with submission of a Letter of Assurance, if any, or in any licensing
agreements are reasonable or non-discriminatory. Users of this standard are expressly advised that
determination of the validity of any patent rights, and the risk of infringement of such rights, is entirely their
own responsibility. Further information may be obtained from the IEEE Standards Association.
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Introduction

This introduction is not part of IEEE Std 802.3br™-2016, IEEE Standard for Ethernet—Amendment 5: Specification
and Management Parameters for Interspersing Express Traffic.

IEEE Std 802.3 was first published in 1985. Since the initial publication, many projects have added
functionality or provided maintenance updates to the specifications and text included in the standard. Each
IEEE 802.3 project/amendment is identified with a suffix (e.g., IEEE Std 802.3ba™-2010).

The half-duplex Media Access Control (MAC) protocol specified in IEEE Std 802.3-1985 is Carrier‘Sense
Multiple Access with Collision Detection (CSMAJ/CD). This MAC protocol was key to the experimental
Ethernet developed at Xerox Palo Alto Research Center, which had a 2.94 Mb/s data rate7'Ethernet at
10 Mb/s was jointly released as a public specification by Digital Equipment Corporation (DEC), Intel, and
Xerox in 1980. Ethernet at 10 Mb/s was approved as an IEEE standard by the IEEE Standards Board in 1983
and subsequently published in 1985 as IEEE Std 802.3-1985. Since 1985, new media options, new speeds of
operation, and new capabilities have been added to IEEE Std 802.3. A full duplex MAE protocol was added
in 1997.

Some of the major additions to IEEE Std 802.3 are identified in the markétplace with their project number.
This is most common for projects adding higher speeds of operatien.,or new protocols. For example,
IEEE Std 802.3u™ added 100 Mb/s operation (also called Fast Ethernét); IEEE Std 802.3z™ added 1000 Mb/s
operation (also called Gigabit Ethernet), IEEE Std 802.3ae™<added 10 Gh/s operation (also called
10 Gigabit Ethernet), IEEE Std 802.3ah™ specified access network Ethernet (also called Ethernet in the
First Mile), and IEEE Std 802.3ba added 40 Gb/s operation-(also called 40 Gigabit Ethernet) and 100 Gb/s
operation (also called 100 Gigabit Ethernet). These miajor additions are all now included in and are
superseded by IEEE Std 802.3-2015 and are not maintained as separate documents.

At the date of IEEE Std 802.3br-2016 publication, IEEE Std 802.3 is composed of the following documents:
IEEE Std 802.3-2015

Section One—Includes Clausel through Clause 20 and Annex A through Annex H and Annex 4A.
Section One includes the;specifications for 10 Mb/s operation and the MAC, frame formats, and
service interfaces used forall speeds of operation.

Section Two—Includes Clause 21 through Clause 33 and Annex 22A through Annex 33E. Section
Two includes’ management attributes for multiple protocols and speed of operation as well as
specifications for providing power over twisted-pair cabling for multiple operational speeds. It also
includestgeneral information on 100 Mb/s operation as well as most of the 100 Mb/s Physical Layer
specifications.

Section Three—Includes Clause 34 through Clause 43 and Annex 36A through Annex 43C. Section
Three includes general information on 1000 Mb/s operation as well as most of the 1000 Mb/s Physical
Layer specifications.

Section Four—Includes Clause 44 through Clause 55 and Annex 44A through Annex 55B. Section

Four includes general information on 10 Gb/s operation as well as most of the 10 Gb/s Physical Layer
specifications.

Section Five—Includes Clause 56 through Clause 77 and Annex 57A through Annex 76A. Clause 56
through Clause 67 and Clause 75 through Clause 77, as well as associated annexes, specify subscriber
access and other Physical Layers and sublayers for operation from 512 kb/s to 10 Gb/s, and defines
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services and protocol elements that enable the exchange of IEEE 802.3 format frames between stations
in a subscriber access network. Clause 68 specifies a 10 Gb/s Physical Layer specification. Clause 69
through Clause 74 and associated annexes specify Ethernet operation over electrical backplanes at
speeds of 1000 Mb/s and 10 Gb/s.

Section Six—Includes Clause 78 through Clause 95 and Annex 83A through Annex 93C. Clause 78

SpecCiTies Energy-Elficient Ethernet. Clause 79 Specities IEEE 80Z.3 Organizationally Specific Link
Layer Discovery Protocol (LLDP) type, length, and value (TLV) information elements. Clause 80
through Clause 95 and associated annexes include general information on 40 Gb/s and 100 Gb/s
operation as well the 40 Gb/s and 100 Gb/s Physical Layer specifications. Clause 90 specifies Ethernet
support for time synchronization protocols.

IEEE Std 802.3bw-2015

Amendment 1—This amendment includes changes to IEEE Std 802.3-2015 and adds|Clause 96. This
amendment adds 100 Mb/s Physical Layer (PHY) specifications and management parameters for
operation on a single balanced twisted-pair copper cable.

IEEE Std 802.3by-2016

Amendment 2—This amendment includes changes to IEEE Std<802.3-2015 and adds Clause 105
through Clause 112, Annex 109A, Annex 109B, Annex 109G; Annex 110A, Annex 110B, and
Annex 110C. This amendment adds MAC parameters, PhysiCal Layers, and management parameters
for the transfer of IEEE 802.3 format frames at 25 Gb/s.

IEEE Std 802.3bg-2016

Amendment 3—This amendment includes,changes to IEEE Std 802.3-2015 and adds Clause 113 and
Annex 113A. This amendment adds new Physical Layers for 25 Gb/s and 40 Gb/s operation over
balanced twisted-pair structured cabling.systems.

IEEE Std 802.3bp-2016

Amendment 4—This amehdment includes changes to IEEE Std 802.3-2015 and adds Clause 97 and
Clause 98. This amendment adds point-to-point 1 Gh/s Physical Layer (PHY) specifications and
management parameters for operation on a single balanced twisted-pair copper cable in automotive and
other applications\not utilizing the structured wiring plant.

IEEE Std 802.3br-2016
Amendment 5—This amendment includes changes to IEEE Std 802.3-2015 and adds Clause 99. This
amendment adds a MAC Merge sublayer and a MAC Merge Service Interface to support for

Interspersing Express Traffic over a single link.

A companion document IEEE Std 802.3.1 describes Ethernet management information base (MIB) modules
for use with the Simple Network Management Protocol (SNMP). IEEE Std 802.3.1 is updated to add

management capability for enhancements to IEEE Std 802.3 after approval of the enhancements.

IEEE Std 802.3 will continue to evolve. New Ethernet capabilities are anticipated to be added within the
next few years as amendments to this standard.
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|[EEE Standard for Ethernet

Amendment 5: Specification and Management
Parameters for Interspersing Express Traffic

IMPORTANT NOTICE: IEEE Standards documents are not intended«te ensure safety, health, or
environmental protection, or ensure against interference with or Arom other devices or networks.
Implementers of IEEE Standards documents are responsible for_determining and complying with all
appropriate safety, security, environmental, health, and interference protection practices and all
applicable laws and regulations.

This IEEE document is made available for use subject tosimportant notices and legal disclaimers. These
notices and disclaimers appear in all publications contajning this document and may be found under the
heading “Important Notice” or “Important Notices and Disclaimers Concerning IEEE Documents.”
They  can also be obtained on request  from IEEE or  viewed at
http://standards.ieee.org/IPR/disclaimers.html.

(This amendment is based on IEEE (Std 802.3™-2015 as amended by IEEE Std 802.3bw™-2015,
IEEE Std 802.3by™-2016, IEEE Std 802:3hq™-2016, and IEEE Std 802.3bp™-2016.

NOTE—The editing instructions contained in this amendment define how to merge the material contained therein into
the existing base standard and its amendments to form the comprehensive standard.

The editing instructions are shown in bold italic. Four editing instructions are used: change, delete, insert, and replace.
Change is used to make corrections in existing text or tables. The editing instruction specifies the location of the change
and describes what is being changed by using strikethrough (to remove old material) and underscore (to add new
material). Delete removes existing material. Insert adds new material without disturbing the existing material. Deletions
and insertions may require renumbering. If so, renumbering instructions are given in the editing instruction. Replace is
used to make changes in figures or equations by removing the existing figure or equation and replacing it with a new
one. Editing(instructions, change markings, and this NOTE will not be carried over into future editions because the
changes will be incorporated into the base standard.

Crass references that refer to clauses, tables, equations, or figures not covered by this amendment are highlighted in
gresh.

INotes in text, tables, and figures are given for information only, and do not contain requirements needed to implement the standard.
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IEEE Std 802.3br-2016
IEEE Standard for Ethernet—Amendment 5:
Specification and Management Parameters for Interspersing Express Traffic

1. Introduction

1.4 Definitions

Insert the following two new definitions into the list after 1.4.197 Exception Window:

1.4.197a express Media Access Control (eMAC): The instance of a Media Access Control sublayer
(IEEE Std 802.3, Annex 4A) that is the client of a MAC Merge sublayer service interface that handles
express traffic. (See IEEE Std 802.3, Clause 99.)

1.4.197b express traffic: Frames transmitted through an express Media Access Control (eMAC) sublayer.
(See IEEE Std 802.3, Clause 99.)

Insert the following new definition into the list after 1.4.261 MAC frame:

1.4.261a MAC Merge sublayer: An optional sublayer that supports interspersing express traffic with
preemptable traffic by attaching an express Media Access Control (eMAC) and a preemptable Media Access
Control (pMAC) to a single Physical Signaling Sublayer (PLS) service. (See IEEE-Std 802.3, Clause 99.)
Insert the following two new definitions into the list after 1.4.339 Poweréd Device (PD):

1.4.339a preemptable Media Access Control (pMAC): The instance of a Media Access Control sublayer
(IEEE Std 802.3, Annex 4A) that is the client of a MAC Merge_sublayer service interface that handles
preemptable traffic. (See IEEE Std 802.3, Clause 99.)

1.4.339b preemptable traffic: Frames transmitted through a preemptable Media Access Control (pMAC)
sublayer (See IEEE Std 802.3, Clause 99.)

1.5 Abbreviations

Insert the following new abbreviations.ifto the list, in alphabetical order:

eMAC express MediasAccess Control
MMSI MAC Merge'service interface
pMAC preemptable Media Access Control
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IEEE Std 802.3br-2016

IEEE Standard for Ethernet—Amendment 5:

Specification and Management Parameters for Interspersing Express Traffic

30. Management

30.2 Managed objects

30.2.2 Overview of managed objects

30.2.2.1 Text description of managed objects

Change the description of oMACERtity as follows:

oMACEntity

If oMACControlEntity is implemented, oMACEntity is contained within
oMACControlEntity. Otherwise, if 0OAM is implemented,
OMACEntity is contained within o0OAM. Otherwise, if 0Aggregator is
implemented, oMACEntity is contained within cAggregator: Otherwise,
0MACEntity becomes the top-most managed object class of the DTE
containment tree shown in Figure 30-3. Note that this managed object
class may be contained within another superiorsmanaged object class.
Such containment is expected, but is outside. the scope of this
International Standard. If ocMACMergeEntityis implemented, the
OMACEntity for the express MAC (eMAEYand the ocMACEntity for the
preemptable MAC (pMAC) are conriectéd to an instance of
oMACMergeEntity.

Insert the following new description into the list in alphabetical order:

oMACMergeEntity

If implemented, a single.instance of oMACMergeEntity is contained
within oMACEntity(for an express MAC (eMAC) and oMACERntity for
a preemptable MAC (pMAC) (see Clause 99). o MACMergeEntity
managed ohject-Class provides the management controls necessary for
the MAC-Merge sublayer.

Change the description of o0PHYEntity.as/follows:

oPHYEntity

30.2.3.Containment

If o OMPEmulation is implemented, oPHYEntity is contained within
0OMPEmulation. If oMACMergeEntity is implemented, oPHYEntity is

contained within oPHY Entity. Otherwise oPHY Entity is contained
within oMACEntity. Many instances of oPHY Entity may coexist within
one instance of oMACEntity or o MACMergeEntity; however, only one
PHY may be active for data transfer to and from the MAC at any one
time. oPHYEntity is the managed object that contains the MAU, PAF,
and PSE managed objects in a DTE.

Replace Figure 30-3 with a new Figure 30-3 as follows:
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oAggregator
30.7.1
|
oAggregationPort 00AM
30.7.2 30.3.3
[ |
y
4 4 A 4
0AggPortStats 0AggPortDebuglinformation oMACControlEntity
30.7.3 30.7.4 30.3.3
OMACERtity oMACControlFunctionEntity oMPCP
30.3.1 30.3.4 30.3.5
4 4
OResourceTypelD OMACMergeEntity | | '0OMPEmulation || 0EXTENSION
30.14.1 30.3.7 30.3.8
K- ]
v v
oRHIYEntity
30.3.2
v 4
OPAF oTimeSync oMAU OoPSE oPD
30.11.1 30.13.1 30.5.1 30.9.1 30.9.2
4
oPME oAutoNegotiation | | OResourceTypelD oWIS
30:11.2 30.6.1 | Present if Ml | 30.8.1

—»» Denotes one-to-many relationship

—» Denotes one-to-one relationship »»>—» Denotes many-to-one relationship

NOTE—The objects oAggregator, oAggregationPort, oAggPortStats, and cAggPortDebuglnformation

are deprecated by IEEE Std 802.1AX™-2008.

Figure 30—3—DTE System entity relationship diagram
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|EEE Standard for Ethernet—Amendment 5:
Specification and Management Parameters for Interspersing Express Traffic

30.2.5 Capabilities
Change the first paragraph in 30.2.5 and insert Table 30-8 and Table 30-9 as follows:

This standard makes use of the concept of packages as defined in ISO/IEC 10165-4:1992 as a means of
grouping behaviour, attributes, actions, and notifications within a managed object class definition. Packages

may-either-be-mancdatory;or-beconditionatthattstosaypresentifagivernrconditiomtstroe—Withinthis
standard capabilities are defined, each of which corresponds to a set of packages, which are components of
a number of managed object class definitions and which share the same condition for presence.
Implementation of the appropriate Basic and Mandatory packages is the minimum requirement for claiming
conformance to IEEE 802.3 Management. Implementation of an entire optional capability is requiredyin
order to claim conformance to that capability. The capabilities and packages for IEEE 802.3 Managgmnent
are specified in Table 30-1a through Fable-36—#Table 30-9.

Table 30—-8—LLDP capabilities (additional packages)

LLDP MAC Merge Package (optional)

oLIdpXdot3LocSystemsGrouprmanaged object class (30.14)

aLldpXdot3LocPreemptSupported ATTRIBUTE GET X
aLldpXdot3LocPreemptEnabled ATTRIBUTE GET X
aLldpXdot3LocPreémptActive ATTRIBUTE GET X
aLldpXdot3LocAddFragSize ATTRIBUTE GET-SET [X
aLldpXdot3RemPreemptSupported ATTRIBUTE GET X
aLldpXdot3RemPreemptEnabled ATTRIBUTE GET X
al.ldpXdot3RemPreemptActive ATTRIBUTE GET X
aLldpXdot3RemAddFragSize ATTRIBUTE GET X
20
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Table 30-9—MAC Merge sublayer capabilities

MAC Merge Basic Package (mandatory)]

oMACMergeEntity managed object class

aMACMergeSupport ATTRIBUTE GET X
aMACMergeStatusVerify ATTRIBUTE GET X
aMACMergeEnableTx ATTRIBUTE GET-SET X
aMACMergeVerifyDisableTx ATTRIBUTE GET-SET X
aMACMergeStatusTx ARTRIBUTE GET X
aMACMergeVerifyTime ATTRIBUTE GET-SET X
aMACMergeAddFragSize ATTRIBUTE GET X
aMACMergeFrameAssErrorCount ATTRIBUTE GET X
aMACMergeFrameSmdErrorCount ATTRIBUTE GET X
aMACMergeFrameAssOkCount ATTRIBUTE GET X
aMACMergeFragCountRx ATTRIBUTE GET X
aMACMergeFragCountTx ATTRIBUTE GET X
aMACMergeHoldCount ATTRIBUTE GET X

30.12 Layer Managementfor Link Layer Discovery Protocol (LLDP)
30.12.1 LLDP Configuration managed object class

30.12.1.1 LLDP-Configuration attributes

30.12.1.1.1 al ldpXdot3PortConfigTLVsTxEnable

Change 30.12.1.1.1 as follows:

ATTRIBUTE

APPROPRIATE SYNTAX:
BITSTRING

BEHAVIOUR DEFINED AS:
A read-write string of 67 bits indicating, for each of the IEEE 802.3 optional LLDP TLVs, if
transmit is enabled on the local LLDP agent by the network management. A “1” in the bitstring
indicates transmit of the TLV is enabled, “0” indicates transmit of the TLV is disabled. The value
of this attribute is preserved across reset including loss of power.
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£ ") T\ L H P - H TR, -1 I W S
TUI UIE TLV CUITESPUUTIUITTY tU UIT UIL. TTIE TTIdPPITTY UT UTLS U TLEV S 15,

first MAC/PHY configuration/status TLV
second Power via MDI TLV

third Link Aggregation TLV (deprecated)
fourth Maximum Frame Size TLV

fifth EEETLV

sixth EEE Fast Wake TLV

seventh Additional Ethernet Capabilities TLV.;

30.12.2 LLDP Local System Group managed object class
30.12.2.1 LLDP Local System Group attributes

Insert 30.12.2.1.34 through 30.12.2.1.37 after 30.12.2.1.33 as follows:
30.12.2.1.34 alL IdpXdot3LocPreemptSupported

ATTRIBUTE

APPROPRIATE SYNTAX:
BOOLEAN

BEHAVIOUR DEFINED AS:
A read-only Boolean value used to indicate whether the given port (associated with the local
System) supports the preemption capability.;

30.12.2.1.35 aL IdpXdot3LocPreemptEnabled

ATTRIBUTE

APPROPRIATE SYNTAX:
BOOLEAN

BEHAVIOUR DEFINED AS:
A read-anly*Boolean value used to indicate whether the preemption capability is enabled on the
given port associated with the local System.;

30.12.2.1=:36’aLIdpXdot3LocPreemptActive

ARTRIBUTE

APPROPRIATE SYNTAX:
BOOLEAN

BEHAVIOUR DEFINED AS:

A read-only Boolean value used to indicate whether the preemption capability is active on the
given port associated with the local System.;
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30.12.2.1.37 aLldpXdot3LocAddFragSize

ATTRIBUTE

APPROPRIATE SYNTAX:
INTEGER

ELLAN LI IS NN A

DE;‘IAV TUUN ULCTTINED I‘\S
A 2-bit integer value used to indicate the minimum size of non-final fragments supported by the
receiver on the given port associated with the local System. This value is expressed in units of
64 octets of additional fragment length. The minimum non-final fragment size is
(aLldpXdot3LocAddFragSize + 1) x 64 octets.;

30.12.3 LLDP Remote System Group managed object class
30.12.3.1 LLDP Remote System Group attributes

Insert 30.12.3.1.28 through 30.12.3.1.31 after 30.12.3.1.27 as follows:
30.12.3.1.28 aL IdpXdot3RemPreemptSupported

ATTRIBUTE

APPROPRIATE SYNTAX:
BOOLEAN

BEHAVIOUR DEFINED AS:
A read-only Boolean value used to indicate whether the given port (associated with the remote
system) supports the preemption capability.;

30.12.3.1.29 aLldpXdot3RemPreemptEnabled

ATTRIBUTE

APPROPRIATE SYNTAX:
BOOLEAN

BEHAVIOUR DEFINED AS;
A read-only Boolgan value used to indicate whether the preemption capability is enabled on the
given port associated with the remote system.;

30.12.3.1.30 aLldpXdot3RemPreemptActive

ATTRIBUTE

APPROPRIATE SYNTAX:
BOOLEAN

BEHAVIOUR DEFINED AS:
A read-only Boolean value used to indicate whether the preemption capability is active on the
given port associated with the remote system.;

30.12.3.1.31 aLldpXdot3RemAddFragSize

ATTRIBUTE

APPROPRIATE SYNTAX:
INTEGER
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BEHAVIOUR DEFINED AS:
A 2-bit integer value used to indicate, in units of 64 octets, the minimum number of octets over
64 octets required in non-final fragments by the receiver on the given port associated with the
remote system. The minimum non-final fragment size is
(aLldpXdot3LocAddFragSize + 1) x 64 octets.;
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30.14 Management for MAC Merge Sublayer

30.14.1 oMACMergeEntity managed object class

This subclause formally defines the behaviours for the oMACMergeEntity managed object class\attributes.
30.14.1.1 aMACMergeSupport

ATTRIBUTE

APPROPRIATE SYNTAX:
An ENUMERATED VALUE that has one of the following entries:
supported MAC Merge sublayer is supported aon,the’ device
not supported MAC Merge sublayer is not supported on the device

BEHAVIOUR DEFINED AS:
This attribute indicates (when accessed via a GET qperation) whether the given device supports a
MAC Merge sublayer. The SET operation shall.have no effect on a device.;

30.14.1.2 aMACMergeStatusVerify

ATTRIBUTE

APPROPRIATE SYNTAX:
An ENUMERATED VALUEhat has one of the following entries:

unknown verification status is unknown

initial the Verify State diagram (Figure 99-8) is in the state
INIT_VERIFICATION

verifying the Verify State diagram is in the state VERIFICATION_IDLE,
SEND_VERIFY or WAIT_FOR_RESPONSE

succeeded indicates that the Verify State diagram is in the state VERIFIED

failed the Verify State diagram is in the state VERIFY_FAIL

disabled verification of preemption operation is disabled

BEHAVIOUR DEFINED AS:
This attribute indicates (when accessed via a GET operation) the status of the MAC Merge
sublayer verification on the given device. The SET operation shall have no effect on a device.;
30:14.1.3 aMACMergeEnableTx

ATTRIBUTE

APPROPRIATE SYNTAX:
An ENUMERATED VALUE that has one of the following entries:

disabled transmit preemption is disabled
enabled transmit preemption is enabled
24
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BEHAVIOUR DEFINED AS:
This attribute indicates (when accessed via a GET operation) the status of the MAC Merge

sublayer on the given device in the transmit direction. The status of the MAC Merge sublayer may

be modified to the indicated value via a SET operation. This attribute maps to the variable pEnable
(see 99.4.7.3).;

Al 4 A ARt Nt YA [
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ATTRIBUTE

APPROPRIATE SYNTAX:

An ENUMERATED VALUE that has one of the following entries:
disabled verify is disabled
enabled verify is enabled

BEHAVIOUR DEFINED AS:

This attribute indicates (when accessed via a GET operation) the status of the-Verify function of
MAC Merge sublayer on the given device in the transmit direction. The statusof the Verify

function may be modified to the indicated value via a SET operation. This)attribute maps to the
variable disableVerify (see 99.4.7.3).;

30.14.1.5 aMACMergeStatusTx

ATTRIBUTE

APPROPRIATE SYNTAX:
An ENUMERATED VALUE that has one of the(felfowing entries:

unknown transmit preemption Status is unknown
inactive transmit preemptiornsis inactive
active transmit preemption is active

BEHAVIOUR DEFINED AS:

This attribute indicates (when accessed via a GET operation) the status of the MAC Merge
sublayer on the given device inpthe transmit direction. The SET operation shall have no effect on
a device. This attribute maps.to the variable preempt (see 99.4.7.3).;

30.14.1.6 aMACMergeVerifyTime

ATTRIBUTE

APPROPRIATE SYNTAX:
INTEGER

BEHAVIQOUR DEFINED AS:
The value of this attribute defines the nominal wait time between verification attempts in
milliseconds. Valid range is 1 to 128 inclusive. The default value is 10. This attribute maps to the
variable verifyTime (see 99.4.7.3).;
30.14.1.7 aMACMergeAddFragSize

ATTRIBUTE

APPROPRIATE SYNTAX
INTEGER
BEHAVIOUR DEFINED AS:

A 2-bit integer value used to indicate the value of addFragSize variable used by the Transmit
Processing State Diagram (see Figure 99-5).;
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30.14.1.8 aMACMergeFrameAssErrorCount

ATTRIBUTE

APPROPRIATE SYNTAX:
Generalized nonresettable counter.
This counter has a maximum increment rate of 160 000 counts per second at 100 Mb/s.

BEHAVIOUR DEFINED AS:

A count of MAC frames with reassembly errors. The counter is incremented by one every time the
ASSEMBLY_ERROR state in the Receive Processing State Diagram is entered (see Figure 99-6).;

30.14.1.9 aMACMergeFrameSmdErrorCount

ATTRIBUTE

APPROPRIATE SYNTAX:
Generalized nonresettable counter.
This counter has a maximum increment rate of 160 000 counts per second.at-100 Mb/s.

BEHAVIOUR DEFINED AS:
A count of received MAC frames / MAC frame fragments rejected‘due to unknown SMD value or
arriving with an SMD-C when no frame is in progress. The counter is incremented by one every
time the BAD_FRAG state in the Receive Processing State Diagram is entered and every time the
WAIT_FOR_DV_FALSE state is entered due to the invoeation of the SMD_DECODE function
returning the value “ERR” (see Figure 99-6).;

30.14.1.10 aMACMergeFrameAssOkCount

ATTRIBUTE

APPROPRIATE SYNTAX:
Generalized nonresettable counter.
This counter has a maximum increment rate of 160 000 counts per second at 100 Mb/s.
BEHAVIOUR DEFINED AS:
A count of MAC frames that were successfully reassembled and delivered to MAC. The counter
is incremented by one.gvery time the FRAME_COMPLETE state in the Receive Processing state

diagram (see Figure 99-6) is entered if the state CHECK_FOR_RESUME was previously entered
while processing‘the packet.;

30.14.1.11 aMAGMergeFragCountRXx

ATTRIBUTE

APPRQOPRIATE SYNTAX:
Generalized nonresettable counter.
This counter has a maximum increment rate of 160 000 counts per second at 100 Mb/s.

BEHAVIOUR DEFINED AS:

A count of the number of additional mPackets received due to preemption. The counter is
incremented by one every time the state CHECK_FRAG_CNT in the Receive Processing State

Diagram (see Figure 99-6) is entered.;
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30.14.1.12 aMACMergeFragCountTx

ATTRIBUTE

APPROPRIATE SYNTAX:
Generalized nonresettable counter.
This counter has a maximum increment rate of 160 000 counts per second at 100 Mb/s

BEHAVIOUR DEFINED AS:
A count of the number of additional mPackets transmitted due to preemption. This counter is
incremented by one every time the SEND_SMD_C state in the Transmit Processing State Diagram
(see Figure 99-5) is entered.;

30.14.1.13 aMACMergeHoldCount

ATTRIBUTE

APPROPRIATE SYNTAX:
Generalized nonresettable counter.
This counter has a maximum increment rate of 160 000 counts per second at 100 Mb/s.

BEHAVIOUR DEFINED AS:
A count of the number of times the variable hold (see 99.4.7.3)transitions from FALSE to TRUE_;
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79. IEEE 802.3 Organizationally Specific Link Layer Discovery Protocol
(LLDP) type, length, and value (TLV) information elements

79.3 IEEE 802.3 Organizationally Specific TLVs

Lo b tha faollauna ronay s Tobhls 70 1 nd-echanaath Eaiaat -tk P ZC SWI2Y Lanan £+ loct xonar o
mioctTuo uie IUIIUVVIIIM TUW I TAVIC T VL Uru ol ILAIIUC i |u||yc mruie QUUI._yHC CUTUTTITT UT UNIC TUolU TUVY U
remove the assigned subtype value.
Table 79—-1—IEEE 802.3 Organizationally Specific TLVs
IEEE 802.3 subtype TLV name Subclause reference
7 Additional Ethernet Capabilities 79.3.7
#810255 Reserved —

Insert a new subclause 79.3.7 after 79.3.6.4 as follows:
79.3.7 Additional Ethernet Capabilities TLV

The Additional Ethernet Capabilities TLV is an optional TLV that indicatés'which additional capabilities are
supported. Figure 79-8 shows the format of this TLV.

NOTE—MAC and PHY support for a given frame size does not necessarily mean that the upper layers support that
frame size.

TLVtype =] TLVinformation | 802.3 OUI 802.3 additional Ethernet
127 string length = 4+n | 00-12-0F\ | subtype =7 capabilities
7 bits 9 hits 3.octets 1 octet n octets
§——  TLV header - TLV information string ————

Figure 79—-8—Additional Ethernet Capabilities TLV
79.3.7.1 Additional Ethernet capabilities

The additional Ethernetcapabilities field shall contain a bitmap that identifies the support and current status
of additional Ethernet capabilities on the local IEEE 802.3 LAN station. The first two octets of the field are
defined in Tabhle79-7a. Additional octets are reserved.

An implemeéntation shall transmit all Reserved bits as zero and ignore received Reserved bits. Reserved
octetsishall not be transmitted and if more octets are received than were defined as other than Reserved, the
additional octet(s) shall be ignored. If fewer octet(s) are received than defined, the implementation shall act
as-if the additional octet(s) were received as zero.

79.3.7.2 Additional Ethernet Capabilities TLV usage rules

An LLDPDU should contain no more than one Additional Ethernet Capabilities TLV. Since this TLV is
intended to inform a link partner of capabilities, the Additional Ethernet Capabilities TLV should be sent in
an LLDPDU addressed to the Nearest Bridge group address (see IEEE Std 802.1Q).
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Table 79—-7a—Additional Ethernet capabilities

Bit Function Value/meaning Reference
0 preemption capability support 1 = supported 99.4.2
0 = not supported
1 preemption capability status 1 =enabled 99.4.2
0 = not enabled
2 preemption capability active 1 = active 99.4.3
0 = not active
4:3 additional fragment size A 2-bit integer value indicating, in units | 99.4.4

of 64 octets, the minimum number of
octets over 64 octets required in
non-final fragments by the receiver

15:5 Reserved — —

79.4 IEEE 802.3 Organizationally Specific TLV selection management

79.4.2 |IEEE 802.3 Organizationally Specific TLV/LLDP Local apd“Remote System group
managed object class cross references

Insert new rows at the bottom of Table 79-9 and Table 79-10.

Table 79-9—IEEE 802.3 Organizationally Specifie*TLV/LLDP Local System Group managed
object class _cross references

. LLDP Local System Group
TLV name ¥ variable managed object class attribute
Additional Ethernet Capabilities | preemption capability alldpXdot3LocPreemptSupported
support
preemption capability alldpXdot3LocPreemptEnabled
status
preemption capability alldpXdot3LocPreemptActive
active
additional fragment size aLldpXdot3LocAddFragSize
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Table 79-10—IEEE 802.3 Organizationally Specific TLV/LLDP Remote System Group
managed object class cross references

. LLDP Remote System Group
TLV name TLV variable managed object class attribute
Add;t;ulla: Et: Iclllct Capalul:;tlco pICCIII}Jt;UII bapabl:lty aL:d}J)\u‘UtSRCIIIPICCIII}JtSup}JUIth

support

preemption capability aLldpXdot3RemPreemptEnabled

status

preemption capability aLldpXdot3RemPreemptActive

active

additional fragment size aLldpXdot3RemAddFragSize
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79.5 Protocol implementation conformance statement (PICS) proforma for IEEE 802.3
Organizationally Specific Link Layer Discovery Protocol (LLDP) type, length, and
value (TLV) information elements?

79.5.3 Major capabilities/options

Insert one row at the bottom ot the table In /9.5.3:

Item Feature Subclause Value/Comment Status Suppert
*AE Additional Ethernet 79.3.7 o} Yes[]
Capabilities TLV No[]

Insert a new subclause 79.5.11 after 79.5.10 as follows:

79.5.11 Additional Ethernet Capabilities TLV

Item Feature Subclause Value/Comment Status Support

AET1 Ethernet capabilities field 79.3.7.1 Contains a bitmap that AE:M Yes[]
identifies,the support and N/AT]
current'status of additional
Ethernet capabilities

AET2 Reserved bits 79.3.7.1 Set to zero and ignored on AE:M Yes[]
receipt N/AT]

AET3 Reserved octets 79.3.7.X Not transmitted and ignoredon | AE:M Yes[]
receipt N/AT]

AET4 octets not received 79.3.7.1 Treated as all zero AE:M Yes[]

N/AT]

AET5 usage rule—at most.one 79.3.7.2 LLDPDU should contain no AE:O Yes[]
more than one Additional No[]
Ethernet Capabilities TLV N/AT]

AET6 usage rule—address 79.3.7.2 Additional Ethernet AE:O Yes[]
Capabilities TLV should be No[]
sent in an LLDPDU addressed N/AT]
to Nearest Bridge group
address

2Copyright release for PICS proformas: Users of this standard may freely reproduce the PICS proforma in this subclause so that it can
be used for its intended purpose and may further publish the completed PICS.
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90. Ethernet support for time synchronization protocols

90.4 Time Synchronization Service Interface (TSSI)

90.4.3 Detailed service specification

90.4.3.1 TS_TX.indication primitive
Change 90.4.3.1.1 as follows:
90.4.3.1.1 Semantics
The semantics of the primitive are as follows:

TS_TX.indication(SFD, MM)
The SFD parameter can take only one possible value, DETECTED. When asserted\(SFD = DETECTED),
the TimeSync Client is notified that a valid SFD was detected by the gRS sublayer TS_SFD_Detect TX
function (see 90.5.1) in the xMII transmit signals.
The MM parameter is mandatory when the MAC Merge sublayer (see\Clause 99) is instantiated. The MM
parameter, when present, can take one of two possible values, i.e., PMAC or EMAC. The value EMAC indi-
cates the SMD-E (SFD) value has been detected at the xMII. Thé value PMAC indicates that an SMD-S

value has been detected at the xMII (see Table 99-1). The MM parameter is not provided when MAC Merge
sublayer is not instantiated.

90.4.3.2 TS_RX.indication primitive
Change 90.4.3.2.1 as follows:
90.4.3.2.1 Semantics
The semantics of the primitive are as\follows:

TS_RX.indication(SFD, MM)
The SFD parameter can-take only one possible value, DETECTED. When asserted (SFD = DETECTED),
the TimeSync Client is notified that a valid SFD was detected by the gRS sublayer TS_SFD_Detect RX
function (see 90.5.2)"in the xMII receive signals.
The MM parameter is mandatory when the MAC Merge sublayer (see Clause 99) is instantiated. The MM
parameter.When present, can take one of two possible values, i.e., PMAC or EMAC. The value EMAC
indicates'the SMD-E (SFD) value has been detected at the xMII. The value PMAC indicates that an SMD-S

value has been detected at the xMII (see Table 99-1). The MM parameter is not provided when MAC Merge
sublayer is not instantiated.

a0 5 gpnprir‘ Recanciliation Quhlnypr (gF\)Q)

Change the first paragraph of 90.5 as follows:

Within the scope of this clause, the term generic Reconciliation Sublayer (gRS) is used to denote any
IEEE 802.3 Reconciliation Sublayer (RS) used to interface a MAC with any PHY supporting the TimeSync
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capability through the xMII. The behavior of the gRS depends on whether a MAC Merge sublayer (see
Clause 99) is instantiated above the gRS.

Change 90.5.1 and 90.5.2 as follows:

90.5.1 TS_SFD_Detect_TX function

The TS_SFD_Detect_TX function observes the xMII transmit signals.

When the MAC Merge sublayer is not instantiated, the TS_SFD_Detect_TX function and-detects the
occurrence of the Start Frame Delimiter (SFD, see 3.1.1 and 3.2.2) in compliance with the specificationsof
the given type of the instantiated xMII. The service primitive across the TSSI, i.e., TS_TX.indication\shall
be generated only when the SFD is detected on the transmit signals of the xMIl (SFD=DETECTED)).

When the MAC Merge sublayer is instantiated, the TS _SFD_Detect_TX function detects the occurrence of
the Start mPacket Delimiter for an express packet or preemptable packet start (SMB-E'or SMD-S, see
99.3.3) in compliance with the specifications of the given type of the instantiated” XMIIl. The service
primitive across the TSSI, i.e., TS _TX.indication, shall be generated only when-thé SMD-E or SMD-S is
detected on the transmit signals of the xMIl (SED=DETECTED). The value of MM shall indicate whether
an SMD-E (MM=EMAC) or an SMD-S (MM=PMAC) was detected.

90.5.2 TS_SFD_Detect_RX function
The TS_SFD_Detect RX function observes the xMII receive signals.

When the MAC Merge sublayer is not instantiated, the. TS_SFD_Detect RX function and-detects the
occurrence of the Start Frame (SFD, see 3.1.1 and 3.2.2)%5in compliance with the specifications of the given
type of the instantiated xMIIl. The service primitive across the TSSI, i.e., TS_RX.indication, shall be
generated only when the SFD is detected on the receive signals of the xMII (SFD=DETECTED).

When the MAC Merge sublayer is instantiated;'the TS _SFD_Detect RX function detects the occurrence of
the Start mPacket Delimiter for an express packet or preemptable packet start (SMD-E or SMD-S, see
99.3.3) in compliance with the specifications of the given type of the instantiated xMIIl. The service
primitive across the TSSI, i.e., TS «RX.indication, shall be generated only when the SMD-E or SMD-S is
detected on the transmit signals.6fithe xMIl (SFD=DETECTED). The value of MM shall indicate whether
an SMD-E (MM=EMAC) or an"SMD-S (MM=PMAC) was detected.
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90.8 Protocol implementation conformance statement (PICS) proforma for Clause 90,
Ethernet support for time synchronization protocols3
Change 90.8.3 as follows:

90.8.3 TSSl indication

Item Feature Subclause Value/Comment Status Support
*MM MAC Merge 90.5 A MAC Merge sublayer is instantiated (6] Yes
above gRS Ne-[]
TS_TX | TS_TX.indication 90.5.1 TS_TX.indication is generated only IMM:M“\ WYes[]
generation when the SFD is detected on the transmit N/A []
signals of the xMII.
TS_RX | TS_RX.indication 90.5.2 TS_RX.indication is generated only IMM:M | Yes[]
generation when the SFD is detected on the receive N/A []
signals of the xMII.
TS T2 | TS_TX.indication 90.5.1 TS_TX.indication is generated.anty MM:M Yes[]
generation with when SMD-E or SMD-S is détectéd on N/A []
MAC Merge the transmit signals of the XNMH
TS_T3 | MM parameter for 90.5.1 Value of MM parameter-indicates MM:M Yes[]
TS TX whether an SMD-E‘ornSMD-S is N/A []
detected.
TS_R2 | TS_RX.indication 90.5.2 TS_RX.indication is generated only MM:M Yes[]
generation with when SMD-E or SMD-S is detected on N/A []
MAC Merge the receive signals of the xMlI
TS_R3 | MM parameter for 90.5.2 \alugé of MM parameter indicates MM:M Yes[]
TS RX whether an SMD-E or SMD-S is N/A
detected.

3Copyright release for PICS proformas: Users of this standard may freely reproduce the PICS proforma in this subclause so that it can
be used for its intended purpose and may further publish the completed PICS.
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Insert a new Clause 99 as follows:

99. MAC Merge sublayer

99 1 Introduction

This clause specifies an optional MAC Merge sublayer for use with a pair of full-duplex MACs and a single
PHY operating at 100 Mb/s or higher on a point-to-point link. The two MACs are:

— apreemptable MAC (pMAC), which carries the preemptable traffic, and
— an express MAC (eMAC), which carries the express traffic.

The MAC Merge sublayer supports interspersing express traffic with preemptable traffic. This is achieved
by using a MAC Merge sublayer to attach an express Media Access Control (MAC) and-a preemptable
MAC to a single Reconciliation Sublayer (RS) service. The MAC Merge sublayer suppaorts two ways to hold
transmission of preemptable traffic in the presence of express traffic:

— the MAC Merge sublayer may preempt (interrupt) preemptable traffic being currently transmitted,
and

— the MAC Merge sublayer may prevent starting the transmission of‘preémptable traffic.

This clause also specifies a MAC Merge Service Interface (MMSI) providing a primitive that causes the
transmission of preemptable traffic to be held or released, minimizing the latency for express traffic. For
example, when the MAC Client supports scheduled traffic as(defined in IEEE Std 802.1Q, transmission of
preemptable packets can be held before express traffic is scheduled to be transmitted.*

When the preemption capability is active, the MAC Werge sublayer allows frames provided over the express
MAC service interface (express traffic) or the MNISI service primitive to interrupt transmission of a frame
provided over the preemptable MAC service intecface.

When the preemption capability is inactive,'the MAC Merge sublayer does not allow express traffic or the
MMSI service primitive to interrupt transmission of a frame provided over the preemptable MAC service
interface.

Regardless of whether the preemption capability is active, the MAC Merge sublayer allows express traffic
or the MMSI service primitive to prevent the start of transmission of frames provided over the preemptable
MAC service interface (preemptable traffic).

The preemption capability is most useful at lower operating speeds. For example, the duration of a
2000 octet paecket on a 100 Mb/s link is 160 ps and on a 1 Gb/s link is 16 ps. The time to transmit a
maximum.length packet is an upper bound on the additional delay before a MAC Client can send an Express
frame when the preemption capability is not used. At higher operating speeds this additional delay gets
smallerin proportion to the speed, reducing the advantage of the preemption mechanism.

Eigure 99-1 shows the relationship of MAC Merge sublayer to the other sublayers and the ISO/IEC Open
Systems Interconnection (OSI) reference model. The MAC Merge sublayer has two clients that are MAC
sublayer instances: the eMAC and the pMAC.

4At the time of publication of this amendment, the content of IEEE Std 802.1Q relevant to this clause was separately published as
IEEE Std 802.1Qbu™-2016, |EEE Standard for Local and metropolitan area networks—Bridges and Bridged Networks—
Amendment 26: Frame Preemption, and IEEE Std 802.1Qbv™-2015, IEEE Standard for Local and metropolitan area networks—
Bridges and Bridged Networks—Amendment 25: Enhancements for Scheduled Traffic.
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NOTE—In this figure, the xMIl is used as a generic term for the Media Independent Interface’s farimplementations of 100 Mb/s and
above. For example: for 100 Mb/s implementations this interface is called MIl; for 1 Gb/s<imiplementations it is called GMII; for
10 Gb/s implementations it is called XGMII; etc.

MAC = MEDIA ACCESS CONTROL MDI = MEBIYUM DEPENDENT INTERFACE
xMIl = MEDIA INDEPENDENT INTERFACE PHY =-RHYSICAL LAYER DEVICE

Figure 99—-1—Relationship of MAC Merge sublayer to the ISO/IEC Open Systems
Interconnection (OSI) reference model and the IEEE 802.3 Ethernet model

Figure 99-2 shows the service interfaces of.the MAC Merge sublayer and its associated MACs and
Reconciliation Sublayer.

When attached to an eMAC or a pMAC, the MAC Control Sublayer shall not generate PAUSE (see
Annex 31B).

Devices that implement the MAC Merge sublayer interoperate with devices that do not implement the MAC
Merge sublayer. The preemption capability is enabled only after it has been determined that the link partner
supports it (see 99.4.2).

99.1.1 Relatianship to other IEEE standards

MAC Merge-sublayer and its MACs provide support for Frame Preemption as defined in IEEE Std 802.1Q.
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Figure 99—2—MAC Merge sublayer service interfaces diagram
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99.1.2 Functional Block Diagram

Figure 99-3 provides a functional block diagram of the MAC Merge sublayer.
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service interface
|

| eMAC:PLS_DATA.indication
d
h |eMAC:PLS_DATA_VALID.indication
Express |4
| eMAC:PLS_SIGNAL.indication Filter
d l
L Reconciliation
| eMAC:PLS_DATA.request € sublayerRLLS
service, ifiterface
| eMAC:PLS_CARRIER.indication |
i
Nl RS:PLS_DATA.indication |
| Receive RS:PLS_DATA_VALID.indication |
I Processing [«

RS:PLS SIGNAL.indication |
|
|

i |
PMAC PLS — |
service interface Verification
! |
| PMAC:PLS_DATA.indication i |
|
| pPMAC:PLS_DATA_VALID.indication |
d |
<«
MAC:PLS_SIGNAL.indication |
< 1P - > RS:PLS_DATA.request
|V
| Transmit RS:PLS_CARRIER.indication |

A

| pMAC:PLS_DATA request Processing ,

[
| PMAC:PLS_CARRIER.indication

A

l\/’MSI

| MM_CTL.request

Figure 99—-3—MAC Merge sublayer Functional Block Diagram

99.2 MAC Merge Service Interface (MMSI)
This.Subclause specifies the services provided by the MAC Merge sublayer to a MAC Client. The service
interface is described in an abstract manner and does not imply any particular implementation. The model

used in this service specification is identical to that used in 1.2.2.

The following primitive is defined:

— MM_CTL.request
99.2.1 MM_CTL.request

This primitive defines a request from a MAC Client to MAC Merge sublayer to hold or release transmission
of preemptable traffic.
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99.2.1.1 Semantics
The semantics of the primitive are as follows:

MM_CTL.request (hold_req)

Fhehotd—reqparameter-takesoneoftwo—vatwesT HOEDor REEEASE—Thevatveof HOED—causesthe
MAC Merge sublayer to hold transmission of preemptable traffic. The value of RELEASE causes the MAC
Merge sublayer to release transmission of preemptable traffic.

99.2.1.2 When generated

The generation of this primitive is out of scope of this standard.

99.2.1.3 Effect of receipt

Receipt of the primitive with the hold_req parameter set to the value HOLD causespreemption when the
conditions allow preemption and prevents starting transmission of pMAC packets) until this primitive is

received with the value RELEASE.

Receipt of the primitive with the hold_req parameter set to the value, RELEASE allows MAC Merge
sublayer to transmit packets from the pMAC when the eMAC does not,have a packet to transmit.

99.3 MAC Merge Packet (mPacket)

When the preemption capability is active, MAC Merde_sublayer sends mPackets to the Reconciliation
sublayer (RS). An mPacket contains one of the following’

— acomplete express packet,

— acomplete preemptable packet

— aninitial fragment of a preemptable<packet, or
— acontinuation fragment of a preemptable packet.

99.3.1 mPacket format

Part (a) of Figure 99-4 shows the format of an mPacket containing an express packet, a complete
preemptable packet, or-the initial fragment of a preemptable packet. Part (b) of Figure 99-4 shows the
format of an mPacket\¢Containing a continuation fragment of a packet.

The mPacket format is indicated by the value of the SMD (see 99.3.3).

99.3.2 Preamble

The¢reamble in the mPacket shown in part (a) of Figure 99-4 contains seven octets. The preamble in the

mPacket shown in part (b) of Figure 99-4 contains six octets. Each octet contains the value of 0x55
(transmitted in order from left to right 10101010).
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7 OCTETS PREAMBLE 6 OCTETS PREAMBLE
1 OCTET SMD 1 OCTET SMD
1 OCTET FRAG_COUNT
> 60 OCTETS MDATA
> 60 OCTETS MDATA
4 OCTETS CRC
4 OCTETS CRC
mPacket containing an express packet, mPacket containing_a continuation
a complete preemptable packet or an fragment of‘al packet
initial fragment of a packet
(a) (b)

Figure 99—4—mPacket format

99.3.3 Start mPacket Delimiter (SMD)

The value of the SMD indicates whether the mPacket contains an express packet, the start of a preemptable
packet (initial fragment or complete packet), or any of continuation fragments of a preemptable packet. All
valid SMD values are defined in Table 99-1.

An mPacket carrying an express packet (transmitted by eMAC) has the same format as the express packet,
because SMD-E (i.e., SMD value for an express‘packet) is same as the SFD value. An mPacket carrying a
complete (non-fragmented) preemptable packet or the initial fragment of a preempted preemptable packet
(transmitted by pMAC) has the SFD octet,replaced with the appropriate SMD value. An mPacket carrying
any of the continuation fragments ef.a preempted preemptable packet (transmitted by pMAC) has a
continuation fragment SMD value,.and includes an additional fragment counter octet (frag_count) following
the SMD.

The SMD in an mPacket carrying a complete (non-fragmented) preemptable packet or any of the fragments
of a preemptable packet* also indicates the frame count. Information about the frame count prevents
reassembling an invalid packet if the final mPacket of one preemptable packet and the initial fragment of the
next preemptable packet are lost. The frame count is a modulo-4 count.

The term #SMD-S” refers to any of the four SMD values (SMD-S0, SMD-S1, SMD-S2, and SMD-S3) in an
mPacket ctarrying the start of a preemptable packet. The term “SMD-C” refers to any of the four SMD
valuesy(SMD-CO0, SMD-C1, SMD-C2, and SMD-C3) in an mPacket carrying a continuation fragment of a
preemptable packet.

Two additional SMD values, SMD-V and SMD-R, identify mPackets used to verify that a link can support
the preemption capability.

99.3.4 frag_count

The frag_count is a modulo-4 counter that increments for each continuation fragment of the preemptable
packet. The frag_count protects against mPacket reassembly errors by enabling detection of the loss of up to
3 packet fragments.
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Table 99-1—SMD values

mPacket type Notation igirr?f Value
verify packet SMD-V — 0x07
respond packet SMD-R — 0x19
express packet SMD-E — 0xD5
preemptable packet start SMD-S0 0 OxE6
SMD-S1 1 0x4C
SMD-S2 2 OX7F
SMD-S3 3 0xB3
continuation fragment SMD-CO0 0 0x61
SMD-C1 1 0x52
SMD-C2 2 Ox9E
SMD-C3 3 0x2A

The frag_count field is present only in mPackets with SMD<E. The frag_count is zero in the first
continuation fragment of each preemptable packet.

The valid frag_count values are shown in Table 99-2.

Table 99<2<Frag_count values

Frag<eount Value

OXE6

0x4C

Ox7F

w | N | =] O

0xB3

99.3.5 mData

The_contents of the frame from the MAC from the first octet after the SFD to the last octet before the FCS
are.sent in the mData fields of the one or more mPackets for that frame. The minimum size of the mData
field is 60 octets.

NOTE—The Transmit Processing State Diagram ensures that the minimum mData field size is met. There is no pad
field.

99.3.6 CRC

The CRC field contains a cyclic redundancy check (CRC) and an indication of whether this is the final
mPacket of a frame.
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In the final mPacket of a frame, the CRC field contains the last 4 octets of the MAC frame (the FCS field).

For other mPackets, the CRC field contains an mCRC value. This includes mPackets used to verify that a
link can support the preemption capability. The mCRC shall be calculated on the octets of the frame from
the first octet of the frame (i.e., the octet following the SFD sent by the pMAC) to the last octet of the frame
transmitted in that mPacket by:

— performing steps a) through d) in 3.2.9, and then
— XORing the calculated 32 bits with 0OX0000FFFF.

NOTE—0x0000 is XORed with two octets that contain the higher order coefficients of the CRC, and OxFFFF is XORed
with the two octets that contain the lower order coefficients of the CRC.

99.4 MAC Merge sublayer operation

The MAC Merge sublayer receiver always operates the same way regardless of whether-preemption is
active. This allows MAC Merge sublayers to enable and use preemption once the link partner has indicated
support for it, without sychronizing the transition between the two ends of the link.

The express mPacket format is the same as the MAC packet format. As a result;@ny packet received from a
device that does not implement the MAC Merge sublayer or that has_preéemption disabled is received
through the eMAC.

99.4.1 MAC Merge sublayer transmit behavior when preemption is disabled

When preemption is disabled, the packets presented by the pMAC and eMAC pass through the MAC Merge
sublayer without alteration, i.e., the MAC Merge sublayeritransmits packets rather than mPackets. If both
the eMAC and pMAC have packets ready to transmit afd no packet is being transmitted, the eMAC packet
is transmitted. If a pMAC packet is being transmitted and the eMAC has a packet to transmit, the packet
from the eMAC is transmitted after transmission@fithe pMAC packet completes.

99.4.2 Determining that the link parthér'supports preemption

The preemption capability is enabled”in the transmit direction only if it is determined that the link partner
supports the preemption capability;

The process of discoveringthe support for the preemption capability on the link partner relies on the
exchange of the Additional Ethernet Capabilities TLV (see 79.3.7).

The preemption capability shall be enabled only if the link partner announces its support for the preemption
capability via an Additional Ethernet Capabilities TLV in an LLDPDU addressed to the Nearest Bridge
group address (see IEEE Std 802.1Q). The preemption capability shall be disabled if the MAC Merge sub-
layer receives’indication of link failure.

NOTE==Indication of link failure to the MAC Merge sublayer is implementation dependent.
99.4.3 Verifying preemption operation

Verification (see Figure 99-3) checks that the link can support the preemption capability.

If verification is enabled, the preemption capability shall be active only after verification has completed
successfully.

If the preemption capability is enabled but has not been verified yet, the MAC Merge sublayer initiates
verification. Verification relies on the transmission of a verify mPacket and receipt of a respond mPacket to
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confirm that the remote station supports the preemption capability. The format of a verify mPacket and a
respond mPacket is as shown in part (a) of Figure 99-4, with the SMD values defined in Table 99-1 and an
mData field containing 60 octets of 0x00.

When an mPacket with an SMD-V and a correct mCRC is received, a respond mPacket is sent. A respond
mPacket has 7 octets of preamble (0x55), an SMD-R, 60 octets of 0x00, and an mCRC.

When an mPacket with an SMD-R and a correct mCRC is received, the preemption capability is verified.

Verification may be disabled. Verification disable is intended for engineered closed networks (i.e., wherg it
is ensured by design that links can support preemption capability). Verification disable does not affeet the
transmission of respond mPackets.

If verification is enabled, it shall be performed as specified in part (a) of Figure 99-8.
Respond shall be performed as in part (b) of Figure 99-8.
99.4.4 Transmit processing

Transmit processing (see Figure 99-3) receives packets from the eMAC and pMAC. Transmit processing
preempts a preemptable packet when a MM_CTL.request primitive is recéived with a hold_req parameter
value of HOLD or the eMAC has a packet to transmit if that can be done“while meeting minimum mPacket
mData field size. Therefore, preemption occurs only if at least 60 octets of the preemptable frame have been
transmitted and at least 64 octets (including the frame CRC) remain-to be transmitted.

The earliest starting position of preemption is controlled, by the addFragSize variable. Preemption does not
occur until at least 64 x (1+ addFragSize) — 4 octets,of the preemptable frame have been sent. The
addFragSize variable is set to the value of the addFragSize field in the received Additional Ethernet
Capabilities TLV (see 79.3.7).

Transmit processing includes a CRC generator to calculate an mCRC as specified in 99.3.6.

When the preemption capability is active, transmit processing replaces the SFD of a pMAC packet with an
SMD-S value. A 2-bit rolling framescount is encoded in the SMD-S value. The SMD-E value is the same as
the SFD value so the SFD of anieMAC packet does not need to be replaced.

When a packet is preempted;-transmit processing appends the mCRC to the non-final mPackets. For the final
mPacket of a preempted,frame, the CRC field contains the CRC of the preempted MAC frame (the FCS
field).

Transmit processing resumes transmission of the remainder of a preempted packet by sending preamble fol-
lowed byan-SMD-C and frag_count before continuing transmission of the packet. The SMD-C encodes the
same frame’ count value as the SMD-S of the initial fragment.

Transmit processing shall be performed as specified in Figure 99-5.

If a PLS_CARRIER.indication is received from the PLS, PLS_CARRIER.indications with the same
CARRIER_STATUS shall be sent to the pMAC and the eMAC.

99.4.5 Receive processing

Receive processing (see Figure 99-3) checks the SMD of each received mPacket. If an mPacket contains an
SMD-E, Receive processing ignores the mPacket.
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An SMD containing an SMD-S indicates the initial mPacket of a preemptable packet.

If an mPacket containing an SMD-S is received when Receive processing has not completed receiving the
previous preempted packet, Receive processing shall ensure that the MAC detects a FrameCheckError in the
partially received frame. This requirement may be met by producing a received frame data sequence deliv-
ered to the MAC sublayer that is guaranteed to not yield a valid CRC result, as specified by the frame check

sequenceatgorithm—(see—528)—Thisdatasequencemay-heproduced-by-substitutingdatadetivered-to-the
MAC. It can do this by checking that the prior four octets sent to the MAC did not match the CRC of the
data sent before them or by sending eight additional PLS_DATA.indication primitives to the pMAC or by
implementation dependent means. Other techniques may be employed to respond to an incomplete packet
provided that the result is that the MAC sublayer behaves as though a FrameCheckError occurred i the
received frame.

When an SMD-S is detected, receive processing records the frame count indicated by the SIMD. Receive
processing sends an SFD to the pMAC in place of the SMD and then begins sending PLS_BATA.indication
primitives to the pMAC.

Receive processing checks whether the last four octets of the mPacket match the. mCRC. If the last four
octets of the mPacket do not match, that indicates the end of the packet. The PLSLDATA.indications for the
last four octets are sent to the pMAC followed by PLS_DATA_VALID.indication(DATA_NOT_VALID).
If the last for octets of the mPacket match, that indicates that the ‘packet was preempted and the
PLS_DATA.indications for the last four octets are not sent to the pMAC? No further primitives are sent to
the pMAC until the next mPacket of the packet is received.

An SMD containing an SMD-C indicates an mPacket that continues the data for a preempted packet.

Upon receiving an SMD value of SMD-C, Receive progessing checks that:

a) There is a preempted packet in progress,

b)  The frame count indicated by the SMD mmatches the frame count of the packet in progress, and

c) The frag_count value indicates the next fragment count.
If any of the checks fail, the mPacket,is discarded and Receive processing ensures that the pMAC detects a
FrameCheckError as previously des¢ribed. Then PLS_DATA_VALID.indication(DATA_NOT_VALID) is
sent to the pMAC.

If all the checks pass, the*next fragment count is incremented modulo 4 and the PLS_DATA.indications
after the frag_count field:are sent to the pMAC.

Receive processing handles the last four octets of the mPacket as previously described.
Receive processing shall be performed as specified in Figure 99-6.

PLS.SIGNAL.indication is never produced by Receive processing since it does not apply to full duplex
PHYs.

99.4.6 Express filter

The EXPress Tilter (see Figure 99—3) checks the SIMID of each received mPacket. IT an mPacKet contains an
SMD-E, the Express filter passes the RS PLS_DATA.request to the eMAC. If the SMD contains any other
value, Express filter ignores the mPacket.

Express processing shall be performed as specified in Figure 99-7.
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PLS_SIGNAL.indication is never produced by Express filter since it does not apply to full duplex PHYs.
99.4.7 Detailed functions and state diagrams

99.4.7.1 State diagram conventions

Fhebody-of thissubctatsetscomprised-of-statediagrams;inctuding-theassoctated-defimitionsof-vartabtes;
constants, and functions. Should there be a discrepancy between a state diagram and descriptive text, the
state diagram prevails.

The notation used in the state diagrams follows the conventions of 21.5. State diagram timers follow the
conventions of 14.2.3.2. The notation ++ after a counter or integer variable indicates that its value<is\to be
incremented.

PLS service interface primitives are prefixed by a letter to designate the PLS service interface as follows:
— e PLS service interface between the eMAC and MAC Merge sublayer
— p PLS service interface between the pMAC and MAC Merge sublayer
—r PLS service interface between MAC Merge sublayer and RS

For example, ePLS_DATA.request is a PLS_DATA .request primitive fromthe eMAC.
99.4.7.2 Constants
minFrag

the integer 64, the number of octets required for’a minimum size fragment.
PREAMBLE

0x55
SFD

0xD5
verifyLimit

the integer 3, the number of.verification attempts
99.4.7.3 Variables

addFragSize
An integer in‘the' range 0:3 that controls the minimum non-final mPacket length, as specified in
99.4.4. Set to the value of the addFragSize field in the received Additional Ethernet
Capabilities TLV (see 79.3.7).

begin
A Boolean variable that is set TRUE by implementation dependent means to initialize the state
machines.

cFrameCnt
An integer in the range 0:3 set by the SMD_DECODE function invoked on the SMD-C of a
continuation packet that indicates the frame count of the continuation mPacket.

disableVerify
A Boolean variable that is set by management to control verification of preemption operation
(see 99.4.3). TRUE disables verification and FALSE enables verification.

eTX
Boolean variable that is TRUE when an ePLS DATA.request has been received and a
corresponding rPLS_DATA.request has not yet been generated. FALSE otherwise.

eTxCplt
Boolean variable that is set TRUE when ePLS DATA.request with the value
DATA_COMPLETE is received and set FALSE when the end of frame has been processed.
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