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Foreword

ISO (the International Organization for Standardization) and IEC (the International Electrotechnical
Commission) form the specialized system for worldwide standardization. National bodies that
are members of ISO or IEC participate in the development of International Standards through
technical committees established by the respective organization to deal with particular fields of
technical activity. ISO and IEC technical committees collaborate in fields of mutual interest. Other
international organizations, governmental and non-governmental, in liaison with ISO and IEC, also
take part in the work.

Th
deq
dif
rul

e procedures used to develop this document and those intended for its further maintgnance are
cribed in the ISO/IEC Directives, Part 1. In particular, the different approval criteria~needed for the
ferent types of ISO documents should be noted. This document was drafted in acdordande with the
es given in the [SO/IEC Directives, Part 2 (see www.iso.org/directives).

E Standards documents are developed within the IEEE Societies and theyStandards Coprdinating
mittees of the IEEE Standards Association (IEEE-SA) Standards Board? The IEEE dgvelops its
dards through a consensus development process, approved by the &mierican National [Standards
itute, which brings together volunteers representing varied viewpgeifts and interests to gchieve the
finpl product. Volunteers are not necessarily members of the Institute and serve without compensation.
WHhile the IEEE administers the process and establishes rules to{promote fairness in the consensus
deyelopment process, the IEEE does not independently evaluate,‘test, or verify the accuracy of any of
thd information contained in its standards.

Attlention is drawn to the possibility that some of the elements of this document may be 4
of patent rights. ISO and IEC shall not be held respensible for identifying any or all st
rights. Details of any patent rights identified during‘the development of the document wil
Intfoduction and/or on the ISO list of patent declatations received (see www.iso.org/patents)
list of patent declarations received (see http://patents.iec.ch).

Any trade name used in this document is nformation given for the convenience of users an
coijstitute an endorsement.

Fort an explanation of the voluntary nature of standards, the meaning of ISO specific {
ressions related to conformity assessment, as well as information about ISO's adhere
rld Trade Organization (W.TO) principles in the Technical Barriers to Trade (TBT) see ww
foreword.html.

This document was_prepared by Joint Technical Committee ISO/IEC JTC 1, Information {
Sulbcommittee SC 7, \Systems and software engineering, in cooperation with the Systems anc
Engineering Standards Committee of the IEEE Computer Society, under the Partner
Deyelopment©tganization cooperation agreement between 1SO and IEEE.

An
corl

y feedback or questions on this document should be directed to the user’s national standar
nplete)listing of these bodies can be found at www.iso.org/members.html.

he subject
Ich patent
be in the
or the [EC

1 does not

erms and
hce to the

w.iso.org/

echnology,
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Introduction

Application of systems engineering to systems of systems has become increasingly important for the
realization and sustainability of large and persistent sociotechnical systems in domains as varied
as healthcare, transportation, energy, and defense, and contexts such as corporations, cities, and
government. This has been intensified in the last fifteen years by the pervasiveness of information
technology (IT), illustrated by new technologies and paradigms such as Sensor Networks, Cloud
Computing, the Internet of Things, Big Data, Smart Devices and Ambient Intelligence. It is, for instance,
the application of these technologies to cities that transform them into smarter cities.

This docy
SoS. Whi
this docu
However,

document
ISO/IEC/1

For examj
align witk

better corI

engineeri
of any spe

ment provides guidance for the utilization of ISO/IEC/IEEE 15288 in the context| of

ISO/IEC/IEEE 15288 applies to systems in general (including constituent systems),
ent provides guidance on the application of these processes to the special cdsgof JoS.
SO/IEC/IEEE 21840 is not a self-contained SoS replacement for ISO/IEC/IEEE\15288. This
is intended to be used in conjunction with ISO/IEC/IEEE 15288, ISO/IEC/IEEE 21839 4nd

EEE 21841 and is not intended to be used without them.

ple, ISO/IEC/IEEE 21841 provides a taxonomy for SoS, providing specific viewpoints that
stakeholder concerns. Using a taxonomy in conjunction with this document facilitqtes

Cific taxa in [SO/IEC/IEEE 21841.

munications among the various stakeholders that are involved,ifi activities like governaice,
g, operation, and management of these SoS. However, this document does not require the fise

Vi
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Systems and software engineering — Guidelines for the
utilization of ISO/IEC/IEEE 15288 in the context of system
of systems (SoS)

1 Scope

This document provides guidance on the application of processes in ISO/IEC/IEEE 15288\to’'systems of
syqtems (SoS). The scope of this document is the same as ISO/IEC/IEEE 15288, whichyjaddrdsses more
thgdn systems engineering activities.

NO[FE1 Throughout the document, there is mixed use of "system of systems" and "systems of systems". "SoS"
coyld refer to a system of systems or systems of systems. Similarly, "CS" could refer to a constituenf system or
corstituent systems.

Th]s document provides general guidance for each ISO/IEC/IEEE 15288\process and process gutcome in
thd context of SoS, but it does not address specific activities, tasksy methods, or procedures. Additional
pracesses and process outcomes unique to SoS can still be needed.and are not covered by this focument.
This document explores the similarities and differences between systems and SoS and, by [extension,
thqg similarities and differences between engineering of systems and SoS. The guidance coptained in
thif document is expected to evolve as the discipline matures.

NO[FE2 In many cases, this document notes that ISO/IEC/IEEE 15288 processes or process ofitcomes “...
appllies as stated to SoS.” Some interpretation withinthe context of SoS can still be needed.

2 | Normative References

There are no normative references inthis document.

3 | Terms, definitions, and abbreviated terms

3.1 Terms and definitions

Foif the purposes of this document, the following terms and definitions apply.

NOTE For~additional terms and definitions in the field of systems and software engingering, see
ISOY/IEC/IEEE\24765, which is published periodically as a “snapshot” of the SEVOCAB (Systems anld software
Engineering Vocabulary) database and which is publicly accessible at www.computer.org/sevocab.

ISQ, JEC; and IEEE maintain terminological databases for use in standardization at the| following
addresses:

— ISO Online browsing platform: available at https://www.iso.org/

— IEC Electropedia: available at http://www.electropedia.org/

— IEEE Standards Dictionary Online: available at: http://dictionary.ieee.org

3.11

capability

measure of capacity and the ability of an entity (system (3.1.8), person or organization) to achieve its
objectives

[SOURCE: ISO/IEC 19770-1:2017, 3.10, modified — Note 1 to entry has been removed.]

© ISO/IEC 2019 - All rights reserved
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constituent system
independent system (3.1.8) that forms part of a system of systems (SoS) (3.1.10)

Note 1 to entry: Constituent systems can be part of one or more SoS. Each constituent system is a useful system
by itself, having its own development, management (3.1.5), utilization, goals, and resources, but interacts within
the SoS to provide the unique capability (3.1.1) of the SoS.

[SOURCE: ISO/IEC/IEEE 21839:2019, 3.1.1]

3.1.3

emergende
principle fhat entities exhibit properties which are meaningful only when attributed to the whole;

to its part

Note 1 to

constituent{system (3.1.2).

Note 2 to eptry: The definition is adapted from Reference [9].

3.1.4
governa

n
process o
performarjce parameters

[SOURCE:
has been 1

3.1.5
managen
system (3]

organization's governing body

Note 1 toe
(3.1.4).

[SOURCE:
3.1.6

satisficin
decision t¢

[SOURCE:

3.1.7
stage
period wit

Note 1 to 4

try: These properties cannot be reduced or decomposed back down to the those of'lany individ

e
establishing and enforcing strategic goals and objectives,Organizational policies, :

emoved.]

ent
1.8) of controls and processes required ‘€e” achieve the strategic objectives set by

htry: Management is subject to the policytguidance and monitoring set through corporate governd

[SO/IEC/IEEE 24765:2017, 3.2338]

D
=]

bchnique that discar@ds any alternative with an attribute value outside an acceptable rangs

[SO/IEC/IEEE 24765:2017, 3.3601]

hin thelife cycle of an entity that relates to the state of its description or realization

[SO/IEC 24765:2017, 3.1757, modified — The article "the" at the beginning of the definitj

hot

ual

ind

1011

the

nce

the

ntry? As used in this document, stages relate to major progress and achievement milestones of

entity throughits Iife cycle.

Note 2 to entry: Stages often overlap.

[SOURCE: ISO/IEC/IEEE 15288:2015, 4.1.43, modified — The expression "this International Standard"
has been replaced with "this document".]

3.1.8
system

combination of interacting elements organized to achieve one or more stated purposes

[SOURCE: ISO/IEC/IEEE 15288:2015, 4.1.46, modified — Note 1, 2, and 3 to entry have been removed.]

© ISO/IEC 2019 - All rights reserved
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3.1.9
system-of-interest
system (3.1.8) whose life cycle is under consideration

Note 1 to entry: In this document, the system-of-interest is a system of systems (3.1.10).

[SOURCE: ISO/IEC/IEEE 15288:2015, 4.1.48, modified — The words "in the context of this International
Standard" have been removed; Note 1 to entry has been added.]

3.1.10

system of systems
set]of systems (3.1.8) and system elements that interact to provide a unique capability (3.1-1) that none
of the constituent systems (3.1.2) can accomplish on its own

Note 1 to entry: System elements can be necessary to facilitate interaction of the constituent systems in the
syskem of systems.

[SQURCE: ISO/IEC/IEEE 21839:2019, 3.1.4, modified — The abbreviated term™SoS" has been|removed.]

3.1{11

sy§tem life cycle
period that begins when a system (3.1.8) is conceived and ends)when the system is [no longer
avgilable for use

[SQURCE: ISO/IEC/IEEE 24765:2017, 3.4108]

3.1.12
tayonomy
scheme that partitions a body of knowledge and definés the relationships among the pieces

[SQURCE: ISO/IEC/IEEE 24765:2017, 3.4167, madified — Note 1 to entry has been removed.]

3.2 Abbreviated terms

CS constituent system, constituent systems
SE systems engineering

SO system of interest

Sof system of systeéms, systems of systems

So$E system‘ef Systems engineering

4 | Relationship to other standards

This\dotument is part of a set of documents that are intended to be used together:

ISO/IEC/IEEE 15288 provides the fundamental basis for this document by establishing a model set of
system life cycle processes.

ISO/IEC/IEEE 21839 addresses SoS considerations in life cycle stages of a system.

This document provides guidance on the use of ISO/IEC/IEEE 15288 in the context of SoS, including
considerations for how CS relate to each other within the SoS. However, the use of any specific taxa in
ISO/IEC/IEEE 21841 is not required.

ISO/IEC/IEEE 21841 provides a taxonomy for SoS, providing specific viewpoints that align with
management and governance concerns. Using a taxonomy in conjunction with this document facilitates
better communications among the various stakeholders that are involved in activities like governance,
engineering, operation, and management of these SoS.

© ISO/IEC 2019 - All rights reserved
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Figure 1 highlights these relationships.

Con

_SoS Cd

How the standards might apply to a notional SoS “ABC”
composed of 3 constituent systems “A,” “B,” and “C”

For

SoS ABC

ISO/IEC/IEEE 21841

iderations

nsiderations
Systems

ISO/IEC/IEEE 21839

Con

System
iderations

A relates toC c‘g relates to A
\

5 Key ¢oncepts and application \‘9

5.1 Differences between systems an(&&)S

To apply t
and SoS in
consists o
system ele
of these sy
for additig

[t is impot
collection

<

Figure 1 — Relationship betw@ the standards
s\\)

he guidance in the documers%:}'ls necessary to understand the differences between syste
which the CS are manaﬁ@l y and operationally independent11l. Figure 2 shows that an
Fsystem elements, some.of which could be systems themselves. These systems also consis|
ments, some of which could be systems and so on. ISO/IEC/IEEE 15288 can be applied to ;
stems. If SoS we® e same as systems, but just on a bigger scale, there would be little n
nal guidance. C)

tant to n@at a collection of systems may not be an SoS. For example, Figure 2 show
of syst @ d system elements, but is this an SoS?

ms
501
k of

ny
bed

&
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System - of -
Interest
|
— |
System
System System Element
] I
1 1 [ r ]
System System L System System
Element Element System Element Element System
j [ ;
. Syster ! Systen -
System Element System Element System
, L [ ; 1 [ |
System System System System Stem System
Element Element Element Element _. Elément Element
NO['E This figure is reproduced from ISO/IEC/IEEE 15288:2015, Figure 2.
Figure 2 — Overview of a system
It ik not possible to determine from a hierarchy diagram if a,eollection of systems is an SpS. Rather
5 shown in

thgn being described in terms of hierarchies, SoS are often deseribed as general networks a

Figure 3.

=

T

Figure 3 — Overview of an SoS

Within an SoS, each CS is an independent system that forms part of an SoS. CS can be part of one or
more SoS. Each CS is a useful system by itself, having its own development, management, utilization,
goals, and resources, but interacts within the SoS to provide the unique capability of the SoS. These

additional attributes are what distinguish SoS from a collection of systems.

The differences between a system and an SoS are not in the physical or hierarchical structure of the
component parts, but rather in the behavioral and managerial characteristics of those parts. The
differences between systems and SoS (and between SE and SoSE) are complex. Table 1 describes
examples of drivers of SE compared with SoSE, while Table 2 and Table 3 describe some of the
differences between systems and SoS. These differences reflect the attributes or characteristics around
which the guidance on the application of ISO/IEC/IEEE 15288 to SoS are framed.

© ISO/IEC 2019 - All rights reserved
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However, it is important to understand that characteristics differ between system and SoS, and are not

mutually exclusive.

Table 1 — Example drivers of SE and SoSE

SE SoSE
Focus Single complex system Multiple integrated complex systems
Objective Optimization Satisficing, sustainment
Boundaries Static Dynamic
Problem Defined Emergent
Structure Hierarchical Network
Goals Unitary Pluralistic
Timeframe System life cycle Continuous
Centricity Platform Network
Tools Many Eew
Managé¢ment framework Established Vdpious

NOTE Thidtable is adapted from Reference [10].

Table 2 — Examples of differences between systenis and SoS

Systems tend to have

SoS tend to have

A clear set of stakeholders

Multiple levels of-stakeholders with mixed and possibly

competing interests

Clear objectives and purpose

Multiple and/possibly contradictory objectives and purpd

Clea management structure and clear

accountabilities

Disparate management structures with no clear

accountability

Clear opé¢rational priorities, with escalation to
resolve priorities

Multiple, and sometimes different, operational prioritie

12}

with no clear escalation routes

A single life cycle

Multiple lifecycles with elements being implemented

asynchronously

Clear oynership with the ability to move re-
sources between elements

Multiple owners making individual resourcing decisionf

NOTE Thiqtable is adapted from Reference [11].

Table 3'= Examples of differences between systems and SoS

Attribuge System SoS
Autonorh Autonomy is ceded by parts to grant Autonomy is retained and exercised by CS whifle
y autonomy to the system. contributing to fulfilling the purpose of the Sof.
While some CS are directed or coerced to belohg
D L e L .. .4 |to SoS, some CS could be unaware of the SoS.
i I'drts drC adaniir Tty lallllly ITICIITUTT S, Luc_y \eyvy Some CS Choose to belong on a Cost/benefits
Belonging |notchoose themselves but came from . . .
. . . basis; also, to cause greater fulfillment of their
parents. Belonging of parts is in their nature. e
own purposes, and because of belief in the
overarching SoS purpose.
Prescient design, along with parts, with high |Dynamically supplied by CS with every
... |connectivity hidden in elements, and possibility of myriad connections between CS,
Connectivity | . . . : . . . .
minimum connectivity among major possibly via a net-centric architecture, to en-
subsystems. hance SoS capability.

NOTE This table is adapted from Reference [8].

© ISO/IEC 2019 - All rights reserved
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Attribute

System SoS

Diversity

Managed i.e. reduced or minimized by
modular hierarchy; parts’ diversity
encapsulated to create a known discrete
module whose nature is to project simplicity
into the next level of the hierarchy.

open connectivity.

Increased diversity in SoS capability achieved by
released autonomy, committed belonging, and

Foreseen, both good and bad behavior, and

designed in or tested out as appropriate. though its crucial importance is, and b

Enhanced by deliberately not being foreseen,

creating an emergence rnp:\hi]ify climate, that

y

mergence
1]

will support early detection and elifmi
bad behaviors.

ation of

NO|

TE This table is adapted from Reference [8].

5.2
ISd

andl types in ISO/IEC/IEEE 15288:2015, G.2 are shown in the box.

Managerial and operational independence

/IEC/IEEE 15288:2015, Annex G contains general information on SoS,D¢€tails of SoS char

hcteristics

in
u
th
A

S¢S are characterized by managerial and operational independeneé.of the constituent syster

emngineering SoS.

many cases were developed and continue to support originally identified users concurre
sers of the SoS. In other contexts, each constituent system itself is a SOI; its existence often
e SoS, while its characteristics were originally engineéred to meet the needs of their init
5 constituents of the SoS, their consideration is expanded to encompass the larger needs o
his implies added complexity particularly when the*systems continue to evolve indepen
e SoS. The constituent systems also typically retain their original stakeholders and go
echanisms, which limits alternatives to address the needs of the SoS.

mergence is a key characteristic of SoS —the unanticipated effects at the systems of syst
tributed to the complex interaction.dynamics of the constituent systems. In SoS, co
rstems are intentionally considered n'their combination, so as to obtain and analyze outc
pssible to obtain with the system§alone. The complexity of the constituent systems anc
ey may have been designed without regard to their role in the SoS, can result in new, un
chaviors. Identifying and addressing unanticipated emergent results is a particular cha

f the SoS.

s, which
htly with
predates
jal users.

dently of
ernance

bms level
hstituent
pmes not
the fact
bxpected
llenge in

Ap

emergent behavior.{the anticipated effects are generally the reason for the SoS conceptualiz

Sy{
gov
agt
obj

lectives:

blying SE to SoS aims to engineer the desired emergent behavior and minimize the

tems operate'within a context of managerial control which is subject to governancelZl. Org
rern a portfolio of programs through goals and objectives, subject to laws, regulations, an
eements-such as contracts. Programs manage some number of projects to achieve those

An

undesired
htion.

hnizations
d external
goals and

SaSs r‘nmpricnc CS and other cycfnm elementsthatcan be necessary to facilitate interactio

of the CS

in the SoS. Relationships between CS and system elements affect the SoS. Systems that do not interact
are not part of an SoS as shown in Figure 4. Organization A owns System V which consumes inputs and
produces outputs. Likewise, Organization B owns System W which also consumes inputs and produces
outputs. Systems have capabilities. Outcomes can be partially or totally achieved when the system
behaves. Because Systems V and W do not interact, there is no SoS.

NOTE

The terms "organization" and "owns" suggest that individual CS could reside in different

companies

or enterprises. However, CS could reside within different organizational elements within a particular company
or enterprise.
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(Organization A )

System V
Capabilities

Inputs Outputs

4 )
N

System W

[nputs Capabilities

Outputs |

N\
\ Organization B \(,/Q\ Y

Figure 4 — Systems that don’t interact are not part of an SoS

An essent]al characteristic is that CS within the SoS are operationally independent[1]. That is, the|CS
can (and do) operate independently to fulfil some number of purposes on their own, separate from the
SoS. Howeper, an SoS is a set of systems and system elements that interact to provide a unique capability
that none jof the CS can accomplish on its own as shewn in Figure 5. Because the SoS provides uniﬂue
capabilitids beyond those of the CS, the SoS couldthave unique inputs beyond inputs originally needled
by the CS.[Also, while it is possible that the emergent capability is provided by one of the CS, this i$n't
necessarilly the case. Some SoS can (and do) ptrevide outputs not conveyed by one of the CS.

© ISO/IEC 2019 - All rights reserved
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fOrganization A )

Outputs >
A

A.-./\ 1 \ \\
Managerially | Sos \j Operationally ST
Unique A 4 d
Interdependent U nputs Interdependent Outputs
|

I Py /
N / y r
Syste%rr% W Outputs >
Capabili )

J

\ Organization B

Higure 5 — A set of systems and system elements)that interact to provide a unique capability

So$ add value through the unique SoS capabilities from the integration and/or sequencing cppabilities
of CS and other elements in time and space. Consequently, SoS accommodate delivery ¢f outputs
to [multiple consumers that could have“different priorities and expectations. While (S operate
independently from each other for their‘own purposes, they also operate interdependently|[with each
other and other elements to produce.the SoS outputs. CS are never totally independent, yet they are also
neyer totally subservient to the SoSi8l. Unlike a system, which has been designed to fulfil a pyrpose and
an expected quality of service,the quality of service provided by an SoS can be subject to vaifiation.

Anpther essential characterpistic is that CS within the SoS are both managerially indepepdent and
interdependent. Managerial independence suggests that the CS are likely to be managed by orgpnizations
thgt retain some degree of independence even though they are interdependent while participating
in PoS. The implication is that these organizations could have goals and objectives for the CS that
differ from those.of the SoS. If so, there is likely some degree of independence and interdep¢ndence of
governance, d3.well as some degree of independence and interdependence of management. Regardless
of the means)of managing the organizations, alignment (or lack thereof) in the goals and objectives will
affect theSoS. While some CS are directed or coerced to belong to SoS, some CS could be unayare of the
So§. Some CS choose to belong on a cost/benefits basis, also to cause greater fulfillment of|their own
putpases, and because of their heliefin the overarching SaS purpose

Figure 6 highlights the various kinds of relationships for governance and management. Multiple projects
can be necessary to design, produce, and operate a system. SoS composed from some combination
of systems U, V, and W would need to address the operational independence of the systems and the
managerial independence of organizations.
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In the context of Laws, Regulations, Agreements, Contracts, Policies, etc.

Laws

Regulations

Agreements

Contracts

Policies

~ U S

Organizations Govern a Portfolio of Programs Through Strategic Goals and Objectives

| Qrganization A |
L O |

| QrganizationB |
L O |

Programs ]l/lanage Projects to Achieve Goa

s and Objectives

| Program X |

| Project X1 |

System U

| Program Y |
|

1
[ Projectyl | | Proj

ect Y2 |

System V

Pro%aﬁvz I

&

Vo aN

J Project Z1 |
\V

O

%

System W

Figure 6 — Degree of operational and managerial independence varies

The procegses from ISO/IEC/IEEE 15288 are applted in a highly iterative and concurrent manner. In sgme

cases, there could be “waves” of SoS revision:In other cases, SoS changes could occur continually, w
many prodesses operating on a continuousybasis to implement evolutionary change. These complexif

ith
ies

do not invalidate ISO/IEC/IEEE 15288.0r SE, but rather form an alternative context for their applicatjon.
The descriptions of the use of the ISQEC/IEEE 15288 processes and outcomes should be reconside
in light of the alternative context. Clause 6 provides general guidance in the context of SoS.

6 Application of system life cycle processes to SoS

6.1 Agrepementprocesses

6.1.1 Ge¢neral

red

ISO/IEC/IEEE—15288:2015, 6-1 tontainms general informration o the apptication of systenT tife Ttycle

agreement processes to a system as shown in the box.

10
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This subclause specifies the requirements for the establishment of agreements with organizational
entities external and internal to the organization.

The Agreement Processes consist of the following:
a) Acquisition process - used by organizations for acquiring products or services;
b) Supply process - used by organizations for supplying products or services.

These processes define the activities necessary to establish an agreement between two organizations.

If thc A\,\.iuloit;\.lll lJl ULLOO ;D ;llVU}\Cd, ;t lJl UV;dCD thc I alio fUl \,uudubt;us buoiucoo \A4 ith [=} Supplier-
This may include products that are supplied for use as an operational system, services in-shipport of
operational activities, or elements of a system being provided by a supplier. If the Supply fdrocess is
infvoked, it provides the means for an agreement in which the result is a product-oriservige that is
provided to the acquirer.

NPTE Security is an increasing concern in systems engineering. See ISO/IEC 27036, Security fechniques
— Information security for supplier relationships, for requirements and guidancéAfor suppliers and|acquirers
ol how to secure information in supplier relationships. Specific aspects of\information security supplier
rdlationships are addressed in Parts 3 and Part 4.

ISQ/IEC/IEEE 15288:2015, Annex G contains general information’en’the application of systern life cycle
prqcesses to SoS. Details of agreement processes in ISO/IEC/IEEE 15288:2015, G.3.2 are shownl|in the box.

Apreement Processes are crucial for SoS because they(establish the modes of developmgntal and
operational control among the organizations resperisible for the SoS and the often indgpendent
constituent systems. Constituent systems, whicH are acquired and managed by [different
organizations, often hold original objectives that may not align with those of the SoS. Excgpt in the
directed SoS case, the SoS organization cannettask a constituent system organization without their
cgoperation. In an acknowledged or collaborative SoS, these tasks are balanced against the tasks
of the constituent system as a SOI in itssown right. For virtual SoS, agreement processey may be
informal, or considered only for analysis purposes.

The Agreement processes description from ISO/IEC/IEEE 15288 applies as stated to So$ with the
following additions.

Be¢ause CS exist already and are being used for other purposes, agreements between the [CS and its
suppliers can already ekist. Those agreements could be particularly important if the SoS expects the CS
to ¢hange to meet SoS;needs. For example, if the SoS has the requirement for changes to CS,|this could
affect existing agrieements the CS has in place with its suppliers. However, depending on thq degree of
opé¢rational oramanagerial independence, CS may not be obliged to acknowledge or adjust based on the
So§ requirements.

Foif some'SoS, it is possible that the Agreement processes as stated do not apply at all, with np evidence
of Acquisition or Supply processes. In such cases, “agreement” can be considered in the ¢onceptual
seriseson n that pa pafing owne ould g g e dme cases,
participating CS owners could even be competing and conflicting with each other. In others, formal
agreements could be absent.

In SoS, agreements can be needed when there are no existing authority arrangements between the SoS
and the CS. Agreements within SoS could be formal agreements, memoranda of agreement, or other
less formal agreements. Loose agreements could be more appropriate for non-critical elements, while
tighter, more formal agreements and associated processes could be appropriate for managing areas of
higher risk or greater criticality. However, CS could interact even without formal or explicit agreement.

ISO/IEC/IEEE 15288 does not contain processes addressing collaboration or competition. Collaboration
and competition involve independent action among the CS owners that facilitate collaboration or create
conflicting relationships among the CS owners and SoS owner (if any). These relationships result in
dynamic changes to the CS that modify the objectives, goals, and capabilities of the SoS.

© ISO/IEC 2019 - All rights reserved
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Realizing a new SoS capability that is not supported by the existing CS requires some recognition of
the need for the new capability, and support for the need from the CS owners. Revised agreements
for example, may be needed to establish and maintain interoperability between CS. These agreements
could be obtained external to a typical SE span of control; however, application of SE processes can
help influence reaching suitable agreements. The obtainment of SoS capabilities requires interaction
between the CS within the SoS. These interactions could require agreements to establish and maintain
interoperability among these systems. Used in concert with Interface Management, the Agreement
process can be used to establish and maintain technical interface agreements between CS owners and
maintainers.

6.1.2 Agquisition process

6.1.2.1 Purpose

The purpdse of the Acquisition process in ISO/IEC/IEEE 15288:2015, 6.1.1 is shown in the'box.

The purpose of the Acquisition process is to obtain a product or service in aecordance with the
acquirer(s requirements.

NOTE
acquirer g

As part of this process, the agreement is modified when a change request is agreed to by both t
nd supplier.

e

se of the Acquisition process in ISO/IEC/IEEE 15288:2015,-6.1.1 applies as stated to SoS with

ng additions.

The purpa
the follow

uld
to
or

For an So§
be the org
coordinatg
"partner”

, the organization (single or collaborative) for the{SoS is the acquirer and the suppliers co
anizations that manage the CS. Organizations participating in the SoS would also havg
b any system elements required by the SeS“beyond the CS. Terms such as participant
rould be more applicable than acquirer and supplier.

bnt,
Qin
oS

In the context of SoS, an acquirer obtains the capabilities of CS, sometimes without explicit agreemsé
and withdut acquiring the CS that producedcthe capabilities. The acquirer could still need to obt
system el¢ments (i.e., system elements thatiare not CS, or any system elements required by the
beyond thg CS).

There cou
or an expe
process b

d be the occasion where thefunctionality or interface behaviors for a CS require modifica]
ctation for coordinated €hanges to the CS. In these cases, applying SE supports the acquisit
U/ defining the functional, performance or technical requirements allocated to each CS

ion
ion
to

support the capability to be-achieved by the SoS when these CS interact.

6.1.2.2 Qutcomes

The outcomes of the/Acquisition process in ISO/IEC/IEEE 15288:2015, 6.1.1 apply as stated in the bo
with the following additions:

XES

a) Arequestforsupplyis prepared.

It is possible that a request for supply by the organization that governs the SoS does not have the same
formality as could be expected within a system. Instead of a formal request for supply for specific
products or services, a search for specific capabilities or a request for information about existing and
planned capabilities can be made. In an SoS governance sense, a request for supply could only have or
need partial influence on the component outcome. For example, there could be standards and rules
for certain aspects of certain types of CS, but little interest in definition of the full acquisition scope
of that item. Things such as collaborative and informal agreements and influencing by demonstrating
potential mutual benefits (to both SoS governance and CS suppliers) could apply.

© ISO/IEC 2019 - All rights reserved
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b) One or more suppliers are selected.

In an SoS, the selection of suppliers or participants can occur in several ways. The SoS could identify
and negotiate the participation of a CS in an SoS. If the CS are managerially dependent, the selection of
suppliers could follow a path like that of conventional systems. If the CS are managerially independent,
the CS likely would decide for themselves. Rather than selecting suppliers, suppliers/candidate
organizations could choose to participate in the SoS (i.e., self-select), but at least in some cases, they
could be able to do so only if they play by the rules (established through the governance of the SoS)
which could have some controls (e.g., shall be accredited/meet criteria to be allowed to join the SoS

co
cen

TEXT) O DE UNCONIotted (anyone can joim, but the Integrated beiravior {5 UNcertaim orp
tain rules/minimum requirements are met).

or unless

<)

An agreement is established between the acquirer and supplier.

In

agt
o)
ter
eve

As
exd
for

addition to formal approaches like contracts, less formal approaches such as mem
eement and memoranda of understanding can be effective in the mafiagement arrangg
he types of SoS. For some types of SoS, though, agreements could belinformal or tacit.
Ins of use for a product or service is one type of agreement. Some types of SoS operate
n in the absence of agreements.

upplier can be a freely-available source of information, or anjagreement could be alread
mple, where the information is being used in a different.context). In either case, it is poss
mal agreement does not need to be established.

oranda of
ments for
Accepting
pffectively

 held (for
ible that a

dj

A product or service complying with the agreement is accepted.

In

soI
car
thd
sch
red
is d

Ba

the context of SoS, especially if the agreément approach is informal, "compliance" c
hething different than in the context of systems, where agreements and means to compel ©

be formal. Within an SoS, especially inthe absence of a formal agreement, acquirers coul
y have little leverage over suppliers:to deliver acceptable products and services on the a

lities. Obtaining or using an existing CS to gain a product or service, and agreeing to its tel
ne type of acceptance.

ed on marketplace and\tpust, a CS could be trusted by an SoS customer to comply with a

standards without explicit evidence of that compliance (e.g., a mobile phone). If the

sul

sequently finds that'the CS fails in a way that shows the SoS customer that the CS is not

andl has breachedthat trust, the SoS customer could remove the CS from the SoS or seek

re criticallénvironments with significant consequences (risk) could demand more explic
hpliancé,

uld mean
ompliance
d find that
nticipated

edule. Consequently, acquirers should adjust their plans and processes to accommodlate these

ms of use,

hpropriate
customer
compliant
additional

ans to gain the-appropriate trust. This kind of approach could work in non-critical environments;

t up-front

Acquirer obligations defined in the agreement are satisfied.

Within an SoS, acquirers can obtain capabilities from CS without explicit agreements, so an SoS acquirer
could have no explicit obligations to the CS. Or, depending on the type of SoS, acquirers could have
fewer or different obligations than with systems. However, if those obligations are documented in an
agreement of some type, including general terms of use, the acquirer should endeavor to satisfy them.

6.1.3 Supply process

6.1.3.1 Purpose
The purpose of the Supply process in ISO/IEC/IEEE 15288:2015, 6.1.2 is shown in the box.

© ISO/IEC 2019 - All rights reserved
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The purpose of the Supply process is to provide an acquirer with a product or service that meets
agreed requirements.

NOTE As part of this process, the agreement is modified when a change request is agreed to by both the
acquirer and supplier.

The purpose of the Supply process in ISO/IEC/IEEE 15288:2015, 6.1.2 applies as stated to SoS with the
following additions.

In an SoS comprised of existing CS, those systems already have an existing acquirer for their product
or service| Some CS could be willing to expand or reallocate resources to address the needs of an,$oS
acquirer, dr agree to not change CS characteristics without notice, but some would not.

In some tylpes of SoS, agreements could be informal or even absent.

Supply of p product or service does not necessarily mean relinquishing ownership_of the product or
underlying service system.

For SoS, tdrms such as "participant” or "partner” could be more applicable thaw aequirer and suppliqr.

6.1.3.2 Qutcomes

The outcomes of the Supply process in ISO/IEC/IEEE 15288:2015,/6:1:2 apply as stated in the bofkes
with the f¢llowing additions:

a) An afquirer for a product or service is identified.

In an SoS,|identification of specific acquirers is not always necessary. For example, suppliers of sgme
types of sqftware are not able to identify individual acquirers. However, identifying classes of acquirjers
could be bneficial. Suppliers should consider whicgh*SoS (one or more) they support.

b) Aregponse to the acquirer's request isproduced.

SoS acquitlers can struggle with identifiying potential suppliers and requesting information from them.
Requests ¢an be informal and relatively unstructured. For example, when users of cell phones acquird an
app for sone purpose, it would bewery difficult for them to identify and generate requests to potential
suppliers Individually. To mitigate this difficulty, suppliers of apps use alternative means to make the
capabilitigs of their apps known to prospective acquirers. Effective SoS suppliers could accommodate
these challenges by developing more open lines of communication with potential SoS acquirers.

SoS acquirers couldet roadmaps or broad strategies that CS suppliers could implement at times that
suit them.|Such roadmaps could also be drivers for a coordinated change across multiple organizatipns
(e.g., telecommunication 4G/5G standards). Proxies, such as consortia and user groups, can be used to
aggregateland manage requests.

c) Anagreementis established between the acquirer and supplier.

Agreements within SoS span a wide spectrum of formality, from contracts at one end of the
spectrum, moving through less formal approaches such as memoranda of agreement, to memoranda
of understanding to no agreements at all. For example, many types of software are licensed, not
purchased. Software license agreements often include the right to use the software subject to terms
and conditions. Using the software can constitute an agreement to those terms and conditions.

A supplier could be unaware that an SoS is making use of the supplier's CS capabilities. Sensitive system
design and other technical information could be of value to a competitor or an adversary. The extent to
which protection can be implemented and enforced should be considered.

© ISO/IEC 2019 - All rights reserved
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Agreements can be less formal but can include responses to SoS roadmaps, identified standards and
conformance arrangements that allow CS to participate.

d) A product or service is provided.

While the SoS provides products or services (or capabilities), the CS provide products or services (or
capabilities) to the SoS and to other acquirers beyond the SoS. The CS are operationally and managerially
independent as well as interdependent.

Q. 1. 1.1 dn o 1 d=l b dncgnda |
e OSUPPIICT UUITgdUIUILS UCTTIHITU TIT LT dgTTTIITIIL dIT'T S4dUISTITU.

Foif many SoS, the term "obligation" could be too strong or not applicable. For example, in| some SoS
whiere an explicit agreement does not exist, the supplier has no direct obligations.cHowever} suppliers
generally want their products and services to be used, so they have some motivation to hel acquirers
finfl usefulness in them.

These obligations could include evidence of interoperability (e.g., third party testing) or coIformance
as a precondition to participate in one or more SoS, but with no obligationsrelating to full functionality
of the SoS.

f)) Responsibility for the acquired product or service, as dire¢cted by the agreement, is tragsferred.

Dug to the wide variety of agreement types and relationships between suppliers and acquirer$ in an SoS,
caile should be taken to understand the retention and.allocation of ownership, responsibilities, risks,
andl liabilities. From the perspective of the supplieragreements could be informal or unnegessary, or
thd supplier could be unaware that an SoS is making use of the supplier's CS capabilities. Consequently,
trapsfer of ownership would not occur. For example, it is possible that some obligations|regarding
usdge, data, and privacy transfer, while somedo not.

6.2 Organizational project-enabling processes

6.2.1 General

ISQ/IEC/IEEE 15288:2015,-6:2" contains general information on the application of systeny life cycle
organizational project-enabling processes to a system as shown in the box.

—

he Organizationdl Project-Enabling Processes help ensure the organization’s capability tp acquire
nd supply products or services through the initiation, support and control of projects. These
processes provide resources and infrastructure necessary to support projects and help ensure the
sqtisfaction 'of organizational objectives and established agreements. They are not intended to be

[<5)

a|lcomprehensive set of business processes that enable strategic management of the organization's
buisiness.

a) Life Cycle Model Management process;
b) Infrastructure Management process;

c) Portfolio Management process;

d) Human Resource Management process;

e) Quality Management process;

f) Knowledge Management process.
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ISO/IEC/IEEE 15288:2015, Annex G contains general information on the application of system life cycle
processes to an SoS. Details of Organizational project-enabling processes in ISO/IEC/IEEE 15288:2015,

G.3.3 are shown in the box.

In a typical system-of-interest, Organizational Project-Enabling Processes establish the environment
in which projects are conducted. The organization establishes the processes and life cycle models
to be used by projects; establishes, redirects, or cancels projects; provides resources required,
including human and financial; and sets and monitors the quality measures for systems and other
deliverables that are developed by projects for internal and external customers. (Subclause 6.2).

In an So§, The owners of the constituent systems usually retain responsibility for engineering thgir
systems |Jand they each have their own Organizational Project-Enabling Processes. Depending-on
the SoS type, the SoS also applies these Organizational Project-Enabling Processes to the particular
considerptions of the SoS - planning, analyzing, organizing, and integrating the capabilities.of a mjix
of existirlg and new systems into a SoS capability.

»n

Consequently, in SoS these Organizational Project-Enabling Processes are implemented at two leve
The organizations responsible for the constituent systems implement these processes for their SQI
independent of the SoS. The SoS organization (or in collaborative systems of systems by agreement pf
the SoS) Implement these processes for the SoS for those considerations thatapply to the overall SoS.
For exanpple, Human Resource Management is addressed by each constituent system organizatign
for the epgineering of their system. The SoS organization would only\address this for the systems
engineerjing activities that apply across the constituent systems to/the’SoS.

A particfilar challenge in SoS engineering is the lack of alignment among the constituent system
Organizdtional Project-Enabling Processes and those of the‘So0S. Constituent systems processes afe
designed to meet their own outcomes and may not align with those of the SoS. For example, PortfolF:

Management will be a constituent system responsibility in cases where the constituent syste

organizafion has full control over the constituentésystem and other systems and projects in ifs
portfolio} and the SoS organization will need an approach to Portfolio Management that recognizges
this.

The Orgarlizational project-enabling processes description from ISO/IEC/IEEE 15288 applies as staked
to SoS with the following addition.

To mitigate risks associated with misalignment among the CS, working groups and information sharjing
strategies|such as roadmaps can be productive.

6.2.2 Life cycle model management process

6.2.2.1 Purpose

The purpdse of the-Life cycle model management process in ISO/IEC/IEEE 15288:2015, 6.2.1 is shown
in the box

The purpose of the Life Cycle Model Management process is to define, maintain, and assure availability
of policies, life cycle processes, life cycle models, and procedures for use by the organization with
respect to the scope of this International Standard.

This process provides life cycle policies, processes, models, and procedures that are consistent
with the organization's objectives, that are defined, adapted, improved and maintained to support
individual project needs within the context of the organization, and that are capable of being applied
using effective, proven methods and tools.

The purpose of the Life cycle model management process in ISO/IEC/IEEE 15288:2015, 6.2.1 applies as
stated to SoS with the following additions.
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CS could have their own life cycle models and could be at different places within those models. The
life cycle model of an SoS could be different from those of the CS. SoS can have a range of CS that may
contribute to achieve the outcome such that there can be new ones in development and old ones retiring
while the SoS is operating. Effective use of this process provides a context for CS joining and leaving the

SoS and associated costs or financial constraints.

6.2

2.2 Outcomes

The outcomes of the Life cycle model management process in ISO/IEC/IEEE 15288:2015, 6.2.1 apply as
stated in the boxes with the following additions:

a) Organizational policies and procedures for the management and deployment of life ¢ycle models
and processes are established.
The SoS and CS could have their own organizational policies and procedures, and diffferent life

CcyQ
org
mo

le models for their respective systems. Depending on the degree of managerial inde
anizations governing CS could have little insight or interest in the policiés,procedures, an|
dels of the SoS or another CS.

pendence,
d life cycle

b]

Responsibility, accountability, and authority within life cycle policies, processes, mo
procedures are defined.

dels, and

For
un
WO
ov{
(lif]
end
but
has

cyd

rk with these organizations and systems to establish responsibility, accountability, and

each SoS§, responsibility, accountability, and authority arrangements with CS should be d
lerstood. Because the organizations responsible for £S manage their own systems, SoS effd

r aspects of the SoS key to SoS objectives. It is pdssible that an SoS organization has respon|
e cycle) models, without any authority to enforce the use of those models across the CS, but
ourage their use. Other permutations (e.g,, ‘an organization could be responsible and ad
not have authority) are also possible. fi'some SoS, no organization is responsible, acco
authority. Organizations responsible for CS participating in SoS should review and updat
le policies, processes, models, and-pFfocedures to support effective participation in an SoS.

bfined and
rts should

authority
sibility for
they could
countable,
Lintable or
e their life

<)

Life cycle models and processes for use by the organization are assessed.

As;
corl
pr
For
thd
Ad
Re

essment of SoS life cycle.models and processes for use by the organization should considg
cerns, life cycle models, and processes could differ from those of the CS. The life cycle
cess of the SoS shotld recognize and accommodate the life cycle model and processes
example, in somgcases, it could be possible to adapt the CS life cycle models and process|
needs of the\SeoS. In other cases, some CS could be unable or unwilling to make such ad
hptation t0-SoS concerns could include alignment with SoS roadmaps or broad
ssessments could need to be made periodically.

1 that SoS
model and
of the CS.
es to meet
aptations.
strategies.

d]

Prioritized process, model, and procedure improvements are implemented.

SoS process, model, and procedure improvements should recognize that improvements needed to
support the SoS are different from those needed to support the CS on its own and that the priorities of
the SoS could differ from the priorities of the CS.

6.2.3

Infrastructure management process

6.2.3.1 Purpose

The purpose of the ISO/IEC/IEEE 15288 Clause 6.2.2 'Infrastructure management process' is shown in
the box.
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The purpose of the Infrastructure Management process is to provide the infrastructure and services
to projects to support organization and project objectives throughout the life cycle.

This process defines, provides and maintains the facilities, tools, and communications and
information technology assets needed for the organization’s business with respect to the scope of
this International Standard.

The purpose of the Infrastructure management process in ISO/IEC/IEEE 15288:2015, 6.2.2 applies as
stated to SoS with the following addition.

Distinction should be made between infrastructure and services needed by organizations andtijeir
projects, which is the focus of this process, and the infrastructure and services needed by the SeSitdelf.

6.2.3.2 Qutcomes

The outcomes of the Infrastructure management process in ISO/IEC/IEEE 15288:2015, 6.2.2 apply to
organizations and projects as stated in the boxes with the following additions:

a) The requirements for infrastructure are defined.

Infrastrudture requirements for SoS projects could be different fromrinfrastructure requirements|for
CS projects. For example, physical facilities such as integration lah$-and test labs could be needed |for
interoperdbility testing for conformance to SoS standards.

b) The |nfrastructure elements are identified and specified.

SoS could| need additional project infrastructure elements that are not needed by any of the|CS
individually. There could be a need for ongoing reviéw, monitoring, and evolution of the infrastructpre
to keep pqce with CS changes across the SoS to maintain the SoS objectives (i.e., this could be a very
dynamic activity; evolutionary development/support is likely).

c) Infrgstructure elements are developed or acquired.

Depending on the degree of managerial independence of the CS, the approach to developing and
acquiring BoS project infrastructure elements could be quite different from systems.

d) The Infrastructure is available.

Because SpS and CS<ould be operating using different life cycle models and could be at different stapges
within thdir life cycles, the availability, robustness, and resiliency of SoS project infrastructure could be
of greater|congern than with the CS alone.

6.2.4 Portfolio MMamagement process

6.2.4.1 Purpose

The purpose of the Portfolio management process in ISO/IEC/IEEE 15288:2015, 6.2.3 is shown in the box.

The purpose of the Portfolio Management process is to initiate and sustain necessary, sufficient and
suitable projects in order to meet the strategic objectives of the organization.

This process commits the investment of adequate organization funding and resources, and sanctions
the authorities needed to establish selected projects. It performs continued assessment of projects to
confirm they justify, or can be redirected to justify, continued investment.
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The purpose of the Portfolio management process in ISO/IEC/IEEE 15288:2015, 6.2.3 applies as stated
to SoS with the following additions.

In this context, a "portfolio” refers to a collection of projects, not a collection of CS or SoS.

Portfolio Management for organizations involved with SoS should address (to the extent possible,
depending on the type of SoS management arrangements): 1) prioritization of SoS operational needs
within the constraints of known and future changes to the CS and limited resources, 2)assignment of
resources to SoS projects to meet the prioritized operational needs, and 3) consideration of the best
phasing and sequencing of capability delivery and system changes to get the best outcome for SoS

sta

eholders

6.2

Th
int

4.2 Outcomes

b outcomes of the Portfolio management process in ISO/IEC/IEEE 15288:2015, 6;2.3 appl]
he boxes with the following additions:

 as stated

a)

Business venture opportunities, investments or necessities are qualified and prioritize

Be
thd
qu
to

any
un
thd

Fause the contribution of a CS to the SoS exceeds what the CS needs,to address its own st

\lified and prioritized. Depending on operational and mamagerial independence, the

gualifying and prioritizing could be different. For example, if the SoS governance doe
r ability to direct, then the influence to achieve the SaS capabilities needs to be create
lerstanding and communicating the mutual benefits, within the SoS and its stakeholders,
CS and their stakeholders. Disincentives should beaddressed and minimized where poss

a
business venture opportunities, investments, and necessities.eduld have been under or;E

eholders,
correctly
proaches
not have
d through
as well as
ble.

b]

Projects are identified.

Org
thd
op¢
CS
me
CS,
Sof
or
cojj
neg

ir portfolios. In SoS context, the term*"program” could be used instead of "project." Def
brational and managerial independence, SoS projects would not directly manage resourd
project. Organizations involved, with SoS could create projects to evolve and change
et changing objectives or capability shortfalls. These projects could create new CS, mog
add new SoS elements, sustain extant SoS elements or address broad issues that are pu
level such as exploring dptions, developing roadmaps, defining standards, assessing pe
performing testing.t«Some SoS projects could include combinations of the above. Becaus
tain system elements in addition to CS, resources and budgets to support those element]
ded, regardless ofthe resources and budgets for the CS.

panizations managing a portfolio of prejects could identify and decide to include SoS projects in

ending on
es in each
he SoS to
ify extant
rely at the
rformance
e SoS can
s could be

<)

Resourees and budgets for each project are allocated.

De

bending on the degree of operational and managerial independence, additional res

budigets could be needed to support an SoS beyond what was needed for the CS. The acc

&

rces and
nting for

these resources and budgets could be different from the CS. Within an SoS, the resources and budget
needed to implement new CS capabilities are estimated. Depending on the organizational arrangement,

res

ources and budgets can be allocated from the SoS or by the CS owners.

d) Project management responsibilities, accountability, and authorities are defined.

Outcome applies as stated to SoS.

e)

Projects meeting agreement and stakeholder requirements are sustained.
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Depending on the degree of managerial and operational independence, organizations should consider
that other organizations participating in the SoS could choose to sustain or not sustain projects
regardless of whether agreements and stakeholder requirements are being met.

f) Projects not meeting agreement or satisfying stakeholder requirements are redirected or
terminated.

Depending on the degree of managerial and operational independence, organizations should consider
that other organizations participating in the SoS could redirect or terminate projects associated with

CS withou

consideration of SoS stakeholder requirements and vice versa. SoS could terminate projects

affecting t
that don't

he use of CS if the CS don't meet SoS needs. Likewise, CS could terminate participation in
meet CS needs.

b0S

g) Proj

ects that have completed agreements and satisfied stakeholder requirements are:closed.

Additiona

or different criteria could be needed to assess whether projects have compléted agreeme

and satisfied SoS and CS stakeholder requirements.

6.2.5 Hyiman resource management process

6.2.5.1

The purpa
in the box

Purpose

se of the Human resource management process in ISOAEC/IEEE 15288:2015, 6.2.4 is sho

nts

W1

The pur
necessar

This pro
processe|

bose of the Human Resource Management process is to provide the organization wi
v human resources and to maintain their competencies, consistent with business needs.

cess provides a supply of skilled and experienced personnel qualified to perform life cyc
5 to achieve organization, project, andstakeholder objectives.

h

le

The purpa
stated to §

Human re¢
processes
with the C

6.2.5.2

se of the Human resource management process in ISO/IEC/IEEE 15288:2015, 6.2.4 applies
oS with the following addition.

sources for an SoS are( those which address the activities/processes distinct from the
They could be provided by a separate engineering team and/or could be done cooperatiy
S teams.

Dutcomes

as

CS
ely

a) Skill

5 required by projects are identified.

Skills reqy

b0S

ired by SoS projects differ from other types of skills needed for CS. For example, within an

where CS collaborate or are managerially independent, skills related to influence instead of direction
could be especially important. The SoS organization, if there is one, should identify any specific pool
of expertise needed to maintain that SoS. These skills could reside within a CS organization. If so,
their value to the SoS should be recognized by the CS. Alternatively, these skills could be developed
separately from the CS organizations.

b) Necessary human resources are provided to projects.

Where there is an SoS authority, this organization’s owners provide needed personnel, while the CS
owners provide needed personnel for their CS.
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c) Skills of personnel are developed, maintained or enhanced.

Outcome applies as stated to SoS.

d) Conflicts in multi-project resource demands are resolved.

Because the means for assessing the return on investment in an SoS project is immature, care should be

taen when resolving conflicts related to resource demands. In some types of SoS, negotiafio
CS|can help resolve conflicts over resource demands, especially when resources arenie
managed or controlled. Because the impact of resources on the SoS and CS could be ungclear, c
be taken when resolving conflicts related to resource demands.

6.2.6 Quality management process

6.24.6.1 Purpose

The purpose of the Quality management process in ISO/IEC/IEEE 15288:2015, 6.2.5 is shown

h between
centrally
hre should

in the box.

T
in
ol

he purpose of the Quality Management process is toassure that products, serv
hplementations of the quality management processmeet organizational and projec
pjectives and achieve customer satisfaction.

ices and
L quality

The purpose of the Quality management process ‘in ISO/IEC/IEEE 15288:2015, 6.2.5
stated to SoS.

6.2.6.2 Outcomes

Th
thd

b outcomes of the Quality managemert process in ISO/IEC/IEEE 15288:2015, 6.2.5 apply a
boxes with the following additions:

hpplies as

s stated in

a)

implemented.

Organizational quality (management policies, objectives, and procedures are defined and

A quality managementapproach is established for SoS with a focus on the key elements of the
impact SoS capability‘including the interactions among the CS and the end to end data and ca
acrjoss the CS and -other SoS elements. SoS will typically depend on the CS for quality mana
thg CS. Depefniding on the degree of managerial independence, there could be some variaf
management)of quality by the CS, ranging from highly prescriptive across all CS to completel
sorpe CS:"Organizations participating in an SoS should adjust their policies, objectives, and p
to accommodate these realities and mitigate any associated risks.

SoS which
ntrol flow
gement of
ion in the
/ absent in
rocedures

b) Quality evaluation criteria and methods are established.

SoS quality evaluation criteria are developed with a specific focus on the SoS capabilities and as a
result, additional or different quality evaluation criteria and methods could be needed for organizations
participating in an SoS. An alignment approach could be needed to achieve the integrated SoS goals in
the presence of variable quality systems. Depending on the degree of managerial independence, it could
be difficult to establish criteria for integrated process performance.

c)

Resources and information are provided to projects to support the operation and monitoring of
project quality assurance activities.
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In SoS, there could be resources available from the SoS organization (if one exists), otherwise CS quality
management activities should address SoS quality management.

d) Quality assurance evaluation results are gathered and analyzed.

Depending on the degree of managerial independence, there could be some variation in the ability to
obtain evaluation results from the SoS itself or from individual CS.

e) Quality management policies and procedures are improved based upon project and

orgaprizatiomatresuits:
NOTE These outcomes have been written to align with subclause 4.1 , General Requirements, [of
ISO 9001t2008. Refer to subclause 4.1 ISO 9001:2008 for information to establish a complete| Quality
Managemient System.
Organizatjons participating in an SoS should adjust their policies, objectives, and proéedures to mitigate
the challeges associated with the degree of managerial and operational independence of the CS.
6.2.7 Knowledge management process
6.2.7.1 Purpose
The purpgse of the Knowledge management process in ISO/IEC/IEEE 15288:2015, 6.2.6 is shown in
the box.
The purpose of the Knowledge Management process is to'Create the capability and assets that enabjle
the orgaIization to exploit opportunities to re-apply.existing knowledge.
This encpmpasses knowledge, skills, and knowledge assets, including system elements.
The purpgse of the Knowledge management’process in ISO/IEC/IEEE 15288:2015, 6.2.6 applieq as
stated to JoS.
6.2.7.2 Putcomes
The outcdmes of the Knowledge management process in ISO/IEC/IEEE 15288:2015, 6.2.6 apply] as
stated in the boxes with the following additions:
a) Atayonomy for the.application of knowledge assets is identified.
CS will haye their'ewn taxonomies and knowledge assets for their systems. The CS can collaboratg or
the SoS cah define SoS-specific knowledge assets needed to align or map these to the knowledge asdets
for the CS ps‘eeded.

b) The organizational knowledge, skills, and knowledge assets are developed or acquired.

Organizational knowledge, skills, and knowledge assets could be developed or acquired by different
organizations, particularly for different CS. SoS knowledge also needs to be gained. SoS knowledge
assets could need to survive the individual CS, especially as CS enter or leave the participation in the SoS.

c¢) The organizational knowledge, skills, and knowledge assets are available.

Part of the organizational knowledge, skills, and knowledge assets corresponding to the SoS could be
distributed across different organizations, including those responsible for CS. In addition, part of the
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organizational knowledge, skills, and knowledge assets corresponding to the SoS could be common

k

nowledge across two or more organizations related to the SoS and its CS.

d) Knowledge management usage data is gathered and analyzed.

Outcome applies as stated to SoS.

6.3 Technical management processes

6.3.1 General
ISQ/IEC/IEEE 15288:2015, 6.3 contains general information on the application of systeny life cycle
technical management processes to a system as shown in the box.
The Technical Management Processes are used to establish and evolve plans,'to execute the plans,
tq assess actual achievement and progress against the plans and to comtrol execution through to
fylfillment. Individual Technical Management Processes may be invoke@/at’any time in the|life cycle
and at any level in a hierarchy of projects, as required by plans or unféreseen events. The Technical
Management Processes are applied with a level of rigor and formality that depends on the risk and
complexity of the project.
The scope of a technical management process is the techitical management of a projgct or its
products, to include the system.
NPTE This set of technical management processes.are performed so that system-specific|technical
pfocesses can be conducted effectively. They do not comprise a management system or a comprehenfsive set of
processes for project management, as that is not theiscope of this standard.
The Technical Management Processes consist of the following:
a) Project Planning process;
b] Project Assessment and Contrel\process;
c) Decision Management process;
d) Risk Management process;
e] Configuration Management process;
f)) Information'‘Management process;
g] Measurement process;
h] Quality Assurance process.
Project Planning and Project Assessment and Control are key to all management practicg¢s. These

processes establish the general approach for managing a project or a process. The other processes
in this group provide a specific focused set of tasks for performing to a specialized management
objective. They are all evident in the management of any undertaking, ranging from a complete
organization down to a single life cycle process and its tasks. In this International Standard, the
project has been chosen as the context for describing processes. The same processes can also be

applied in the performance of services.

ISO/IEC/IEEE 15288:2015, Annex G contains general information on the application of system life cycle
processes to an SoS. Details of Technical management processes in ISO/IEC/IEEE 15288, G.3.4 are
shown in the box.
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In a typical system-of-interest, Technical Management Processes are concerned with managing the
resources and assets allocated by organization management and with applying them to fulfill the
agreements into which the organization or organizations enter. They relate to the management of
projects, in particular to planning in terms of cost, timescales and achievements; to the checking of
actions for compliance with plans and performance criteria; and to the identification and selection
of corrective actions that recover shortfalls in progress and achievement. They are used to establish
and perform technical plans for the project, manage information across the technical team, assess
technical progress against the plans for the system products or services, control technical tasks
through to completion, and to aid in the decision-making process (subclause 6.3).

The Technical Management Processes are also implemented at the level of the SoS and that of tie
constitugnt systems. Technical Management Processes are applied to the particular consideratiofs
of SoS epgineering - planning, analyzing, organizing, and integrating the capabilities of‘d mix pf
existing pnd new systems into a system of systems capability. In parallel, the constituent systems
organizafions retain responsibility for engineering their systems and for their dwn Technicpl
Management Processes.

The SoS |organization addresses the Technical Management process as they, apply across the SqS,
while the processes are also implemented independently in the constituentsystem organizations.
For confjguration management for instance, constituent systems managé their own configuratiops
while thg SoS addresses configuration management as it applies to the mi&of systems in the SoS. Risk
is managed by the constituent systems based on assessment of risk as it applies to their outcomes
while the SoS risk management looks at risk to the SoS.

Planning and Assessment and Control are key to all management practices (subclause 6.3; page
31); a key challenge in systems of systems engineering is the'lack of control by the SoS organizatign
over the|processes for the constituent systems (particularly for acknowledged and collaboratiye
SoS). Dripen by their own organizational requirementsyeach of the constituent systems may be on|a
development or upgrade schedule that differs from the schedules of other constituent systems. TEe

SoS orgahization must plan an integrated life cyelé’that recognizes the independent changes in the
constitugnt systems, in addition to the SoS-initiated changes in a life cycle that treats the SoS as the
SOI. This| often involves the definition of stable' intermediate forms that punctuate the SoS evolutign
with incjemental capabilities added among:the constituent systems.

The Techrlical management processes,description from ISO/IEC/IEEE 15288 applies as stated to
with the fgllowing addition.

6.3.2 Project planning process

6.3.2.1 Purpose
The purpdse of thé Project planning process in ISO/IEC/IEEE 15288:2015, 6.3.1 is shown in the box.

b0S

The purjpese of the Project Planning process is to produce and coordinate effective and workab'le

plans.

This process determines the scope of the project management and technical activities, identifies
process outputs, tasks and deliverables, establishes schedules for task conduct, including
achievement criteria, and required resources to accomplish tasks. This is an on-going process that
continues throughout a project, with regular revisions to plans.

NOTE The strategies defined in each of the other processes provide inputs and are integrated in the
Project Planning process. The Project Assessment and Control process is used to assess whether the plans are
integrated, aligned, and feasible.

The purpose of the Project planning process in ISO/IEC/IEEE 15288:2015, 6.3.1 applies as stated to SoS

with the following addition.
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SoS governance/management organizations could create projects to evolve and change the SoS to meet
changing objectives or capability shortfalls. These projects could create new CS, modify extant CS,
add new SoS elements, sustain extant SoS elements or address broad issues that are purely at the SoS
level such as exploring options, developing roadmaps, defining standards, assessing performance or
performing testing. Some SoS projects could include combinations of the above.

6.3.2.2 Outcomes

The outcomes of the Project planning process in ISO/IEC/IEEE 15288:2015, 6.3.1 apply as stated in the
boxes with the following additions:

As

h result of the successful implementation of the Project Planning process to an SoS:

a)

Objectives and plans are defined.

SoS
the
cojf
ach
Pul

planning builds upon and influences the planning of its CS and systemrglements. Dep
degree of governance and managerial independence within the SoS{agreement appr
flicting objectives, as well as approaches to anticipate, prevent, or ®€act to the effects

blishing roadmaps can be used to influence the objectives and pldns of potential CS.

ending on
baches for
of CS not

ieving or ceasing to achieve their individual objectives (i.e. abandonnient or exile), should be defined.

b]

Roles, responsibilities, accountabilities, authorities are defined.

SoS
as

planning includes defining the roles responsibilities a@nd authorities of the SoS organizati
well as CS organizations in the SoS plans. Dependitig on the degree of governance and n

independence, specific CS agreement and enforcement approaches should be defined as f

lar
res
ind

[ponsibilities should be defined to cope with'the effects of CS not achieving or ceasing to ac
ividual objectives (e.g. higher CS prioritiesyabandonment or exile).

on (if any)
hanagerial
art of the

be set of SoS agreements. In addition, plans forinterim responsibilities or processes to define interim

hieve their

<)

Resources and services necessary to achieve the objectives are formally reque
committed.

bted and

In
act

an

5oS, resources could be available from the SoS organization (if one exists); otherwise, C
ivities should address(SoS Planning. Depending on the degree of governance and n

in(jlependence, necessary resources and services should be agreed and committed instead of

committed.

b planning
hanagerial
requested

d]

Plans forthe execution of the project are activated.

Ou

6.3

Fcome_ applies as stated to SoS.

.3.%/Project assessment and control process

6.3.3.1 Purpose

The purpose of the Project assessment and control process in ISO/IEC/IEEE 15288:2015, 6.3.2 is shown
in the box.
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The purpose of the Project Assessment and Control process is to assess if the plans are aligned and
feasible; determine the status of the project, technical and process performance; and direct execution
to help ensure that the performance is according to plans and schedules, within projected budgets,
to satisfy technical objectives.

This process evaluates, periodically and at major events, the progress and achievements against
requirements, plans and overall business objectives. Information is provided for management action
when significant variances are detected. This process also includes redirecting the project activities
and tasks, as appropriate, to correct identified deviations and variations from other technical
management or technical processes, Redirection may include re-planning as appropriate

The purpdse of the Project assessment and control process in ISO/IEC/IEEE 15288:2015, 6.3.2"applies
as stated tlo SoS with the following additions.

In the context of SoS, "direct execution" could be better understood as coordination, collaboration, and
influencing.

6.3.3.2 Qutcomes

The outcomes of the Project assessment and control process in ISO/IEC/IEEE 15288:2015, 6.3.2 apply
as stated ip the boxes with the following additions:

As aresult of the successful implementation of the Project Assessment and Control process to an So$:

a) Performance measures or assessment results are available.

Outcome gpplies as stated to SoS.

b) Adequacy of roles, responsibilities, accountabilities, and authorities is assessed.

Depending on the governance and managerial independence of the SoS, adequacy of agreements and
enforcemgnt approaches should be assessed as well.

c) Adequacy of resources is assessed.

Outcome gpplies as stated to.SoS.

d) Technical progress reviews are performed.

Depending on the(governance independence of the SoS, it might not be possible to perform technjcal
reviews of somé“of the CS, or part of them. However, it can be possible to conduct “proxy” reviews (}.e.,
without the £S-ewner present), but there could be little opportunity for any easy corrective action|for
any identitied’shortcomings

e) Deviations in project performance from plans are investigated and analyzed.

Outcome applies as stated to SoS.

f) Affected stakeholders are informed of project status.

Outcome applies as stated to SoS.

g) Corrective action is defined and directed, when project achievement is not meeting targets.
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Depending on the governance independence of the SoS, corrective action should be agreed upon
between the governing and managing authorities of each CS, and collaboratively decided and executed
instead of directed.

h) Project replanning is initiated, as necessary.

Outcome applies as stated to SoS.

i) Project action to progress (or not) from one scheduled milestone or event to the next is

d=l - 1
dUtliorIZcu.

Depending on governance and managerial independence of the SoS, action to progress+{er nof) could be
agiteed, recommended, or incentivized/penalized instead of authorized. SoS planscshould bg adjusted
baged on the current and planned states of the CS.

j)| Project objectives are achieved.

Oufcome applies as stated to SoS.
6.3.4 Decision management process

6.3.4.1 Purpose

The purpose of the Decision management process in ISO/IEC/IEEE 15288:2015, 6.3.3 is shown|in the box.

The purpose of the Decision Management process is to provide a structured, analytical framework
fdr objectively identifying, characterizing and evaluating a set of alternatives for a decisipn at any
point in the life cycle and select the most.Beneficial course of action.

NPTE 1 This process is used to resolye technical or project issues and respond to requests for|decisions
countered during the system life cycle, in order to identify the alternative(s) that provides the [preferred
olytcomes for the situation. The methods most frequently used for Decision Management are the trjade study
and engineering analysis. Each ef the alternatives is assessed against the decision criteria (e.g., copt impact,
sdhedule impact, programmatic-constraints, regulatory implications, technical performance charafteristics,
cifitical quality characteristics, and risk). Results of these comparisons are ranked, via a suitable| selection
del, and are then used to decide on an optimal solution. Key study data, (e.g., assumptions andl decision
rdtionale) are typicallyfmaintained to inform decision-makers, and support future decision-making

NPTE 2  When itis necessary to perform a detailed assessment of a parameter for one of the crfteria, the
System Analysisprocess is employed to perform the assessment.

The purpese of the Decision management process in ISO/IEC/IEEE 15288:2015, 6.3.3 ppplies as
stated to/SoS.

6.3.4.2 Outcomes

The outcomes of the Decision management process in ISO/IEC/IEEE 15288:2015, 6.3.3 apply as stated
in the boxes with the following additions:

As aresult of the successful implementation of the Decision Management process to an SoS:

a) Decisions requiring alternative analysis are identified.

For SoS, decisions can affect multiple CS, so CS should be engaged in both the decision and analysis
processes along with the SoS. There can be impacts on the CS which are beyond the purview of the SoS.
Because of the constraints placed by existing CS, exploration of solutions could yield a higher variation in
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alternatives than is expected for systems. Further, depending on the managerial independence of the CS,
evaluation of technically viable alternatives could be not feasible due to individual objectives of the CS.

b) Alternative courses of action are identified and evaluated.

Depending on the managerial independence of the CS, evaluation of alternatives could be not feasible
due to individual objectives of the CS. As a result, exploration of solutions could yield a higher variation
in alternatives that is usually accustomed for systems.

c) Apr

£ 1 £ i : 1 FRD |
FICTITCU CUUL ST Ul AULIUIT IS5 STCITLLCU.

uld
or

Depending
be meanirn
selection ¢

y on the governance independence of the SoS, the notion of “preferred course of action” co
gless. Instead, the expected outcome could be an agreed or an incidental course ef actior
falternative system.

d) The resolution, decision rationale and assumptions are identified.

Depending ale

and assunj

y on the SoS strength of governance, the identification of the “resolution, decision ration
ptions” could range from stated and documented to implied.

6.3.5 Risk management process

6.3.5.1 Purpose

The purpg

se of the Risk management process in ISO/IEC/IEEE 15288:2015, 6.3.4 is shown in the boy.

The pur
continua

The RisK
the life g
developn

NOTE
attached
sometime

ose of the Risk Management process is to identify, analyze, treat and monitor the risl
ly.

Management process is a continual’process for systematically addressing risk througho
ycle of a system product or service. It can be applied to risks related to the acquisitio
nent, maintenance or operation‘ef a system.

Risk is defined in ISO Guide’ 73:2009 as "The effect of uncertainty on objectives". This has

s commonly known as,an-opportunity, and addressed within the risk management process.

NOTE 1, "An effect is a deviation from the expected — positive and/or negative." A positive risk|i

KS

The purpo

6.3.5.2

se of the Risk management process in ISO/IEC/IEEE 15288:2015, 6.3.4 applies as stated to §

Dutcomes

The outco

boxes witlll thefollowing additions:

mes Of;the Risk management process in ISO/IEC/IEEE 15288:2015, 6.3.4 apply as stated in

oS.

the

As a result of the successful implementation of the Risk Management process to an SoS:

a) Risks are identified.

Risks faced by the SoS could be different from those faced by the CS. SoS risks could result from several

CS that do

not have the risk individually.

b) Risksare analyzed.

SoS risks could require analysis of the network of interoperating CS.

28
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c¢) Risktreatment options are identified, prioritized, and selected.

Depending on the governance independence of the SoS, prioritization and selection could be impossible.
Instead, risk treatment options and their planned implementation should be agreed upon or
recommended. Their incidental execution as a byproduct of the actions of the projects developing the
CS should be monitored. CS incentives could be needed to facilitate proper treatment of SoS risks.

d) Appropriate treatment is implemented.

Depending on the governance independence of the SoS, enforcing the implementation of risk|treatment
could be not feasible. Outcome applies as stated to SoS.

e) Risks are evaluated to assess changes in status and progress in treatment.

Oufcome applies as stated.
6.3.6 Configuration management process

6.3.6.1 Purpose

The purpose of the Configuration management process in ISO/IEC/IEEE 15288:2015, 6.3.5 i$ shown in
thg box.

The purpose of Configuration Management (CMj)is’to manage and control system elemlents and
configurations over the life cycle. CM also manages 'consistency between a product and its agsociated
configuration definition.

The purpose of the Configuration management process in ISO/IEC/IEEE 15288:2015, 6.3.5[applies as
stated to SoS.

6.3.6.2 Outcomes

The outcomes of the Configuration management process in ISO/IEC/IEEE 15288:2015, 6.3.5 apply as
stated in the boxes with the-following additions:

As p result of the suctessful implementation of the Configuration Management process to an poS:

a) Items reduiring configuration management are identified and managed.

So$ configuration management focuses on those elements which specifically relate to the SoS, while
thg CS retain configuration management of the details of their systems. SoS configuration itens include
CS [and’system elements, SoS functions allocated to the CS, interfaces between each CS anpd current
protocols used to support each interface.

b) Configuration baselines are established.

The establishment of baselines for the SoS is dependent on the SoS classification and what, if any,
agreements are in place. While cooperation from CS is helpful, it is not always possible, especially in
loosely organized SoS. It could be possible to baseline or define compatibility across elements, e.g., CS1
version A is compatible with CS2 version B or C, and potentially include or encourage individual system
features within the SoS to disallow interaction between elements which are not compatible.
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c) Changes to items under configuration management are controlled.

In the context of SoS, “controlled” means monitored and recorded, not that there is control exercised

into appro

ving/rejecting/implementing the change itself.

Depending on the degree of managerial independence, changes to items under configuration
management under the control of one CS could be uncontrolled from the perspective of another CS or

the SoS.

Depending
of the CS

for SoS) b
point of vi
compatibi
conform t
meeting tl
are necess

y on the type of SoS there can be configuration management of some aspects and attrib

ut not all CS attributes. These attributes themselves can establish a baseline freni the

ew. If an interface specification is a part of a baseline and is used by a number0fCS, upwa
ity should be considered for each of the CS when the specification is changed. Failurg
b that baseline could render the CS unable to participate in the SoS (e.g. defense platforms

ary).

LJ;CGS

e.g., defense systems subject to certification of interoperability of some interfaces-needled

b0S
rds
to
hot

e interoperability criteria cannot participate in certain operations where the SoS featujres

d) Conf

iguration status information is available.

Outcome 3

pplies as stated to SoS.

e) Reqy

ired configuration audits are completed.

Outcome §

pplies as stated to SoS.

f) Syst

bm releases and deliveries are controlled\and approved.

Depending
be infeasi
Formal re
be control

6.3.7

6.3.7.1

The purpc
the box.

led separately depending.on’the SoS management and governance.

Information management process

b on the governance independence of the SoS, formal releases and deliveries of the SoS co
ble or not exist. Rather, they could occur incidentally, as its CS are released and deliver
eases and deliveries of system elements, and interfaces, which are specific to the SoS sho

Purpose

se of the-Jnformation management process in ISO/IEC/IEEE 15288:2015, 6.3.6 is showr

uld
ed.
uld

in

The pur

pose” of the Information Management process is to generate, obtain, confirm, transforin,

presenta

project.

retain, retrieve, disseminate and dispose of information, to designated stakeholders.

Information management plans, executes, and controls the provision of information to designated
stakeholders that is unambiguous, complete, verifiable, consistent, modifiable, traceable, and
agreement, and user
information. Information is often derived from data records of the organization, system, process, or

ble. Information includes technical, project, organizational,

The purpose of the Information management process in ISO/IEC/IEEE 15288:2015, 6.3.6 applies as
stated to SoS.
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6.3.7.2 Outcomes

The outcomes of the Information management process in ISO/IEC/IEEE 15288:2015, 6.3.6 apply as
stated in the boxes with the following additions:

As aresult of the successful implementation of the Information Management process to an SoS:

a) Information to be managed is identified.

The types of information to be managed can relate to the SoS itself, the governance of the SoS and the
CSJ[SoS information management should be clearly defined and agreements made with the|CS, where
pogsible, to share the needed information.

b] Information representations are defined.

A

Representations of data should be negotiated and mapped; conversion$ |necessary to| translate
infprmation from the CS to the SoS should be defined.

c) Information is obtained, developed, transformed, stored, validated, presented, and disgosed of.

So$ should respectindividual CS confidentiality, security, and IR ownership, especially when agreements
ard informal or absent.

d) The status of information is identified.

Oufcome applies as stated to SoS.

e] Information is available to designated stakeholders.

Foif an SoS, this could include the organizations of the CS. Some information from CS might not be
avgilable to SoS stakeholders or other CS stakeholders. Consideration should be given to avajilability of
So$ information to individual CS,"as this could be the primary means to influence CS behaviofs.

6.3.8 Measurement process

6.3.8.1 Purpose
The purpose of the Measurement process in ISO/IEC/IEEE 15288:2015, 6.3.7 is shown in the pox.

The purpose of the Measurement process is to collect, analyze, and report objective flata and
information to support effective management and demonstrate the quality of the products,[services,
a11d processes.

The purpose of the Measurement process in ISO/IEC/IEEE 15288:2015, 6.3.7 applies as stated to SoS.

6.3.8.2 Outcomes

The outcomes of the Measurement process in ISO/IEC/IEEE 15288:2015, 6.3.7 apply as stated in the
boxes with the following additions:

As aresult of the successful implementation of the Measurement process to an SoS:

a) Information needs are identified.
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Information needs of both the SoS and the CS necessary for CS participation in the SoS are identified.
Information needs of the CS, not needed by the SoS, are covered by ISO/IEC/IEEE 15288. Where possible,
SoS and CS needs should be aligned to minimize the effects of SoS measurement on the CS.

b) An appropriate set of measures, based on the information needs are identified or developed.

Depending on the level of managerial and governance independence of the SoS and the CS, the set of
measures should include secondary or non-nominal measures that can be used as alternative to primary
or nominal measures to prov1de 1n51ght lnto understandlng the effects of CS which are not achlevmg or
have ceas
measures [can be accompanied by a description of the impact on the performance or capability of efch
CS, if applicable, and of the overall SoS.

c) Reqyired data is collected, verified, and stored.

Depending on the level of managerial and governance independence of the SoS and the CS, collectjon,
verification, and storage of data might not be possible. Alternative processes shotdd’'be defined, suchj as
sharing oif mirroring (instead of data collection), approaches for providing trGstworthiness (instg¢ad
of verification), and conditions related to data access, e.g., access right expitration (instead of storage).
Additional CS or SoS elements could also be added to assist the monitoring’of the SoS.

d) The flatais analyzed and the results interpreted.

Outcome gpplies as stated to SoS.

e) Infogmation items provide objective information that support decisions.

Depending on the governance independence of(thie SoS, information provided by each CS could

p

be subjective. In some cases, information items provide information according to pre-established
agreemen s within the SoS that support decisions.

6.3.9 Quality assurance process

6.3.9.1 Purpose
The purpdse of the Quality assurance process in ISO/IEC/IEEE 15288:2015, 6.3.8 is shown in the bok.

The purpose of the«Quality Assurance process is to help ensure the effective application of the
organizafion’s Quality Management process to the project.

Quality Assurance focuses on providing confidence that quality requirements will be fulfilled.
Proactive analy51s of the prOJect life cycle processes and outputs 1s performed to assure that the
product | A 3 3 3 3 :
procedures are followed

The purpose of the Quality assurance process in ISO/IEC/IEEE 15288:2015, 6.3.8 applies as stated to SoS.

6.3.9.2 Outcomes

The outcomes of the Quality assurance process in ISO/IEC/IEEE 15288:2015, 6.3.8 apply as stated in
the boxes with the following additions:

As a result of the successful implementation of the Quality Assurance process to an SoS:
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a) Project quality assurance procedures are defined and implemented.

Depending on the governance independence of the SoS, quality assurance procedures for the SoS should
be defined and implemented. Definition should include anticipated deviations at the CS that could
result from non-resolvable conflicts between independently governed CS. In addition, the procedures
should also include the provisions necessary for the SoS to cope with incidents not resolved by one or
more of its CS.

b) Criteria and methods for quality assurance evaluations are defined.

Depending on the governance independence of the SoS, criteria and methods for quality

evaluations should be agreed upon. This agreement should identify i) the actors responsible for checking

assurance

conpfformance to criteria, ii) the actors responsible for executing the methods, and\iii) the information,
dafla, and assumptions of each CS in relation to the planned evaluations.

c) Evaluations of the project’s products, services, and processes are/pérformed, consisfent with

quality management policies, procedures, and requirements.

Outcome applies as stated to SoS.

d) Results of evaluations are provided to relevant stakehelders.
Outcome applies as stated to SoS.

e) Incidents are resolved.
Depending on the governance independencegof the SoS, incident resolution (including decisior| to resolve
theg issue) could need to be agreed upon between the governing and managing authorities of gach CS. In
sorpe cases, incidents will be handled.séparately by each CS, without agreement between them.

f)) Prioritized problems are.treated.

Depending on the governance independence of the SoS, problem treatment, as well as de

p

6.4 Technical processes

6.

ISQ/IEC/IEEE 15288:2015, 6.4 contains general information on the application of system
technieal processes to a system as shown in the box.

riprities, should be agteed upon between the governing and managing authorities of each C

.1 General

finition of
.

life cycle

The Technical Processes define the activities that enable organization and project functions
to optimize the benefits and reduce the risks that arise from technical decisions and actions.

These activities enable products and services to possess the timeliness and availability,
effectiveness, and the functionality, reliability, maintainability, producibility, usability a

qualities required by acquiring and supplying organizations. They also enable products and services
to conform to the expectations or legislated requirements of society, including health, safety, security

and environmental factors.

the cost
nd other
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The Technical Processes consist of the following:

a) Business or Mission Analysis process;

b) Stakeholder Needs and Requirements Definition process;
c) System Requirements Definition process;

d) Architecture Definition process;

e) DesignDefinition process:

f)  Systém Analysis process;
g) Implementation process;
h) Integration process;

i) Verification process;

j)  Transition process;

k) Validation process;

1) Opetation process;

m) Mairjtenance process;

n) Disppsal process.

NOTE 1 | For software and hardware system elements, these processes are applied at recursively lowgr
levels for|system definition and recursively higher levels.for system realization for stakeholder needs apd

requirements definition, system requirements definitioh, architecture definition, design definition, systegm
analysis, Integration, verification and validation.

NOTE 2 | These processes are often performéd-concurrently, iterating between one another to establish a
solution that is balanced with respect to requirements, critical performance measures, and critical qual‘i{y

characterfistics. At any level of abstraction, system requirements and models are made consistent vjia
iterationg of applicable technical processes. When requirements and models are not directly capable of beipg
implemented, the same processes are repeated recursively at a more detailed level, e.g., the next lower level jof
the system hierarchy.

NOTE 3 | The concept of life'cycle stages and the application of these processes in any stage are describg¢d
in detail jn ISO/IEC TR 24748-1 (IEEE Std 24748-1-2011). It has a complete set of example stages and stage
outcomes|for the enactment of technical processes within a system life cycle.

NOTE 4 | Interfae'Managementis a set of activities that cut across the systems engineering processes. Thefe
are crossjcutting-activities of the Technical and Technical Management processes that apply and track aqd a
specific vlew of the processes and system. See Annex E of this standard for an example Interface Managemehpt
Process Vjiew.dand the INCOSE Systems Engineering Handbook, Version 4, section 9.6 for more information.

ISO/IEC/IEEE 15288:2015, Annex G contains general information on the application of system life
cycle processes to an SoS. Details of Technical processes in ISO/IEC/IEEE 15288:2015, G.3.5 are shown
in the box.

Technical Processes are concerned with technical actions throughout the life cycle. They transform
the needs of stakeholders firstinto a product and then, by applying that product, provide a sustainable
service, when and where needed in order to achieve customer satisfaction. The Technical Processes
are applied in order to create and use a system, whether it is in the form of a model or is a finished
product, and they apply at any level in a hierarchy of system structure (Subclause 6.4).
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As with the other processes when applied to SoS, Technical Processes are implemented for both the
SoS and constituent systems; in some cases, the SoS implementation is by means of conduct of the
constituent system processes rather than for the SoS as a whole.

Business or Mission Analysis for an SoS looks across the full SoS business and mission environment.
To the degree the constituent system was developed to operate in that space, the Business or Mission
Analysis for the systems of system and constituent systems will be largely shared. The objective is to
determine the best means to provide the desired capability.

Stakeholder Needs and Requirements Definition will focus on the top level SoS, but also consider
hpw the disparate needs of the stakeholders for the individual systems may lead to constfaints on
the system of systems.

System Requirements Definition for the SoS tends to be defined at the level méeded to satisfy
stlakeholder needs and mission objectives, to be translated into requirements for the copstituent
systems with the SoS serving as "stakeholder” for new requirements for the constituent sygtems.

The Architecture for the SoS is a framework for organizing and integrdting the capabiljties of a
ix of existing and new systems into a SoS capability, leaving the arChitectures of the copstituent
systems to their organizations. Because the constituent systems in an 'SoS usually predatd the SoS,
S¢S Architecture Definition often begins with the de facto architecture of the SoS. Architecture
alternatives are then examined in order to frame stakeholder.concerns and meet top level yystem of
system requirements, and to recognize the effect of new requirements for the constituent systems
and accommodate the constituent system architecture censtraints.

The Design Definition process provides sufficient détailed data and information to enabl¢ the SoS
implementation. This involves collaboration withythe constituent systems who will conduct their
oyn design trades to identify the approach to address SoS requirements as they apply to their
system. These are the responsibility of the constituent system organization and Implementption is a
done by the constituent system with the So§organization in a monitoring role.

Iftegration, Verification, Transition, Validation are all done by the constituent system$ for the
changes they implement to support{equirements generated by the SoS. These processes also apply
tq the SoS when the upgraded constituent systems are integrated into the SoS and performance is
vérified and validated. The indépendent and asynchronous nature of constituent systems |n an SoS
ppse challenges to effective implementation of these processes as implemented in a traditional SOI.
[tfmay be that the SoS-levelrevaluations can only be performed in the operational envirogjment, in
wihich case precautionary measures should be considered to avoid adverse SoS-behavior.

Finally, the Operations, Maintenance and Disposal Processes tend to be implementedl by the
cgnstituent systenis, given their management and operational independence. There may be [SoS-level
interactions to-facilitate those processes.

The Technical processes description from ISO/IEC/IEEE 15288 apply as stated with the| following
addlition.

The Technical processes are highly iterative and cOncurrent. In some cases, there could be “waves”
of SoS revision. In other cases, SoS changes could occur continually, with many Technical processes
operating on a continuous basis to implement evolutionary change.

SoS Technical processes could be implemented by an SoS owner (if any) or by individual CS owners
based on their local, partial view of the SoS. In the latter case, new Collaboration and Competition
processes could apply.
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6.4.2 Business or mission analysis process

6.4.2.1 Purpose

The purpose of the Business or mission analysis process in ISO/IEC/IEEE 15288:2015, 6.4.1 is shown in

the box.

NOTE 1

which is

business
intended
to use th

NOTE 2
changes i

NOTE 3
needed o
with the

domain, t

the organ
identified,

operation| or series of operations of the business. In the case that the organization‘is\the system-of- intere
the organ|

identified| problems or opportunities are often translated into target capabilities. As applicable within a giv

The purpose of the Business or Mission Analysis process is to define the business or mission problem
or opportunity, characterize the solution space, and determine potential solution class(es) that could
address a problem or take advantage of an opportunity.

r mission analysis is performed. The organizational Concept of Operations relates to the leadershi
way of operating the organization. It describes the organization’s assumptions and how it inten
e system to be developed, existing systems, and possible future systems/n{support of an over

ization’s strategy is part of the system definition.

This process has application through the life of the system so}lution and is revisited if there a
h the environment, needs, or other drivers.

In some domains, this relates to the concept of identifying and analyzing capabilities that a
 desired by the organization. This process focuses onthe necessary capabilities and interad
Portfolio Management process for identifying the trade/space that can address the capability. T

he problem or opportunity space includes the target capabilities.

Business and Mission Analysis is related to the organization encompassing all stakeholdefrs
concerned by the activities of the system life cycle. This process interacts with the organization's-strategy,
benerally outside the scope of 15288. The results of the organization's strategic analysis“inclugle
izational Concept of Operations, strategic goals and plans, new market or mission.elements, and
problems and opportunities. The organization's strategy establishes the context within which the

's
s
11

t,

e

e

1€
21

The purpdse of the Business or mission analysis process in ISO/IEC/IEEE 15288:2015, 6.4.1 applies
stated to JoS with the following addition.

The busin
the type o

a) defini

multiple future times with varying fidelity;
b) analy:s

c) analy;s

into a

d) evaluj

6.4.2.2

bss or mission analysis process-for SoS should address (to the extent possible, depending
f SoS management arrangements):

Fion of the SoS objectivestand SoS target states(s), noting that these could be defined

is of the prioritiesto address capability gaps;

is of potential alternatives and courses of action to address SoS operational needs, tak
ccount kngwh plans for individual CS;

ition of-the SoS capacity to satisfy stakeholders.

as

on

at

ing

Dutcomes

The outcomes of the Business or mission analysis process in ISO/IEC/IEEE 15288:2015, 6.4.1 apply as

statedin t

he boxes with the following additions:

As a result of the successful implementation of the Business or Mission Analysis process to an SoS:

a) The problem or opportunity space is defined.

Problems and opportunities addressed by SoS are typically broader and more complex than those
addressed by systems, so the tasks related to defining them are typically described at a higher level
of abstraction and they tend to be more varied and likely also more complicated. These are typically
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characterized in terms of higher-level capability objectives which can serve as the bases for assessing
alternative approaches to address these capabilities.

b)

The solution space is characterized.

The characterization of a solution space that involves an SoS will include the candidate CS, how each CS
supports the new problem or opportunity, and any constraints these CS could impose on the solution
space. Often, SoS capabilities are addressed by a set of existing systems. A logical starting point for
assessing the SoS solution space is to begin with the current systems and the way they are addressing

the SaS capahilities to understand current capability gaps and constraints. An SoS could he identified

as

h potential solution class or classes due to the need to integrate with existing systems.

<)

Preliminary operational concepts and other concepts in the life cycle stages are'defined.

Sinjce many SoS consist of existing CS that already have operational and other concepts

0op¢
coy

po;

brational and other concepts could be constrained. The ability to changeor influence thes
1d vary depending on the degree of managerial independence and the flexibility or range d
sible in the extant CS.

the SoS's
P concepts
f concepts

dj

Candidate alternative solution classes are identified and analyzed.

By
of 1
ach
by
adq
Alt

SYS

analyzing current SoS capabilities (if one exists), capability gaps can be identified, and t
ievement of the objectives. The ability to identify candidate alternative solution classes is
the depth and breadth of information about petential new and current CS, how they a
Iress capability objectives, their interdependéncies, and their ability to meet capability

tems elements, or changes in the function@lity or capacity of SoS.

1€ sources

hese gaps provide the basis for identifying potential changes which could be made to inpprove the

nfluenced
re used to
bbjectives.

ernatives could include the use of CS in diffekent ways, additions of different or new CS or npn-system

e}

The preferred candidate alternative solution class(es) are selected.

For
sel

SoS, multiple alternative solutions could be viable. Care should be taken to establish critg
pction that addresses SoS and™CS constraints and other considerations.

ria for the

Any enabling systems or services needed for business or mission analysis are available

Ou

fcome applies as stated to SoS.

g]

Traceability of business or mission problems and opportunities and the preferred al
solution classes is established.

[ernative

Ou

[Comie applies as stated to SoS.

6.4.3 Stakeholder needs and requirements definition process

6.4.3.1 Purpose

The purpose of the Stakeholder needs and requirements definition process in ISO/IEC/IEEE 15288:2015,

6.4

.2 is shown in the box.
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interest

The purpose of the Stakeholder Needs and Requirements Definition process is to define the
stakeholder requirements for a system that can provide the capabilities needed by users and other
stakeholders in a defined environment.

It identifies stakeholders, or stakeholder classes, involved with the system throughout its life
cycle, and their needs. It analyzes and transforms these needs into a common set of stakeholder
requirements that express the intended interaction the system will have with its operational
environment and that are the reference against which each resulting operational capability is
validated. The stakeholder requirements are defined considering the context of the system-of-

vith the interoperating systems and enabling systems

The purpo

6.4.2 applies as stated to SoS with the following addition.

Depending
definition

a)
b)
‘)

select
identi

creati

6.4.3.2

se of the Stakeholder needs and requirements definition process in ISO/IEC/IEEE 15288:20

b on the type of SoS management arrangements, the stakeholder needs and requireme
process for SoS should address:

on/recommendation of new capabilities for inclusion in upgrades to ofre,6r more CS;
fication of needs and requirements to resolve SoS issues in the extant SoS and CS.

bn of new system elements.

Dutcomes

The outco

6.4.2 apply as stated in the boxes with the following additions:

As a resu
process to

es ofthe Stakeholder needs and requirements definition processinISO/IEC/IEEE 15288:20

t of the successful implementation of the Stakeholder Needs and Requirements Definit
an SoS:

15,

nts

jon

a) Stak

eholders of the system are identified:

For SoS, it
have man4
whole and|
stakehold
CSin mak

The owne
SoS engin
to have 1
maintaini
even if the

is not always possible to ideritify all stakeholders, especially given that CS will continue
igerial and operational independence as well as interdependence. Stakeholders of the SoS 3
individual CS stakeholders'should be considered. It is important to be cognizant of the keyj
br needs which could aligh or conflict with the SoS objectives, since these could constrain
ng any changes to meet the need of the SoS.

, maintainer, operator, and data owner of any CS within the SoS could be stakeholders in

hanagerial¢and operational independence as well as interdependence. The difficulty
g this\ist does not eliminate the need for it. These roles should be addressed for each
preliminary information is vague.

to
sa
CS
the

the

bering effort.\Documenting these stakeholders is complicated given that a CS will contipue

in
CS,

b) Required characteristics and context of use of capabilities and concepts in the life cycle stages,
including operational concepts, are defined.

Understanding that each CS will have its own operational concepts and development lifecycles
that evolve independently, it is important to document where each system is within its lifecycle to
understand its potential role in the proposed SoS. Understanding CS lifecycles will serve to identify
potential injection points within the SoS lifecycle. There could be different “epochs” (periods of time)
where the specific CS vary and the SoS can achieve different/evolving capability. Identifying any of
these epochs or points in time (effectively different capability states) and any considerations relating to
the transition between them would be useful and provide a basis to identify the SoS "change" elements
that should be coordinated or encouraged.
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c¢) Constraints on a system are identified.

Constraints on the SoS should be identified since these impact options for SoS evolution. Because many
SoS consist of CS that already exist, these CS could be a major source of constraints on the SoS since
typically they have their own objectives, lifecycle and stakeholders as well as their own constraints, all
of which could affect how much CS change is possible to support SoS needs.

d) Stakeholder needs are defined.

Be
be

fause it is not always possible to identify all stakeholders, definition of stakeholder needs
ncomplete. The SoS should plan to accommodate emergent stakeholders and their needs

is likely to
hnd /or the

corjstraints they impose on SoS operation and evolution.
e) Stakeholder needs are prioritized and transformed into -clearly ndefined stakeholder
requirements.
Begause it is not always possible to identify all stakeholders and their needs, prioritizing|them and

shg

trzﬁ:
st

eholders could conflict or be opposed to each other. CS needs cetld conflict with SoS neec
uld plan to accommodate evolving stakeholder priorities and\fluid requirements.

sforming them into stakeholder requirements is likely to be ificomplete. The needs of different

s. The SoS

£

Critical performance measures are defined.

Cri
thd

fical performance measures should exist for the-SeS in addition to the CS. The critical me
CS necessary to support the SoS could be different from those necessary for CS.

asures for

g]

Stakeholder agreement that their ne€ds and expectations are reflected adequate
requirements is achieved.

y in the

Alt
e

Sof
alt

X
ingependence, agreement mightnot be required of all CS stakeholders for effective defini

hough SoS and CS stakeholders™should strive for consensus, they could disagree on
ectations, and requirements for the SoS. Depending on the degree of managerial and o

, but disagreement could iithibit the CS’s integration into the SoS, or it could cause the SoS
brative architecture or désign options to meet the SoS capability objectives.

the needs,
perational
ion of the
to identify

h]

Any enablingsystems or services needed for stakeholder needs and requirements are 3

vailable.

Ou

fcome applies as stated to SoS.

i)

Ttaceability of stakeholder requirements to stakeholders and their needs is established.

Outcome applies as stated to SoS.

6.4.4 System requirements definition process

6.4.4.1 Purpose

The purpose of the System requirements definition process in ISO/IEC/IEEE 15288:2015, 6.4.3 is shown
in the box.
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The purpose of the System Requirements Definition process is to transform the stakeholder, user-
oriented view of desired capabilities into a technical view of a solution that meets the operational
needs of the user.

This process creates a set of measurable system requirements that specify, from the supplier’s
perspective, what characteristics, attributes, and functional and performance requirements the
system is to possess, in order to satisfy stakeholder requirements. As far as constraints permit, the
requirements should not imply any specific implementation.
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0 SoS with the following additions.

S, the System Requirements Definition process transforms the stakeholder view 'of - desi
s into a useful SoS system definition for implementation. This process creates‘a set of
stics, attributes, functions, and performance that the SoS should possess{to satisfy
br requirements.

hses, the SoS system definition statements could be identical to the apabilities defined
older requirements. In other cases, there could be a more detailedview available within
ime frame.

50S, individual CS owners could perform System Requirements Definition for the SoS, w
ner creating their own version of the SoS requirements fértheir own purposes.

oS, it could be feasible to collect and analyze the requirements for each CS to understz:
hS requirements align to the CS requirements, and-¥ice versa. For other types of SoS, the

Dutcomes

mes of the System requirements definition process in ISO/IEC/IEEE 15288:2015, 6.4.3 ap

of the successful implementation of the System Requirements Definition process to an SgS:
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system description, inclading system interfaces, functions and boundaries, for a syste
ion is defined.
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includes b

5, the descriptioh,Jinterfaces, functions, and boundaries could change over time. SoS t
CS that are contingent or redundant could affect the description, interfaces, functions, 4
s. Often, thére'is an existing set of CS supporting the SoS capabilities. Analysis of the curr
bt user capabilities can provide the basis for identifying SoS requirements - that is shortf
ty thatucould be addressed by changes in the SoS. So, for an SoS the system descrip]
bth the current SoS instantiation and the shortfalls or gaps in meeting capability objective

hat
ind
ent
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S.

Some SoS
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he

description should support this situation. The SoS description should clarify what is covered through
ISO/IEC/IEEE 21839 and to what extent the SoS and CS are potentially affected.

b) System requirements (functional, performance, process, non-functional, and interface) and
design constraints are defined.

As with systems, SoS requirements and design constraints can change over time. Once an SoS is
implemented in some form, SoS requirements are reflected in gaps between current capabilities and
desired capabilities. The SoS (depending on its type) should define those partial new requirements
for each CS that are necessary to create the desired SoS behavior. However, the SoS would not need to
define CS requirements that are not essential to the SoS.

© ISO/IEC 2019 - All rights reserved

40 © IEEE 2019 - All rights reserved


https://iecnorm.com/api/?name=0f68c863b7e95f8e3dd5c4d486539476

ISO/IEC/IEEE 21840:2019(E)

SoS definition of new requirements for CS does not always mean that a CS organization will accept
and implement those requirements. This could mean that the SoS cannot meet its objectives or that
particular CS cannot remain part of the SoS in the same capacity.

¢) Critical performance measures are defined.

Critical performance measures for SoS address the measurement of delivery of SoS capabilities under
various situations. These can be translated into critical measures for CS in support of the SoS, but these
measures could be different from those necessary for independent operation of the CS.

d) The system requirements are analyzed.

Anhplysis of SoS gaps is based on identifying alternative approaches to filling the gaps whether by
chgnging SoS operations, by changing the composition of the SoS (new or added £S;added C{ functions
or ¢apacity, new or updated system elements). Along with an assessment of the ‘operation and technical
feasibility of candidate options, the SoS can be analyzed to verify if these echariges are mad¢ to such a
degree that it will affect the ability to meet SoS capability objectives.

e] Any enabling systems or services needed for system requirements definition are availaple.

Oufcome applies as stated to SoS.

f)) Traceability of system requirements to stakeholder requirements is developed.

So$ stakeholder requirements could trace to SoS capability objectives and CS requirements| Likewise,
CS ptakeholder requirements could trace to multiple SoS requirements.

So$ requirements could conflict with or netédlign well to existing CS requirements. CS requirements
could conflict with or not align well to existing SoS requirements.

6.4.5 Architecture definition process

6.4.5.1 Purpose
The purpose of the Architecture definition process in ISO/IEC/IEEE 15288:2015, 6.4.4 is shown[in the box.

The purpose of theArchitecture Definition process is to generate system architecture altdrnatives,
tq select one oftmore alternative(s) that frame stakeholder concerns and meet system requirements,
and to expréss'this in a set of consistent views.

[tpration—of the Architecture Definition process with the Business or Mission Analysis|process,
System/Requirements Definition process, Design Definition process, and Stakeholder Needs and
Rgquirements Definition process is often employed so that there is a negotiated understgnding of
the problem to be solved and a satisfactory solution is identified. The results of the Architecture
Definition process are widely used across the life cycle processes. Architecture definition may
be applied at many levels of abstraction, highlighting the relevant detail that is necessary for the
decisions at that level.
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NOTE 1
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NOTE 3

across thg
while the

hand, is driven by

System architecture deals with fundamental principles, concepts, properties, and characteristi

and their incorporation into the system-of-interest. Architecture definition has more uses than as merely
a driver (or part of) design. Refer to ISO/IEC/IEEE 42010:2011 for more information about architecture
description and the uses and nature of architecture.

The Architecture Definition process supports identification of stakeholders and their concerns.
As the process unfolds, insights are gained into the relation between the requirements specified for
the system and the emergent properties and behaviors of the system that arise from the interactions and
relations between the system elements. The Design Definition process (see subclause 6.4.5), on the other
requirements that have been vetted through the architecture and more detailed analyses

lity with technologies and other design elements and feasibility of construction and integratiofi.
hrchitecture is as design-agnostic as possible to allow for maximum flexibility in the design, tra
effective architecture also highlights and supports trade-offs for the Design Definition process ai
ther processes such as Portfolio Management, Project Planning, System Requirements Definitid
cation.

In product line architectures, the architecture is necessarily spanning across;several designs. T

architectyire serves to make the product line cohesive and helps ensure compatibility‘and interoperabili

product line. Even for a single product system, the design of the product will likely change over tin
architecture remains constant.
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se of the Architecture definition process in ISO/IEC/IEEE 15288:2015, 6.4.4 applies as sta
h the following additions.

ecture of SoS focuses on the critical functionality of theSoS elements (CS and system elemel

h deeply diving into the inside architecture of C$)While systems are often described in ter
hies with decomposition among the various lévels, SoS are often described as more gene
of systems with complex interconnections<that have been composed to form the SoS. 1
ecture could be based on partial informadtion and could represent only a known portiof
e SoS architecture could include and défine system elements that are not part of any CS.
ry nature of SoS makes the architecture definition fluid over time. While some aspects of

h, for those SoS where there, could be different compositions of elements deployed un
ircumstances, the architecture’should accommodate this characteristic of SoS which furt
tes them from other systéms.

Dutcomes

mes of the ArcHitecture definition process in ISO/IEC/IEEE 15288:2015, 6.4.4 apply as sta
bs with the following additions:

of the successful implementation of the Architecture Definition process to an SoS:

ked

Its,

actions, and any cross-cutting critical functionalityye.g. timing, geospatial representations)

ms
ral
he
of
'he
the

re could have enduring value, other aspects change and should be re-evaluated frequently.

Her
her

ked

a) Iden

[ified stakeholder concerns are addressed by the architecture.

SoS architectures should reflect the needs of the SoS stakeholders for the SoS capabilities. However, it is
also important that the architectures respect the needs of the CS stakeholders which could be affected
by CS participation in the SoS. This includes the objective of SoS architectures which address SoS needs
but impinges on the CS as little as possible allowing them to evolve to meet their user needs without
affecting the SoS or the other CS. SoS architectures could change over time as CS are added, modified, or
removed from the SoS. SoS architectures could be affected by CS architectures.
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b) Architecture viewpoints are developed.

For SoS, architecture viewpoints that address the CS’s perspective on the SoS facilitate communication.
Depending on the degree of managerial and operational independence, the CS perspectives can be
important.

c¢) Context, boundaries, and external interfaces of the system are defined.

Forf an SoS, the context, boundaries, and external interfaces could change over time as CSjoit] and leave
thd SoS.

d) Architecture views and models of the system are developed.

Oufcome applies as stated to SoS.

e) Concepts, properties, characteristics, behaviors, functions, or constraints that are signjficant to
architecture decisions of the system are allocated to architectural entities.

Duf to changes over time to the SoS, the allocation to architectural elements could change|over time
as ell. Identifying those architectural elements necessary.to create the desired SoS behavipor is a key
part of the SoS architecture definition. The SoS could/efine abstract classes of CS that (frdm the SoS
pelspective) appear the same and, for each of these ¢lasses, define the necessary constraintsjto achieve
thd expected SoS behavior.

f)] System elements and their interfaces are identified.

Foy SoS, system elements are the CS, which could have well-defined interfaces. Additional elements and
intprfaces should be defined to clarify'what those elements are and which actors they interfafce to.

g] Architecture candidatesare assessed.

Malking changes to the SoS architecture is one key option to addressing capability gaps in S¢S, making
asdessment of architécture alternatives a key SoSE activity. The SoS architecture could ejolve over
tinje, so assessment.of the impact of alternative architectures is an important part of the decision
analysis for an SoS~By comparing architectures in terms of their impact on capability objectives, SoSE
addresses options for changes to meet user needs. In assessing architecture options, it is important
to pssess theyimpact on the CS, since architecture options could require changes in the CS| Potential
changes te:CS should be taken into consideration when assessing architecture changes. Degending on
theg degree of operational and managerial independence, and the potential for CS to join or legve an SoS,
thd resiliency of the architectures could be important considerations in the assessment.

h) An architectural basis for processes throughout the life cycle is achieved.

Effectively managing the SoS architecture over time is key to SoS. A stable and open architecture can
facilitate changes in CS without impacting the SoS or the other CS. Changes in the SoS architecture which
impact the CS should be coordinated. To the extent possible, and subject to the degree of managerial
and operational independence, the life cycles of the CS should be synchronized with the SoS life cycle.

i) Alignment of the architecture with requirements and design characteristics is achieved.

SoS architecture is based on how the CS are connected to form the SoS. Insight into the architectures of
the CS could be relevant.
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j)  Any enabling systems or services needed for architecture definition are available.

Outcome applies as stated to SoS.

k) Traceability of architecture elements to stakeholder and system requirements is developed.

Outcome applies as stated to SoS.

6 4_ 6 D rcign-definitfion-niEracace
n " ralsll UCIIIIINIVvUIL l.'l AY A S =T I )

6.4.6.1 Purpose
The purpdse of the Design definition process in ISO/IEC/IEEE 15288:2015, 6.4.5 is shown|inthe box

The purpose of the Design Definition process is to provide sufficient detailed data and informatign
about the system and its elements to enable the implementation consistedt with architecturpl
entities ds defined in models and views of the system architecture.

NOTE 1 | The Architecture Definition process, supports identification of stakeholders and their concerys.
Through ghe use of the process, insights are gained into the relation betweenthe'requirements specified for the
system ar}d the emergent properties and behaviors of the system that arise from the interactions and relatiops
between the system elements. The Design Definition process, on the.oth€r hand, is driven by requiremenits
that have peen vetted through the architecture and more detailed analyses of feasibility. Architecture focusps
on suitabllity, viability, and desirability, whereas design focuses oficompatibility with technologies and othpr
design elgments and feasibility of construction and integration.An effective architecture is as design-agnostic
as possible to allow for maximum flexibility in the design trade&space.

NOTE 2 | Design definition considers any applicable_technologies and their contribution to the systegm
solution. Pesign provides the ‘implement-to’ level of-the definition, such as drawings and detailed design
descriptiqns.

NOTE 3 | This process provides feedback to the'system architecture to consolidate or confirm the allocatidn,
partitioning and alignment of architectural entities to system elements that compose the system.

The purpdse of the Design definition\process in ISO/IEC/IEEE 15288:2015, 6.4.5 applies as stated to $oS
with the f¢pllowing additions.

The systefn elements of an-SoS could be CS or specific system elements that are not part of any |CS.
Sometimep an SoS will require developing a completely new CS, using an existing CS without changes,
or makinglchanges to an eXisting CS.

With a long SoS life'eycle, multiple design definitions could be created that implement changes ipto
the SoS onf a time-phased basis. Because some CS pre-exist the SoS, sometimes by decades of tifne,
SoS Design Definition could include desired changes to a CS or could have to accept the CS design and
capabilitidshas’is. SoS Design Definition should also include time phasing of the CS implementatiqns,
to ensure that CS capabilities are (a) available when needed and (b) compatible with each other at all
points in time.

In an SoS, design refers to the selection and adaptation of the elements of the SoS, that is, the CS or other
system elements that can be necessary to facilitate interaction of the CS in the SoS.

6.4.6.2 Outcomes

The outcomes of the Design definition process in ISO/IEC/IEEE 15288:2015, 6.4.5 apply as stated in the
boxes with the following additions:
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As a result of the successful implementation of the Design Definition process to an SoS:
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a)

Design characteristics of each system element are defined.

Design in an SoS is based on identifying CS to support the SoS functions and interfaces between the
elements specified in the SoS architecture. This provides the framework for assessing CS supporting
the SoS capabilities, for assessing changes to CS and system elements, and for assessing changes or new
or modified CS and system elements.

De
org
ne(

bending on the degree of managerial independence, and other issues such as commercial se
anizations managing CS could be unwilling to fully disclose design information. However,
essarily need a full definition of CS designs but are only concerned with the external char

of the CS that enable the SoS capabilities to be met. It is important to have enough-CS‘design in

to
des
neg

inderstand their behavior without necessarily understanding how CS achieve it. An oy
ign for the SoS could be needed. This assessment could identify changes’in CS which|
ded for them to participate effectively in the SoS.

hsitivities,
SoS do not
hcteristics
formation
rerarching
would be

b]

System requirements are allocated to system elements.

In
for
cri
wit

effect, the SoS architecture provides the high-level SoS requirements. Identifying and as
participation in an SoS is based on an understanding of\the degree to which the systen
fical functionality or services to meet SoS needs andhe degree to which the system c3
h other systems in the SoS providing needed information and interfaces, as well as supj

cutiting functions critical to the SoS (e.g., geospatialreferencing, timing, etc.). The selection o

CS
to

to meet SoS needs is, in effect, allocating systems to SoS requirements. A similar process
issess how well current CS and system elemients are supporting SoS capability needs.

sessing CS
1S provide
In operate
ort cross-
f the set of
is applied

<)

Design enablers necessary for design'definition are selected or defined.

Ou

fcome applies as stated to SoS.

d

Interfaces between systém elements composing the system are defined or refined.

In
foc
thd

hn SoS, the systemsyinterfaces are incorporated in the SoS architecture. The SoS desig
uses on assessing-the ability of CS and system elements, either current or proposed, to
interfaces to nmieet SoS needs.

n process
mplement

e}

Design-dlternatives for system elements are assessed.

A

—

t

ernative CS should be assessed.

f)

Design artifacts are developed.

Additional design artifacts could be needed for SoS, including overarching design artifacts for the SoS,
as well as interfaces to existing CS design artefacts. Design artifacts could already exist for CS, but they
might not be in a form suitable for use by the SoS. However, depending on the degree of managerial
independence, organizations managing CS could be unwilling to release such information.

g) Any enabling systems or services needed for design definition are available.

Outcome applies as stated to SoS.
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h) Traceability of the design characteristics to the architectural entities of the system architecture
is established.

Outcome applies as stated to SoS.
6.4.7 System analysis process

6.4.7.1 Purpose

The purpdse of the System analysis process in ISO/IEC/IEEE 15288:2015, 6.4.6 is shown in the bozx;

The purpose of the System Analysis process is to provide a rigorous basis of data and information fpr
technical] understanding to aid decision-making across the life cycle.

The Syst¢m Analysis process applies to the development of inputs needed for any technical assessmernt.
It can pgovide confidence in the utility and integrity of system requirements, architecture, and
design. System analysis covers a wide range of differing analytic functions, levels of complexity, and
levels of [rigor. It includes mathematical analysis, modeling, simulation, expetimentation, and other
techniques to analyze technical performance, system behavior, feasibility, affordability, critical
quality dharacteristics, technical risks, life cycle costs, and to perforni.sensitivity analysis of tle
potential range of values for parameters across all life cycle stages$. It is used for a wide range pf
analyticdl needs concerning operational concepts, determination ef tequirement values, resolution pf
requirenjents conflicts, assessment of alternative architectures-or system elements, and evaluatign
of engindering strategies (integration, verification, validation,and maintenance). Formality and rigpr
of the anplysis will depend on the criticality of the information need or work product supported, tle
amount ¢f information/data available, the size of the projéct, and the schedule for the results.

NOTE This process is often used in conjunction with the Decision Management process.

The purpdse of the System analysis process in ISO/IEC/IEEE 15288:2015, 6.4.6 applies as stated to JoS.

6.4.7.2 Qutcomes

The outcomes of the System analysis(process in ISO/IEC/IEEE 15288:2015, 6.4.6 apply as stated in fhe
boxes with the following additions:

As a result of the successful implementation of the System Analysis process to an SoS:

a) System analyses needed are identified.

SoS Systemn Analysis could rely on both actual and predicted data. Because many CS pre-exist the JoS,
actual dath camrbe available from their operation. For other aspects of the SoS, however, predictive data
will be negessary. For some SoS, the System Analysis process could be performed by each CS owner to
support C$-level DecisionManagement-with-SeS-impacts-—Each-CS-ownercould-create-differentanalyses
and different results based on different viewpoints. The decisions resulting from these analyses
could conflict at the SoS level. Depending on the degree of managerial and operational independence,

resolution of such conflicts could be very challenging.

b) System analysis assumptions and results are validated.

SoS assumptions and results related to operational and managerial independence should be validated.
Measuring points and instrumentation should be added within the SoS elements (within some CS and
other elements, or perhaps as elements in their own right) to provide the data to validate analysis or
models. The data are likely to be sparser and provide less certainty than that available within each CS.
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¢) System analysis results are provided for decisions.

Outcome applies as stated to SoS.

d) Any enabling systems or services needed for system analysis are available.

Outcome applies as stated to SoS.
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Oufcome applies as stated to SoS.
6.4.8 Implementation process

6.4.8.1 Purpose

The purpose of the Implementation process in ISO/IEC/IEEE 15288:2015/6.4.7 is shown in t}

The purpose of the Implementation process is to realize a specified{system element.

e box.

This process transforms requirements, architecture, and\design, including interfaces, int
that create a system element according to the practicesof the selected implementation te
u$ing appropriate technical specialties or disciplines. This process results in a system
that satisfies specified system requirements (including allocated and derived requij

architecture, and design.

pfoduction stage). It also can apply in the resolution of changes needed in the Support stage.

NPTE This applies to both a single element (concept and development stage) and production

b actions
chnology,

element
ements),

Fun (as in

The purpose of the Implementation preécess in ISO/IEC/IEEE 15288:2015, 6.4.7 applies as st4

with the following addition.

So$ are typically implemented by composing existing and modified CS and other system e

prqvide new capabilities.

6.4.8.2 Outcomes

The outcomes of the Implementation process in ISO/IEC/IEEE 15288:2015, 6.4.7 apply as st:

boxes with thefollowing additions:

Asp resultofthe successful implementation of the Implementation process to an SoS:

ted to SoS

ements to

hted in the

a) “\lmplementation constraints that influence the requirements, architecture, or dg

sign are

identified.

SoS often consist of existing CS, so constraints that influence the requirements, architecture, or design

could be extensive.

b) A system element is realized.

When SoS consist of existing CS, this outcome is achieved from the start, but only in part.
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c) A system element is packaged or stored.

System elements can be necessary to facilitate interaction of the CS in the SoS. These are implemented
by their owners who are responsible for maintaining and operating them.

d) Any enabling systems or services needed for implementation are available.

The remaining systemelements need to be realized hese could relate to SoS informat
managerhent and support infrastructure to enable other SoS to flourish and develop as needed. Ti
phasing ¢f CS changes should be carefully planned to ensure that (a) each CS continues to support its
independent capabilities, (b) the appropriate CS changes are in place at a given time to support the
desired oS capability, and (c) desired interactions and capabilities are not damaged byCS changgs.
e) Tracedbility is established.

Outcome gpplies as stated to SoS.
6.4.9 Integration process

6.4.9.1 Purpose
The purpdse of the Integration process in ISO/IEC/IEEE 15288:2015, 6.4.8 is shown in the box.

The purpose of the Integration process is to synthesize;a/set of system elements into a realiz¢d
system (product or service) that satisfies system requirements, architecture, and design.

This profess assembles the implemented system elements. Interfaces are identified and activated
to enabl¢ interoperation of the system elements(as intended. This process integrates the enabling
systems with the system-of-interest to facilitate interoperation.

NOTE 1 | For a given level of the system hierarchy, this process iteratively combines implemented system
elements [to form complete or partial systefn configurations in order to build a product or service. It is us¢d
recursively for successive levels of the system hierarchy.

NOTE 2 | The interfaces are defined by the Architecture Definition and Design Definition processes. THis
process cpordinates with these @ther processes and checks to make sure the interface definitions are adequalte
and that they take into accountthe integration needs.

The purpdse of the Integration process in ISO/IEC/IEEE 15288:2015, 6.4.8 applies as stated to SoS.

6.4.9.2 Qutcomes

The outcomés of the Integration process in ISO/IEC/IEEE 15288:2015, 6.4.8 apply as stated in the bokes
with the f@”nuring additions:

As aresult of the successful implementation of the Integration process to an SoS:

a) Integration constraints that influence system requirements, architecture, or design, including
interfaces, are identified.

SoS often consist of existing CS, so integration constraints that influence system requirements,
architecture, or design, including interfaces, could be extensive. Integration for the SoS is sometimes
performed in an operational environment.

CS often pre-exist the SoS and are already operating to provide their desired capabilities. Rather
than building up the SoS from its components, SoS Integration takes the form of implementing new
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