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Foreword-

ISO (the International Organization for Standardization) and IEC (the International
Electrotechnidal Commission) together form a system for worldwide standardization as
a whole. Natipnal bodies that are members of 1SO or |EC participate in the develop-
ment of Inttjinational Standards through technical committees established by the

respective or
technical co
organizations

anization to deal with particular fields of technical activity. 1SO and |EC

mittees collaborate in fields of mutual interest. Other international
governmental and non-governmental, in liaison with ISO and IEC, also

take part in tHe work.

In the field of infdrmation technology, 1SO and IEC have established a joint technical
committee, I$O/IEC JTC 1. Draft International Standards adopted by the(joint
technical committee are circulated to national bodies for approval before theiryaccep-

tance as Inter

ational Standards. They are approved in accordance with procedures re-

quiring at leagt 75 % approval by the national bodies voting.

International Btandard 1SO/IEC 8073 was prepared by Joint Technical Committee
ISO/IEC JTC 1, /nformat/on technology.

This second erition canceis and replaces the first edition-(ISO 8073 : 1986} and includes

technical revi
6.12 and 6.13
13.2, 13.9 and

jons to the following: subclause 4.4; table 2; subclauses 6.5, 6.7, 6.9,
table 5; subclauses 6.14, 6.17 and\12.2; figure 4; table 7; subclauses
14.6; tables 15, 17, 18 and 19; clause A.6; and tables 22 and 23.

Users should fote that all International Standards undergo revision from time to time
and that any [reference made herein to_any other International Standard implies its

latest edition,

unless otherwise stated.

Annex A forms an integral partof this International Standard. Annex B is for informa-

tion only.
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INTERNATIONAL STANDARD

ISO/IEC 8073 : 1988 (E)

Information processing systems — Open

Systems Interconnection —

Connection

oriented transport protocol specification

a)

0

This Internatipnal Standard is one of a set of International Stan-
dards produced to facilitate the interconnection of information
processing systems. This set of International Standards covers
the services Jand protocols required to achieve such inter-
connection.

The Transport Protocol Standard is positioned with respect to
other related [International Standards by the layers defined in
the Referenge Model for Open Systems Interconnection
(1ISO 7498). 1Yis most closely related to, and lies within the field
of application| of the Transport Service Standard (ISO 8072). It
also uses ang makes reference to the Network Service Stan-
dard (ISO }, whose provisions it assumes in order to
accomplish the transport protocol’s aims. The interrelationship
of these International Standards is illustrated in figure 1.

This Internati
a number of
used with dif

bnal Standard specifies a common encoding and
classes of transport protocol procedures to be
ferent network qualities of service.

It is intended [that the Transport Protocol should be simple’ but
general enough to cater for the total range of Network Service
qualities posdible, without restricting future extensions.

The protocol|is structured to give rise to classes of protocol
which are designed to minimize possible incompatibilities and
implementatipn costs.

The classes gre selectable with réspect to the Transport and
Network Seryices in providing the required quality of service for

7

b) different error rates;

¢} integrity of data requirements;

d

) reliability requirements:

It does not require @n, implementation tg

mechanisms, nor does it define methods for|
ed quality of service or criteria for decidin

transport conhections following quality of s

!

The primary aim of this International Stan
set of rules for communication expressed

different-throughpot——————

use all of these
measuring achiev-
g when to release
brvice degradation.

rd is to provide a
terms of the pro-

cedures to be carried out by peer entities at the time of com-

munication. These rules for communicatid

provide a sound basis for development in o
iety of purposes i.e. :

a)
b) for use in the testing and procurem

¢) as part of an agreement for the adn
into the open systems environment;
d) as a refinement of the understandin

As it is expected that the initial users of this
dard will be designers and implementors

n are intended to
der to serve a var-

as a guide for implementors and degigners;

bnt of equipment;

ittance of systems

g of OSI.

International Stan-
of equipment this

the interconn
a different
qualities).

This Internat

Bction of two session entities (each class provides
et of functions for enhancement of service

onal \Standard defines mechanisms that can be

used to opti
gualities of s

L

ize network tariffs and enhance the foliowing

International Standard contains, in notes or in annexes,

guidance on the implementation of the ¢
herein.

It should be noted that, as the number

Vice -

Transport
Protocol
Specification

sequences is very large, it is not pos
technolot i

TRANSPORT SERVICE DEFINITION

i
Reference to aims -~ - - - - - - J
Reference to assumptions - — -
; '

NETWORK SERVICE DEFINITION

Figure 1 — Relationship between the Transport Protocol and adjacent services

rocedures defined

of valid protocol
ible with current
n will operate the
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protocol defined in this International Standard correctly under
all circumstances. It is possible by means of testing to establish
confidence that an implementation correctly operates the pro-
tocol in a representative sample of circumstances. It is,
however, intended that this International Standard can be used
in circumstances where two implementations fait to com-
municate in order to determine whether one or both have failed
to operate the protocol correctly.

This International Standard contains a section on conformance
of equipment claiming to implement the procedures in this
International Standard. Attention is drawn to the fact that this
International Standard does not contain any tests to
demonstrate this conformance.

b) the means of negotiating the class of procedures to be

used by the transport entities;

¢) the structure and encoding of the transport protocol

data units used for the transfer of data and
mation.

The procedures are defined in terms of

control infor-

-

a) theinteractions between peer transport entities through
the exchange of transport protocol data units;

b} the interactions between a transport e
transport_service user_in_the same system

ntity and the
through the

The variations an¢l options available within this International
Standard are essehtial as they enable a transport service to be
provided for a widg variety of applications over a variety of net-
work qualities. Thus, a minimally conforming implementation
will not be suitable| for use in all possible circumstances. It is im-
portant, therefore| to qualify all references to this International
Standard with stafements of the options provided or required
or with statementg of the intended purpose of provision or use.

1 Scope and field of application
This International Standard specifies
a) five classeg of procedures :

1) class 0 | simple class;
2) class 1} basic error recovery class;
3) class 2 | multiplexing class;
4) class 3 | error recovery and multiplexing class;
b) class 4 | error detection and recovery-class;

for the connegtion oriented transfer of.data and control
information from one transport entityt0 a peer transport
entity;

exchange of transport service primitives;

c) the interactions between a transport entit
work service provider through the exchange o
vice primitives.

These procedures are defined in“the main text
national Standard supplemented by state tables

These procedures are applicable to instances of ¢
between systems whiCh support the Transport L4
Reference Modelkand which wish to interconng
systems environment.

This International Standard specifies, in clause
mance, requirements for systems implementin

vy and the net-
f network ser-

of this Inter-
in annex A.

bmmunication
yer of the OSI
ct in an open

14, confor-
g these pro-

cedures. It does not contain tests which cam be used to

demonstrate this conformance.

2 References

ISO 7498, Information processing systems — (
Interconnection — Basic Reference Model,

ISO 8072, Information processing systems — (
Interconnection — Transport service definition.

ISO 8348, /nformation processing systems -
munications — Network service definition.

Dpen Systems

Dpen Systems

Data com-
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Section one : General

3 Definitions

NOTE — The definitions contained in this clause make use of abbrevi-
ations defined in clause 4.

3.1 This International Standard is based on the concepts
developed in 1SO 7498 and makes use of the following terms
defined in it :

3.2.10 alternative class : A protocol class that the initiator
indicates in a CR TPDU as an alternative choice for use over the
transport connection.

3.2.11 proposed class : A preferred class or an alternative
class.

3.2.12 selected class : The protocol class that the responder
indicates—ina-CC TRDU that it-has—chosenfor use over the

a) concatehation and separation;
b} segmenfing and reassembling;
c} multiplexing and demultiplexing;
d) splittingland recombining;

e) flow control.

3.2 For the purposes of this International Standard, the

transport connection.

3.2.13 proposed parameter : The value for @ parameter that
the initiator indicates in a CR TPBU_that it wighes to use over
the transport connection.

3.2.14 selected parameter : The value for  parameter that
the responder indicates in‘a CC TPDU that it hgs chosen for use
over the transport.connection.

following defini

ions apply :

3.21 equipmrnt : Hardware or software or a combination of

both; it need
system.

3.2.2 transpo
the totality of t

ot be physically distinct within a computer

It service user : An abstract representation of
hose entities within a single system that make

use of the trangport service.

3.2.3 networl
models the to
service, as view

3.24
its behaviour in

requirements of

3.25

3.26

initiaton

k service provider : An abstract machine that
fality of the entities providing -the network
led by a transport entity.

local matter : A decision made.by'a system concerning

the Transport Layer{that is not subject to the
this protocol.

. A transport-entity that initiates a CR TPDU.

respond

er : A transport entity with whom an initiator

wishes to estab'ish a transport connection.

3.2.15 errof indication : An N-RESET in
N-DISCONNECT indication with a reason co
error,that a transport entity receives from the

3.2116
the requirements of this International Stand
and encoding.

3.2.17 protocol error : A TPDU whose use
with the procedures for the class.

3.2.18 sequence number :

a) the number in the TPDU-NR field of a [}
dicates the order in which the DT TPDU w3
a transport entity;

b) the number in the YR-TU-NR field ¢
TPDU that indicates the sequence numbe
TPDU expected to be received by a transp

3.2.19 transmit window : The set of consg
numbers which a transport entity has been 3

dication, or an
de indicating an
NS-provider.

invalid TPDU ;: A TPDU that does éTot comply with

rd for structure

Hoes not comply

T TPDU that in-
s transmitted by

f an AK or RJ
of the next DT
ort entity.

cutive sequence
uthorised by its

peer entity 1o send at a given time on a given 1r

ansport connec-

NOTE - Initiator and responder are defined with respect to a single
transport connection. A transport entity can be both an initiator and
responder simultaneously.

3.2.7 sending transport entity : A transport entity that
sends a given TPDU.

3.2.8 receiving transport entity : A transport entity that
receives a given TPDU.

3.2.9 preferred class : The protocol class that the initiator
indicates in a CR TPDU as its first choice for use over the
transport connection.

tion,

3.2.20 lower window edge : The lowest sequence number
in a transmit window.

3.2.21 upper window edge : The sequence number which
is one greater than the highest sequence number in the
transmit window.

3.2.22 upper window edge allocated to the peer entity :
The value that a transport entity communicates to its peer enti-
ty to be interpreted as its new upper window edge.
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3.2.23 closed window : A transmit window that contains no
sequence number.

3.2.24 window information : Information contained in a
TPDU relating to the upper and the lower window edges.

3.2.25 frozen reference : A reference that is not available
for assignment to a connection because of the requirements
of 6.18.

3.2.26 unassigned reference : A reference that is neither
currently in use for identifying a transport connection nor
which is in a frozen state

4.4 Times and associated variables

T1 Local retransmission time
N The maximum number of transmissions
L Time bound on reference and sequence number

| Inactivity time

w Window time

TTR  Time to try reassignment/resynchronization
TWR Time to wait for reassignment/resynchronization
TS1 Supervisory timer 1

TS2  Supervisory timer 2

Mg NSDU lifetime local-to-remote

MgpL NSDU lifetime remote-to-local

Eip Expected maximum transit delay local-to-remote

intact between {ransport entities and which is unavailable for

3.2.27 transpIent (data) : TS-user data that is transferred
use by the transport entities.

3.2.28 owner [of a network connection) : The transport
entity that issuefl the N-CONNECT request leading to the cre-
ation of that network connection.

retransmission procedure or retention until acknowledgement

3.2.29 retaine‘f TPDU : A TPDU that is subject to the
procedure and ig available for possible retransmission.

4 Symbols|and abbreviations

4.1 Data units

TPDU  Transgort-protocol-data-unit
TSDU  Transgort-service-data-unit
NSDU  Network-service-data-unit

4.2 Types ofl Transport Protocol data .units

CR TPDU  Connection request TPDU
CC TPDU  Connection confirm TPDU
DR TPDU  Disconnect request TPDU
DC TPDU Disconnect confirm TPDU

DT TPDU Data TPDU

ED TPDU  Exgedited data FPDU

AK TPDU  Data acknowledge TPDU

EA TPDU  Expedited.acknowiedge TPDU
RJ TPDU  Reject TPDU

ER TPDU  Errpr TPDU

ErL Expected maximum transit delay reppofe-to-local
Persistence time

AL Local acknowledgement time

AR Remote acknowledgement time

4.5 Miscellaneous

TS-user Transport-service user

TSAP Transport-service-access-point
NS-provider Netweork_ service provider

AP Network-service-access-point
QoS Quality of service

b Overview of the Transport Protpcol

NOTE — This overview is not exhaustive and has een provided for
guidance.

5.1 Service provided by the Transpont Layer

The protocol specified in this International Stgndard supports
the Transport Service defined in 1ISO 8072,

Information is transferred to and from the [TS-user in the
transport service primitives listed in table 1.

5.2 Service assumed from the Netwqrk Layer

The protocol specified in this International Stgndard assumes
the use of the Network Service defined in 1SO|8348.

Information is transferred to and from the NStprovider in the
network service primitives listed in table 2.

NOTFES
LA A=

4.3 TPDU fields

Ll Length indicator (field)

CcDT Credit (field)

TSAP-ID Transport-service-access-point  identifier
{field)

DST-REF Destination reference (field)

SRC-REF Source reference {field)
EOT End of TSDU mark

TPDU-NR DT TPDU number (field)
ED-TPDU-NR ED TPDU number (field)
YR-TU-NR Sequence number response (field)
YR-EDTU-NR ED TPDU number response (field)

1 The parameters listed in table 2 are those in the current network
service (see 1SO 8348).

2 The way the parameters are exchanged between the transport en-
tity and the NS-provider is a local matter.

5.3 Functions of the Transport Layer

5.3.1 Overview of functions

The functions in the Transport Layer are those necessary to
bridge the gap between the services available from the Network
Layer and those to be offered to the TS-users.
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Table 1 — Transport service primitives
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Primitives Parameters
T-CONNECT request Called Address
indicati Calling Address
Indication Expedited data option
Quality of service
TS-user-data
T-CONNECT response Responding address
fi Quality of service
contirm Expedited data option
TS-user-data
T-DATA request TS-user-data
Thadication
T-EXPEDITED DATA request TS-user-data
indication
T-DISCONNECT request TS-user-data
T-DISCONNECT indication Disconnect reason
TS-user-data
Table 2 — Network service primitives
Primitives X/Y Parameters X/Y/Z
N-CONNECT request X Called"Address X
Calling Address X
indication X Receipt confirmation selection Y
Expedited data selection Y
QOS parameter set X
NS-user-data 4
N-CONNECT response X Responding Address X
confirmation X Receipt confirmation selection Y
Expedited data selection Y
QOS parameter set X
N-user-data 4
N-DATA request X N-user-data X
indication X Confirmation request Y
N-DATA ACKNOWLEDGE request Y
indication Y
N-EXPEDITEQ) DATA request Y NS-user-data Y
indication Y
N-RESET request X Reason 4
indication X Originator 4
Reason z
N-RESET response X —
confirm X —_
N-DISCONNECT request X Reason z
NS-user-data z
Responding address Z
indication X Originator Z
Reason Z
NS-user-data z
Responding address Z

Key :

X : The Transport Protocol assumes that this facility is provided in all networks.

Y : The Transport Protocol assumes that this facility is provided in some networks and a mechanism is provided to optionally use the facility.
Z : The Transport Protocol does not use this parameter and will ignore it when received in the network service primitive.
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The functions in the Transport Layer are concerned with the
enhancement of quality of service, including aspects of cost
optimization.

These functions are grouped below into those used at all times
during a transport connection and those concerned with con-
nection establishment, data transfer and release.

NOTE — This International Standard does not include the following
functions which are under consideration for inclusion in future editions
of this International Standard : i

a) encryption;

b) accounting mechanisms;

f) provide a means to distinguish between two different
transport connections (see 6.5);

g) transport of TS-user data (see 6.5).

5.3.1.3 Data transfer

The purpose of data transfer is to permit duplex transmission of
TSDUs between the two TS-users connected by the transport
connection. This purpose is achieved by means of two-way
simultaneous communication and by the following functions,
some of which are used or not used in accordance with the
result of the selection performed in connection establishment :

c) status exchanges and monitoring of QOS;
d) blocking;
e) temporary [release of network connections;

f) alternative checksum algorithm.

a) concatenation and separation (see 6.4} : a function
used to collect several TPDUs into a Ginglp NSDU at the
sending transport entity and to separdte the TPDUs at the
receiving transport entity;

b} segmenting and reassembling (see 6.8) : a function
used to segment a single-data TSDU into myltiple TPDUs at

5.3.1.1

Functions used at all times

The following fynctions, depending upon the selected class
and options, arg used at all times during a transport connec-

tion :

a) transmisgion of TPDUs (see 6.2 and 6.9);

b) multiplexing and demultiplexing {see 6.15) : a function
used to sharg a single network connection between two or
more transpart connections;

¢) error detection (see 6.10, 6.13 and 6.17) : a function
used to deteqt the loss, corruption, duplication, misordéring
or misdelivery of TPDUs;

d) errorrec
6.22) : a fun
nalled errors.

5.3.1.2 Conneq

The purpose of
transport conne|
functions of the
users’ requested
the network lays

very (see 6.12, 6.14, 6.18, 6.19, 6:20,6.21 and
ction used to recover from detected and sig-

tion Establishment

connection establishment is to establish a
ction between-two TS-users. The following
ransport layer during this phase match the TS-
qguality"of'service with the services offered by
r:

the sending transport’ entity and to reasse
their original format, at\the receiving transp

¢) splitting and recombining (see 6.23) : a
ing the simultaneous use of two or more n

mble them into
brt entity;

function allow-
ptwork connec-

tions tossupport the same transport connedtion;

d) < flowv contro! (see 6.16) : a function used to regulate the
flow of TPDUs between two transport ¢ntities on one

transport connection;

e) transport connection identification : a means to unique-
ly identify a transport connection between the pair of
transport entities supporting the connection during the

lifetime of the transport connection;

f) expedited data (see 6.11) : a function
the flow control of normal data TPDU.

used to bypass
Expedited - data

TPDU flow is controlied by separate flow control;

g) TSDU delimiting (see 6.3) : a functior] used to deter-

mine the beginning and ending of a TSDU

5.3.1.4 Release

The purpose of release (see 6.7 and 6.8) is to
nection of the transport connection, regardles
activity.

provide discon-
5 of the current

a) select the network service which best matches the
requirement of the TS-user taking into account charges for
various services (see 6.5);

b} decide whether to multipiex multiple transport connec-
tions onto a single network connection (see 6.5);

¢) establish

the optimum TPDU size (see 6.5);

d) select the functions that will be operational upon enter-
ing the data transfer phase (see 6.5);

e) map tran

sport addresses onto network addresses;

5.4 Classes and options

5.4.1 General

The functions of the Transport Layer have been organized into

classes and options.

A class defines a set of functions. Options define those func-

tions within a class which may or may not be

used.

This International Standard defines five classes of protocol :

a) class 0 : simple class;
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b) class 1 : basic error recovery class;
¢} class 2 : multiplexing class;
d) class 3 : error recovery and multiplexing class;

e) class 4 : error detection and recovery class.

NOTES

1 Transport connections of classes 2,3 and 4 may be multiplexed
together onto the same network connection.

2 Classes 0 to 3 do not specify mechanisms to detect unsignalled net-
work transmission failures.

ISO/IEC 8073 : 1988 (E)

The main purpose of the class is to recover from network

disconnect or reset.

Selection of this class is usually based on

reliability criteria.

Class 1 has been designed to be used with type B network con-

nections.

5.4.6 Characteristics of ¢class 2

5.4.6.1 General

Class 2 provides a way to multiplex several transport connec-

tions onto_a single network connection. Th

5.4.2 Negotiption

The use of clagses and options is negotiated during connection
establishment.| The choice made by the transport entities will
depend upon

a) the TS{users’ requirements expressed via T-CONNECT
service prinitives;

b} the quality of the available network services;

c) the usér required service versus cost ratio acceptable to
the TS-usef.

5.4.3 Choicqg of network connection

The following list classifies network services in terms of quality
with respect tg error behaviour in relation to user requirements;
its main purpose is to provide a basis for the decision regarding
which class of fransport protocol should be used in conjunetion
with given netpvork connection :

: Network connection with acceptable residual

r example not signalled by discannect or reset)

: Network connections with acceptable residual
r example not signalled by disconnect or reset)

residual errpr rate.

It is assumed that,éach transport entity is aware of the quality
of service proyided by particular network connections.

is class has been

designed to be used with type A network-connections.

5.4.6.2 Use of explicit flow control

The objective is to provide flow, control to h

blp avoid conges-

tion at transport-connection/end-points and on the network

connection. Typical use( is when traffic is
tinuous, or when there(is intensive multiple
control can optimize\response times and res

5.4.6.3 Non=use of explicit flow contro!

heavy and con-
ing. Use of flow
burce utilization.

The objeétive is to provide a basic transpor{ connection with

minimal-overheads suitable when explicit dis
transport connection is desirable. The option

tonnection of the
ould typically be

used for unsophisticated terminals, and whep no multiplexing
onto network connections is required. Expedited data is never

available.

5.4.7 Characteristics of class 3

Class 3 provides the characteristics of class 2
recover from network disconnect or reset.
class is usually based upon reliability criteria.

plus the ability to
Selection of this
Class 3 has been

designed to be used with type B network connections.

5.4.8 Characteristics of class 4

Class 4 provides the characteristics of class 3
ity to detect and recover from errors which o
the low grade of service available from the
kind of errors to be detected include: T

plus the capabil-
bcur as a result of
NS-provider. The
PDU loss, TPDU

delivery out of sequence, TPDU duplication and TPDU corrup-
tion. These errors may affect control TPDl.‘s as well as data

TN

5.4.4 Characteristics of class 0

Class 0 provides the simplest type of transport connection and

is fully compatible with the CCITT Recommendation T.70 for

teletex terminals.

Class 0 has been designed to be used with type A network con-
nections.

5.45 Characteristics of class 1

Class 1 provides a basic transport connection with minimal
overheads.

T oOUSy

This class also provides for increased throughput capability and

additional resilience against network failure.

Class 4 has been designed to be used with type C network con-

nections.

5.5 Model of the transport layer

A transport entity communicates with its TS-users through one
or more TSAPs by means of the service primitives as defined by
the transport service definition {see IS0 8072). -Service
primitives will cause or be the result of transport protocol data
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unit exchanges between the peer transport entities supporting Transport connection endpoints are identified in end systems
a transport connection. These protocol exchanges are effected by an internal, implementation dependent, mechanism so that
using the services of the Network Layer as defined by the net- the TS-user and the transport entity can refer to each transport
work service definition (see ISO 8348} through one or more connection.
NSAPs.

TSAP ' TSAP

Transport entity Iransport entity
NSAP NSAP '

NOTE — For the pyrposes of illustration, figure 2 shows only one TSAP and one NSAP for each transport entity. In certain instancep, more than one
TSAP and/or mord than one NSAP may be associated with a particular transport entity.

Figure 2 — Model of the transport layer
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Section two : Transport protocol specification

6 Elements of procedure

This clause contains elements of procedure which are used in
the specification of protocol classes in clauses 7 to 12. These
elements are not meaningful on their own.

The procedures define the transfer of TPDUs whose structure
and coding is specified in clause 13. Transport entities shall
accept and respond to any TPDU received in a valid NSDU and

The non-owner (of the network connection) becomes aware of
the assignment when it receives

a) a CR TPDU during the connection establishment pro-
cedure (see 6.5); or

b) an RJ TPDU or a retransmitted CR or DR TPDU during
the resynchronisation (see 6.14) and reassignment after
failure (see 6.12) procedures; or

may issue TPchlfl\, efements—of plchdulU
specified in thip clause.

NOTE — Wherqg network service primitives, TPDUs and parameters
used are not significant for a particular element of procedure, they
have not been irjcluded in the specification.

6.1 Assignment to network connection

6.1.1 Purposde

The procedure|is used in all classes to assign transport connec-
tions to network connections.

6.1.2 Network service primitives

The procedure|uses the following network service primitives :
a) N-CONNECT;

b) N-DISCONNECT.

6.1.3 Procedure

Each transport connection shall be assigned to a network con-
nection. The iritiator may assign the transport connection to an
existing netwdrk connection of which'it is the owner or to a
new network ¢onnection (see nate)T) which it creates for this
purpose.

The initiator shall not assign or reassign the transport connec-
tion to an existing network connection if the protocol class(es)
proposed or the class in use for the transport connection are in-
compatible wifhnthe’ current usage of the network connection

c) any TPDU when splitting (see 6.23),i$ used.

NOTES

1 When a new network connection is ereated, the quality of service
requested is a local matter, although'it will normally be related to the
requirements of transport connégtion{s) expected {o be assigned to it.

2 An existing network connection may also not be suitable if, for
example, the quality of serVice requested for the transport connection
cannot be attained by-using or enhancing the netyork connection.

3 A network connéction with no transport conneftion(s} assigned to
it, may be avdilable after initial establishment, or| because all of the
transport confections previously assigned to it have been released. Itis
recommended that only the owner of such a network connection
shouldrelease it. Furthermore, it is recommended that it not be releas-
ed immediately after the transmission of the final TPDU of a transport
connection; either a DR TPDU in response to CR
inJresponse to DR TPDU. An appropriate delay
concerned to reach the other transport entity allowing the freeing of
any resources associated with the transport conngction concerned.

4 After the failure of a network connection, trahsport connections
which were previously muitiplexed together may [be assigned to dif-
ferent network connections, and vice versa.

6.2 Transport protocol data unit (TPDU) transfer

6.2.1 Purpose
The TPDU transfer procedure is used in all ¢lasses to convey

transport protocol data units in user data fields of network ser-
vice primitives.

6.2.2 Network service primitives

The procedure uses the following network s¢rvice primitives :

with respect t

During the resynchronization (see 6.14) and reassignment after
failure (see 6.12) procedures, a transport entity may reassign a
transport connection to another network connection joining
the same NSAPs, provided that it is the owner of the network
connection and that the transport connection is assigned to
only one network connection at any given time.

During the splitting procedure {see 6.23), a transport entity may
assign a transport connection to any additional network con-
nection joining the same NSAPSs, provided that it is the owner
of the network connection and that multiplexing is possible on
the network connection.

a) N-DATA;

b) N-EXPEDITED DATA.

6.2.3 Procedure

The transport protocol data units (TPDUs} defined for the pro-
tocol are listed in 4.2.

When the network expedited variant has been selected for class
1, the transport entities shall transmit and receive ED and EA
TPDUs as NS-user data parameters of N-EXPEDITED DATA
primitives.
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In all other cases, transport entities shall transmit and receive
TPDUs as NS-user data parameters of N-DATA primitives.

When a TPDU is put into an NS-user data parameter, the
significance of the bits within an octet and the order of octets
within a TPDU shall be as defined in 13.2.

NOTE — TPDUs may be concatenated (see 6.4}
6.3 Segmenting and reassembling

6.3.1 Purpose

A transport entity shall accept a valid set of concatenated
TPDUs.

NOTES

1 The TPDUs within a concatenated set may be distinguished by
means of the length indicator parameter.

2 The end of a TPDU containing data is indicated by the termination
of the NSDU.

3 The number of concatenated TPDUs referred to in 6.4.2.a) is
bounded by the maximum number of transport connections which are
multiplexed together except during assignment or reassignment.

The segmenting|and reassembling procedure is used in all
classes to map T|SDUs onto TPDUs.

6.3.2 TPDUs and parameter used

The procedure
parameter :

makes use of the following TPDU and

DT TPDUs
— End of TSDU.

6.3.3 Procedute

A transport entity shail map a TSDU on to an ordered sequence
of one or more DT TPDUs. This sequence shall not be inter-
rupted by other DT TPDUs on the same transport connection.

All DT TPDUs except the last DT TPDU in a sequence greater
than one shall hgve a length of data greater than zero.
NOTES

1 The EOT paranjeter of a DT TPDU indicates whether or ot there
are subsequent DT| TPDUs in the sequence.

2 There is no requirement that the DT TPDUs shallbe“of the max-
imum length selected during connection establishment.

6.4 Concatenation and separation

6.4.1 Purpose

The procedure flor concaténation and separation is used in
classes 1, 2, 3 arld 4 to convey multiple TPDUs in one NSDU.

6.4.2 Proceduge

6.5 Connection establishment

6.5.1 Purpose

The procedure for connection .€stablishment|is used in alf
classes to create a new transpgrt-connection.

6.5.2 Network serviceprimitives
The procedure uses-the following network service primitive :

N-DATA.

6.5.3 <TPDUs and parameters used
The. procedure uses the following TPDUs and parameters :

a) CR TPDU
— CDT;
— DST-REF (set to zero);
— SRC-REF;

— CLASS and OPTIONS (i.e. preferrdd class, use of
extended format, non-use of explicit flow control in
class 2);

— calling TSAP-ID;

— called TSAP-ID;

— TPDU size (proposed);
— - version number;

— protection parameter;

— checksum;

— _additional option selection (i.e. use of network

A transport entity may concatenate TPDUs from the same or
different transport connections, while maintaining the order of
TPDUs for a given transport connection compatible with the
protocol operation.

A valid set of concatenated TPDUs may contain

a) any number of TPDUs from the following list : AK, EA,
RJ, ER, DC TPDUs, provided that these TPDUs come from
different transport connections;

b) no more than one TPDU from the foliowing list : CR,
DR, CC, DT, ED TPDUs; if this TPDU is present, it shall be
placed last in the set of concatenated TPDUs.

10

expedited in class 1, use of receipt confirmation in
class 1, non-use of checksum in class 4, use of transport
expedited data transfer service);

— alternative protocol class(es);
— acknowledge time;

— throughput {proposed);

— residual error rate (proposed);
—  priority (proposed);

— transit delay (proposed);

— reassignment time;

— user data;
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b) CC TPDU
—  CDT;
— DST-REF;
— SRC-REF;
— CLASS and OPTIONS (selected);
— calling TSAP-ID;
— called TSAP-ID;
— TPDU size (selected);
— protection parameter;

— checksum;

ISO/IEC 8073 : 1988 (E)

initiator shall acknowledge the CC TPDU as defined in table 5
(see 6.13)

When the network expedited variant of the expedited data
transfer {see 6.11) has been agreed (possible in class 1 only),
the responder shall not send an ED TPDU before the CC TPDU
is acknowledged.

The following information is exchanged :
a) references : Each transport entity chooses a reference

to be used by the peer entity which is 16 bits long and which
is arbitrary under the following restrictions :

— additional option selectlon (selected);
— ackowledge time;

— throughput (selected);

—  residlual error rate (selected);

—  priofity {selected);

— trankit delay (selected);

— usef data.

6.5.4 Procedure

A transport donnection is established by means of one
transport entity (the initiator) transmitting a CR TPDU to the
other transport|entity (the responder), which replies with a CC
TPDU.

Before sending|the CR TPDU, the initiator assigns the transport
connection beihg created to one (or more if the splitting prox
cedure is being used) network connection(s). It is this set of
network connegtions over which the TPDUs are sent.

NOTE — Even if[the initiator assigns the transport connection to more
than one network connection, all the CR TPDUs (if fépeated) or DR
TPDU(s) with D$T-REF set to zero which are sent prior to the receipt
of the CC TPDU khall be sent on the same network-Connection, unless
an N-DISCONNHCT indication is received. (This‘is necessary because
the remote entify may not support class\4'and therefore may not
recognize splitting.) If the initiator has.made other assignments, it will
use them only afier receipt of a class 4 CC TPDU (see also the splitting
procedure 6.23).

During this ex¢hange, all information and parameters needed
for the transpprt entities to operate shall be exchanged or
negotiated.

NOTE — Except 4

optional timer TS1 at the tlme the CR TPDU is sent This tlmer should
be stopped when the connection is considered as accepted or refused
or unsuccessful. If the timer expires, the initiator should reset or
disconnect the network connection and, in classes 1 and 3, freeze the
reference (see 6.18). For all other transport connection(s) muiltiplexed
on the same network connection the procedures for reset or discon-
nect as appropriate should be followed.

When an unexpected duplicated CR TPDU is received (with
class 4 as preferred class) it shall be ignored in classes 0, 1, 2
and 3 and a CC TPDU shall be returned in class 4.

After receiving the CC TPDU for a class which includes the pro-
cedure for retention until acknowledgement of TPDUs the

1) it shall not already be in use nonflozen (see 6.18),
2) it shall not be zero.

This mechanism is symmetriCal-and provifles identification
of the transport connection)independent of the network
connection. The range-of references used for transport con-
nections, in a given/transport entity, is a local matter.

b) calling and( called TSAP-IDs (optionJaI) : when either
network addréss unambiguously definds the transport
address this information may be omitted.

¢} _initial credit : Only relevant for classgs which include
the explicit flow control function.

d) user data : Not available if class 0 is tihe preferred class
(see the note). Up to 32 octets in other classes.

NOTE — If class O is a valid response according fo table 3, inclusion
of user data in the CR TPDU may cause the r¢sponding entity to
refuse the connection (for example if it only sypports class 0}.

e) acknowledgement time : Only in clasg 4.
f} checksum parameter : Only in class 4

g} protection parameter. This parameter pnd its semantics
are user defined.

The following negotiations take place :

h} protocol class : The initiator shall prgpose a preferred
class and may propose any number of alternative classes
which permit a valid response as defined in table 3. The
initiator should assume when it sends the CR TPDU that its
preferred class erI be agreed to, and commence the pro-

S A class cepl that if class 0 or
class 1is an alternatrve class multlplexmg shall not com-
mence until a CC TPDU selecting the use of classes 2, 3 or4
has been received.

NOTE — This means, for example, that when the preferred class
includes resynchronization {see 6.14) the resynchronization will
occur if a reset is signalled during connection establishment.

The responder shall select one class defined in table 3 as a
valid response corresponding to the preferred class and to
the class(es), if any, contained in the alternative class
parameter of the CR TPDU. It shall indicate the selected
class in the CC TPDU and shall follow the procedures for
the selected class.

"
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Table 3 — Valid responses corresponding to the preferred class and any alternative class proposed in the CR TPDU

Preferred Alternative class

class 0 1 2 3 4 none

0 not valid not valid not valid not valid not valid class 0

1 class 1 or 0 class 1 or 0 not valid not valid not valid class 1 or 0

2 class 2 or 0 not valid class 2 not valid not valid class 2

3 class 3, 20r 0 class 3,2, 1or0 class 3 or 2 class 3 or 2 not valid class 3 or 2

4 class 4,2 or 0 class4,2,10r0 class 4 or 2 class 4, 3or2 class 4 or 2 class 4 or 2
If the preferr i ipt of the 1) reassignment time parameter : This indjcates the time
CC TPDU thelinitiator shall adjust its operation according to for which the initiator will persist in followirlg the reassign-
the procedurgs of the selected class. ment after failure procedure.
NOTES The negotiation rules for the optionsdre such that the initiator
1 The valid regponses indicated in table 3 result from both explicit may propose either to use or _not to use the option. The
negotiation, whereby each of the classes proposed is a valid responder may either accept the\proposed chojce or select an
response, and mplicit negotiation whereby alternative choice as defined-in“table 4.

a) if class|3 or 4 is proposed then class 2 is a valid response; .
When a parameter [whichi§ valid for the proposged class(es)] is
absent and a default'value is defined in this Intgrnational Stan-

2 Negotiation| from class 2 to class 1 and from any class to an dard, this is equivalent to the presence of the parameter with
higher-numbergd class is not valid. the default value.

b) if class|1 is proposed then class 0 is a valid response.

3 Redundant combinations are not a protocol error.

In class 2;-whenever a transport entity requests pr agrees to the

j) TPDU siz¢ : The initiator may propose a r_naximum size transpoOrt “expedited data transfer service or [to the use of
for TPDUs, and the responder may accept this value or re- extended formats, it shall also request or agree {respectively) to
spond with any value between 128 and the proposed value the use of explicit flow control.

in the set of yalues available [see 13.3.4.b}].

NOTE — The lgngth of the CR TPDU does not exceed 128 octets Table 4 — Negotiation of options during
(see 13.3). connection establishment

k) normal of extended format : Either normal or extended P : -
. L . . . roposal [Valid selection
is available. YWhen extended is used this applies:to)CDT, Option made by the by the
TPDU-NR, ED-TPDU-NR, YR-TU-NR and YR:EDTU-NR initiator responder
parameters. Transport expedited data
m) checksun selection : This defines whether or not I::T::Sf:; ?er;m; 4 only) T\f: Yes,\?(; No
TPDUs of thg connection are to include a checksum. e

Use of receipt confirmation Yes Yes or No
n) quality ¢f service parameters: This defines the {class 1 only) No No
throughput, transit delay, priority and residual error rate. Use of the network expedited

variant Yes Yes or No
NOTE — The fransport service defines transit delay as requiring a (class 1 only) No No
previously statpd average\TSDU size as a basis for any specifi- Non-use of checksurm Yes Yes or No
cation. This pfotocol-as specified in 13.3.4.n}), uses a value at (class 4 only) No No
128 octets. Canvetsien’ to and from specifications based upon
some other valpé.is.d local matter. Non-use of explicit flow control Yes Yes or No

tctass2-onty} MNo No
p) the non-use of explicit flow control in class 2. Use of extended format Yes Yes or No
q) the use of network receipt confirmation and network (classes 2, 3, 4 only) No No

expedited when class 1 is to be used.

r) use of expedited data transfer service : This allows both
TS-users to negotiate the use or non-use of the expedited
data transport service as defined in the transport service

NOTE — Table 4 defines the procedures for negotiation of options.
This negotiation has been designed such that if the initiator proposes
the mandatory implementation option specified in clause 14, the

(see 1SO 8072). responder has to accept use of this option over the transport connec-
tion except for the use of the transport expedited data transfer service
The following information is sent only in the CR TPDU : which may be rejected by the TS-user. If the initiator proposes a non-
mandatory implementation option, the responder is entitled to select
s) version number : This defines the version of the use of the mandatory implementation option for use over the transport
transport protocol standard used for this connection. connection,

12
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6.6 Connection refusal

6.6.1 Purpose

The connection refusal procedure is used in all classes when a
transport entity refuses a transport connection in response to a
CR TPDU.

6.6.2 TPDUs and parameters used

The procedure uses the following TPDUs and parameters :

ISO/IEC 8073 : 1988 (E)

6.7.2 Network service primitives

The procedure uses the following network service primitives :
a) N-DISCONNECT,
b) N-DATA.

6.7.3 TPDUs and parameters used

The procedure uses the following TPDUs and parameters

a) DR TPDU
a) DR TPDU ~  reason;
—  SR{( -KEF,; t1Sed data,
— reagon; - SRC-REF,
— usel data; —_ DST-REF,
b) ER TPDU b) DC TPDU.
— rejept cause; 6.7.4 Procedure for implicit variant
— invalid TPDU.

6.6.3 Procedure

If a transport gonnection cannot be accepted, the responder
shall respond o the CR TPDU with a DR TPDU. The reason
shall indicate [why the connection was not accepted. The
source referenge field in the DR TPDU shall be set to zero to
indicate an unassigned reference.

If a DR TPDU |s received the initiator shall regard the connec-
tion as releasegl.

The responder|shall respond to an invalid CR TPDU by sending
an ER or DR TPDU. If an ER TPDU is received in response‘to a
CR TPDU, thelinitiator shall regard the connection asTeleased.

NOTES

1 When the invalid CR TPDU can be identified.as having class 0 as
the preferred clgss, it is recommended to respond with an ER TPDU.
For all other invalid CR TPDUs either an ER-TPDU or DR TPDU may be
sent,

2 If the optional supervisory timer TS1 has been set for this connec-
tion then the initjiator should stop-the timer on receipt of the DR or ER
TPDU.

6.7 Normal release

6.7.1 Purpose

In the implicit variant either transport entity disconnects a
transport connection by disconnecting the network connection
to which it is assigned. When a transport g¢ntity receives an
N-DISCONNECT this should be considered ps the release of
the transport-connection.

6.7.5/ Procedure for explicit variant

When the release of a transport connection ig to be initiated, a
transport entity

a) if it has previously sent or received p CC TPDU (see
note 1) shall

1) send a DR TPDU;

2} discard all subsequently received TPDUs other than
a DR or DC TPDU;

3) consider the transport connectlon released on
receipt of a DR or DC TPDU;

b

if a) is not applicable, it shall

1) for classes other than class ## wait for the
acknowledgement of the outstanding CR TPDU; if it
receives a CC TPDU, it shall follow the procedures in
6.7.5.a).

2) for class 4 either send a DR TPDU|with a zero value
in the DST-REF field or follow the procedure in

The release procedure is used by a transport entity in order to
terminate a transport connection. The implicit variant is used
only in class 0. The explicit variant is used in classes 1, 2, 3
and 4.

NOTES

1 When the implicit variant is used (i.e. in class 0), the lifetime of the
transport connection is directly correlated with the lifetime of the net-
work connection.

2 The use of the explicit variant of the release procedure enables the
transport connection to be released independently of the underlying
network connection.

6.7.5.b}1. In the former case further receipt of a CC
TPDU specitying class 4 will be ignored. Receipt of CC
TPDU with another class will be processed as follows : if
the class is 0 the network connection shall be discon-
nected, otherwise a DR TPDU with the DST-REF field
set to the value of the SRC-REF field of the received CC
TPDU shall be sent and the release procedure of the
class is continued.

A transport entity that receives a DR TPDU shall

c) if it has previously sent a DR TPDU for the same
transport connection, consider the transport connection
released;

13
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d) ifit has p

reviously sent a CR TPDU that has not been

acknowledged by a CC TPDU, consider the connection
refused (see 6.6),

if the SRC-REF is not zero a DC TPDU shall be sent using

the SRC-REF

as the DST-REF;

NOTE — In this case the DR has been associated regardless of its
SRC-REF field (see 6.9.4).

e} if ¢) and d) are not applicable, send a DC TPDU and

consider the t

ransport connection released. If the received

DR has the DST-REF field set to zero, then a DC with SRC-
REF set to zero shall be sent, regardless of the local

reference.

NOTE — In other classes, since error recovery is used, the receipt of an
N-RESET indication or N-DISCONNECT indication will result in the in-
vocation of the errot recovery procedure.

6.9 Association of TPDUs with transport
connections

6.9.1 Purpose

This procedure is used in all classes to interpret a received
NSDU as TPDU(s) and, if possible, to associate each such
TPDU with a transport connection.

NOTE — If the| entity receiving such a DR TPDU has previously

decided to neg

iate down the class, this entity is always entitled to

consider such § DR TPDU as spurious. Since no association has

been made th

transport connection is not released at the

responder side ut the CC TPDU, when sent, will be answered by a

DR TPDU (spu
NOTES

1 This requiremery
remote reference fq

ious CC TPDU).

t ensures that the transport entity is aware of the
r the transport connection.

2 When the transport connection is considered as released the local

reference is either 3

3 After the releasd
can be released or
other transport con

4 Exceptin class 4
not receive acknow
either reset or dis
reference when apy
tion(s) multiplexed
or disconnect as ag

5 When a transpo
DR TPDU and the
consider the transp
classes 0 and 2, frg

vailable for re-use or is frozen (see 6.18).

 of a transport connection the network connection
Fetained to enable its re-use for the assignment of
nections (see 6.1).

, it is recommended that, if a transport entity does
edgement of a DR TPDU within time TS2, it should
onnect the network connection, and freeze the
ropriate (see 6.18). For ali other transport connec:
bn this network connection the procedures for reset
propriate should be followed.

rt entity is waiting for a CC TPDU before sending a
network connection is reset or released,” it should
ort connection released and, in classes other than
eze the reference (see 6.18).

6.8 Error release

6.8.1 Purpose

This procedure i

used only)in classes 0 and 2 to release a

transport connection oncthe receipt of an N-DISCONNECT or
N-RESET indication,

6.9.2 Network service primiftives |
The procedure uses the following network,service primitives :
a) N-DATA indication;
b} N-EXPEDITED DATA indication;
¢) N-RESET request;
d) N-DISCONNECT\request.

6.9.3 TPDUs and parameters used

The procedure uses the following TPDUs and parameters :

a)_any TPDU except CR TPDU, DT TPDU in classes 0 or 1
and AK TPDU in class 1

— DST-REF;

b) CR, CC, DR and DC TPDUs
— SRC-REF;

c) DT TPDU in classes 0 or 1 and AK TPOU in class 1.
6.9.4 Procedures

6.9.4.1 Identification of TPDUs
If the received NSDU or expedited NSDU canrjot be decoded
(i.e. does not contain one or more correct TPPUs) or is cor-
rupted (i.e. contains a TPDU with a wrong checksum) then the
transport entity shall

a) if the network connection on which the error is
detected has a class 0 or class 1 transpprt connection

6.8.2 Network

service primitives

The procedure uses the following service primitives :

a) N-DISCONNECT indication;

b} N-RESET

indication.

6.8.3 Procedure

When, on the network connection to which a transport con-

nection is assign
ation is received,

ed, an N-DISCONNECT or N-RESET indic-
both transport entities shall consider that the

transport connection is released and so inform the TS-users.

14

assigned-to—it—treat-as—a-protecelerror{seé 6.22) for that

transport connection;
b) otherwise :

1) if the NSDU can be decoded but contains corrupted
TPDUs, discard the TPDUs (class 4 only) and optionally
apply 6.9.4.1.b)2);

2) if the NSDU cannot be decoded issue an N-RESET
or N-DISCONNECT request for the network connection
and for all the transport connections assigned to this
network connection (if any), apply the procedures defin-
ed for handling of network signalled reset or disconnect.
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If the NSDU can be decoded and is not corrupted, the
transport entity shall

a) if the network connection on which the NSDU was
received has a class 0 transport connection assigned to
it, consider the NSDU as forming one TPDU and
associate the TPDU with the transport connection (see
6.9.4.2);

b) otherwise, invoke the separation procedures and for
each of the individual TPDUs in the order in which they
appear in the NSDU apply the procedure defined in
6.9.4.2.

ISO/IEC 8073 : 1988 (E)

c) If the TPDU is a DC TPDU then it is associated with the
transport connection to which the DST-REF is allocated,
unless the SRC-REF is not the expected one, in which case
the DC TPDU is discarded.

d) if the TPDU is a DR TPDU then there are four cases :

1) if the SRC-REF is not as expected then a DC TPDU
with DST-REF equal to the SRC-REF of the received DR
TPDU is sent back and no association is made;

2) ifa CR TPDU is unacknowledged then the DR TPDU
is associated with the transport connection, regardless
of the value of its SRC-REF parameter;

6.9.4.2 Associgtion of individual TPDUs

If the received TPDU is a CR TPDU and, if it is a duplicate, as
recognized by using the NSAPs of the network connection,

and the SRC-REF parameter, then it is associated with the
.transport connegtion created by the original copy of the CR
TPDU; otherwiseg, it is processed as requesting the creation of a
new transport cpnnection.

If the received TIPDU is a DT TPDU and the network connec-
tion has a class ( or 1 transport connection assigned to it, or an
a class 1 transport connection is assigned,
then the TPDU is associated with the transport connection.

Otherwise, the PST-REF parameter of the TPDU is used to
identify the tramsport connection. The following cases are
distinguished :

a) if the DYT-REF is not allocated to a transport connec-
tion, the trangport entity shall respond on the same network
connection \;{ith a DR TPDU if the TPDU is a CC TPDU,
with a DC TPDU if the TPDU is a DR TPDU and shall
discard the TPDU if neither a DR TPDU nor CC TRPBU. No
association wWith a transport connection is made:

NOTE — If thel DR is carrying a SRC-REF field set'to zero, then no
DC should be sent.

b) if the DYT-REF is allocated.-to._a transport connection,
but the TPD is received on a network connection to which
this connectipn has not been.assigned then there are three
cases :

1) if the|transport connection is of class 4 and if the
TPDU is feceived on a network connection with the
same pair| of NSAPs as that of the CR TPDU then the

3} if the transport entity implements(class 4 and if the
DST-REF is zero and there is an_unacknowledged CC
TPDU or T-CONNECT RESPONSE is awaited, then the
DR TPDU shall be associated with the transport connec-
tion holding the SRC-REF as the remot¢ reference;

4) otherwise, the (DR TPDU is assog¢iated with the
transport connection identified by [the DST-REF
parameter;

e) if the TPDUis a CC TPDU whose DST}REF parameter
identifies anyopen connection {one for which a CC TPDU
has beén previously received), and the SRC-REF in the CC
TPDU does not match the remote reference, then a DR
TPDU is sent back with DST-REF equal to the SRC-REF of
the received CC TPDU and no association |s made.

f) if none of the above cases apply thgn the TPDU is

associated with the transport connection identified by the
DST-REF parameter.

6.10 Data TPDU numbering

6.10.1 Purpose
Data TPDU numbering is used in classes 1, 2 (g@xcept when the
non-use of explicit flow control option is selected), 3 and 4. Its

purpose is to enable the use of recovery, flow control and re-
sequencing functions.

6.10.2 TPDUs and parameters used

The procedure uses the following TPDU and parameter :

DT TPDU

TPDU is associated with this transport connection and
considered as performing assignment;

2) if the transport connection is not assigned to any
network connection (waiting for reassignment after
failure) and if the TPDU is received on a network con-
nection with the same pair of NSAPs as that of the CR
TPDU then the association with that transport connec-
tion is made, except in the case of DC, DR and CC
TPDUs which are respectively described in 6.9.4.2 c),
d), e);

3) otherwise, the TPDU is considered as having a DST-
REF not allocated to a transport connection [(case a)l;

— TPDU-NR.

6.10.3 Procedure

A transport entity shall allocate the sequence number zero to
the TPDU-NR of the first DT TPDU which it transmits for a
transport connection. For subsequent DT TPDUs sent on the
same transport connection, the transport entity shall allocate a
sequence number one greater than the previous one.

When a DT TPDU is retransmitted, the TPDU-NR parameter

shall have the same value as in the first transmission of that DT
TPDU.

15
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Modulo 2**7 arithmetic shall be used when normal formats
have been selected and modulo 2**31 arithmetic shall be used
when extended formats have been selected. In this Inter-
national Standard the relationships ““greater than”” and “less
than’’ apply to a set of contiguous TPDU numbers whose range
is less than the modulus and whose starting and finishing
numbers are known. The term “less than’’ means ““occurring
sooner in the window sequence’’ and the term “‘greater than”
means “‘occurring later in the window sequence”.

6.11 Expedited data transfer

6.11.1 Purpose

6.12 Reassignment after failure

6.12.1 Purpose
The reassignment after failure procedure is used in classes 1

and 3 to commence recovery from an NS-provider signalled
disconnect.

6.12.2 Network service primitives
The procedure uses the following network service primitive :

N-DISCONNECT indication

Expedited data fransfer procedures are selected during connec-
tion establishment. The network normal data variant may be
used in classes [I, 2, 3 and 4. The network expedited variant is
only used in class 1.

6.11.2 Netwo[k service primitives
The procedure gises the following network service E)rimitives :
a) N-DATA;

b) N-EXPEDITED DATA.

6.11.3 TPDU]‘and parameters used

The procedure Uises the following TPDUs and parameters :

a) ED TPDU

— ED T|PDU-NR;
b) EA TPDY

— YR-HDTU-NR.

6.11.4 ProceTres

The TS-user data parameter of each) T-EXPEDITED DATA
request shall be conveyed as the datafield of an Expedited Data
(ED) TPDU.

Each ED TPDU received )shall be acknowledged by an
Expedited Acknpwledge(EA) TPDU.

No more than ohe ED TPDU shall remain unacknowledged at

6.12.3 Procedure

When an N-DISCONNECT indication ‘is received for the net-
work connection to which a transport connection is assigned,
the initiator shall apply one of(the following alternatives :

a) if the TTR timerchas not already run jout and no DR
TPDU is retained

1) assign\the transport connection to|a different net-
work connection (see 6.1) and start its [TTR timer if not
already started

2)  while waiting for the completion of|assignment if

— an N-DISCONNECT indication is
repeat the procedure from 6.12.3.a)

received,

— the TTR
6.12.3.b);

timer expires, beggin procedure

3) when reassignment is completed, begin resyn-
chronization (see 6.14) and

— if a valid TPDU is received as the result of the
resynchronization, stop the TTR timgr, or

— if TTR runs out, wait for the neixt event, or

— if an N-DISCONNECT indicatipn is received,
begin either procedure 6.12.3.a) or §.12.3.b) depen-
ding on the TTR timer.

NOTE — After TTR expires and while waiting for the next
event, it is recommended that the initiatof set a timer with a

any time for each direction of a transport connection.

An ED TPDU with a zero length data field shall be treated as a
protocol error.

NOTES

1 The network normal data variant is used, except when the network
expedited variant (available in class 1 only), has been agreed, in which
case ED and EA TPDUs are conveyed in the data fields of
N-EXPEDITED DATA primitives (see 6.2.3).

2 No TPDUs can be transmitted using the network expedited variant
until the CC TPDU becomes acknowledged, to prevent the network
expedited variant from overtaking the CC TPDU.
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value equal 10 : i5 timer expires before the next
event, the initiator should begin the procedure in 6.12.3, b).

b) if the TTR timer has run out, consider the transport
connection as released and freeze the reference (see 6.18);

c) if a DR TPDU is retained and the TTR timer has not run
out, then follow the actions in either 6.12.3.a) or 6.12.3.b).

The responder shall start its TWR timer if not already started.
The arrival of the first TPDU related to the transport connection
(because of resynchronization by the initiator) completes the
reassignment after failure procedure. The TWR timer is stop-
ped and the responder shall continue with resynchronization
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(see 6.14). If reassignment does not take place within this time,
the transport connection is considered released and the
reference is frozen (see 6.18).

6.12.4 Timers
The reassignment after failure procedure uses two timers :

a) TTR, the time to try reassignment/resynchronization
timer;

b) * TWR, the time to wait for reassignment/resynchroniz-
ation timer.

ISO/IEC 8073 : 1988 (E)

6.13.2 Network service primitives

The procedure uses the following network service primitives :
a) N-DATA; ’
b} N-DATA ACKNOWLEDGE.

6.13.3 TPDUs and parameters used

The procedure uses the following TPDUs and parameters :
a) CR, CC, DR and DC TPDUs;
b} RJ and AK TPDUs

YR.TLJ I\ID;

The TTR timer i$ used by the initiator. Its vaiue shall not exceed
2 min minus thg sum of the maximum disconnect propagation
delay and the maximum transit delay of the network connec-
tions (see note 1). The value for the TTR timer may be indicated
in the CR TPDY.

The TWR timer|is used by the responder. If the reassignment
time parameter|is present in the CR TPDU, the TWR timer
value shall be gfeater than the sum of the TTR timer plus the
maximum discgnnect propagation delay plus the maximum
transit delay of the network connections.

If the reassignment time parameter is not present in the CR
TPDU, a defaultvalue of 2 min shall be used for the TWR timer.

NOTES

1 Provided that the required quality of service is met, TTR may be set
to zero (i.e. no reEssignment). This may be done, for example, if the
rate of NS-providgr generated disconnects is very low.

2 Inclusion of the reassignment time parameter in the CR TPBU
allows the responfer to use a TWR value of less than 2 min.

3 If the optional| TS1 and TS2 timers are used, it is recommended
a) to stop T$1 or TS2 if running when TTR or TWR is started;

b) to restart| TS1 or TS2 if necessary when the corresponding
TPDU (CR TPDU or DR TPDU respectively) is repeated;

c) to select for TS1 and TS2 values greater than TTR.
6.13 Retention until acknowledgement of TPDUs

6.13.1 Purpose

The retention u
used in classes 1, 3 and 4 to enable and minimize retrans-
mission after possible loss of TPDUs.

The confirmation of receipt variant is used only in class 1 when
it has been agreed during connection establishment (see the
note).

The AK variant is used in classes 3 and 4 and also in class 1
when the confirmation of receipt variant has not been agreed
during connection establishment.

NOTE — Use of the confirmation of receipt variant depends on the
availability of the network layer receipt confirmation service and the ex-
pected cost reduction.

c¢) DT TPDU

— TPDU-NR;
d) ED TPDU

— ED-TPDU-NR;
e} EATPDU

—  YR-EDTU-NR(¢

6.13.4 Procedurés

Copies of the-following TPDUs shall be retained upon trans-
mission te permit their later retransmission :

CR,» CC, DR, DT and ED TPDUs

except in the following case : if a DR TPDU is
to a CR TPDU there is no need to retain a

sent in response
topy of the DR

TPDU.
A copy of each of these TPDUs shall be retained until

a) it is acknowledged, as specified in table 5; or
b) the transport connection is released.
In the confirmation of receipt variant, applicabl¢ only in Class 1,
transport entities shall

a) set the confirmation request parameten only if the data
parameter contains a CC or DT TPDU (see|notes 1 and 2);

b) issue an N-DATA ACKNOWLEDGE request when it
receives an N-DATA indication with the confirmation
request parameter set.

NOTES

to decide which
N-DATA requests should have the confirmation request parameter set.
This decision will normally be related to the amount of storage available
for retained copies of the DT TPDUs.

2 Use of the confirmation request parameter may affect the quality of
network service.

6.14 Resynchronization

6.14.1 Purpose

The resynchronization procedures are used in classes 1 and 3 to

restore the transport connection to normal after a reset or dur-
ing reassignment after failure according to 6.12.

17
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Table 5 — Acknowledgement of TPDUs

a) the transport entity is the responder. In this case the

passive resynchronization procedure shall
(see 6.14.4.2);

be carried out

b) the transport entity has elected not to reassign [see

6.12.3.c)l.

NOTE — In case b}, no resynchronization takes place.

6.14.4.1 Active resynchronization procedures

The transport entity shall carry out one of the following

actions :

Retained . Retained until
TPDU Variant acknowledged by :
CR Both CC, DR or ER TPDU
DR Both DC or DR (in case of colli-
sion) TPDU
cC Confirmation N-DATA ACKNOWLEDGE
of receipt indication, RJ, DT, EA or
variant ED TPDU
cC AK variant RJ, DT, AK, ED or EA
TPDU
DT Confirmation N-DATA ACKNOWLEDGE
of receipt indication corresponding to
variant an N-DATA request which
conveyed, or came after,
the DT TPDU
DT AK variant AK or RJ TPDU for which
the YR-TU-NR is greater
than TPDU-NR in the DT
TPDU
ED Both EA TPDU for which the YR-
EDTU-NR is equal to the
ED-TPDU-NR in the ED
TPDU

6.14.2 Netwo]k service primitives

The procedure

N-RESET ind

6.14.3 TPDUs

ses the following network service primitive :

ication.

and parameters used :

The procedure Uses the following TPDUs and parameters :

a) if the TTR timer has been previously stzjted and has run

out (i.e. no valid TPDU has been recéive
connection is considered as released’/and
frozen (see 6.18);

b} otherwise, the TTR timer)shall be star
already running) and the first which becon
the following actions shall be taken :

1) if a CR TRDU.is unacknowiedged, th
entity shall tetransmit it;

2) if aDR TPDU is unacknowled
transport entity shall retransmit it;

), the transport
the reference is

ted (unless it is
he applicable of

en the transport

ged, then the

3) Y otherwise, the transport entity shall carry out the

data resynchronization procedures (6.14

The TTR timer shall be stopped when a valid T

6.14.4.2 Passive resynchronization procedur]s

The transport entity shall not send any TPDUs

been received. The transport entity shall start it
has not already been started (due t
N-DISCONNECT or N-RESET indication). If th

4.3).

PDU is received.

ntila TPDU has
5 TWR timer if it
D a previous
e timer runs out

prior to the receipt of a valid TPDU which comnmences resyn-

chronization (i.e. CR or DR or ED or RJ TPD

U} the transport
he reference is

tity shall stop its
ing appropriate

1) the transport

a) CR, DR,|CC and DC TPDUs; connection is considered as released and t
released (see 6.18).
b) RJ TPDWs
—  YR-TU-NR; When a valid TPDU is received the transport en
TWR timer and carry out one of the follow
c) DT TPDUs actions, depending on the TPDU :
— TPDU-NR; a) ifitis a DR TPDU, then the transport entity shall send a
DC TPDU; T
d) ED TPDUs
— ED-TPDU-NR: b) if it is a repeated CR TPDU (see note
entity shall carry out the appropriate action from the follow-
e) EA TPDUs ing :
— YR-EDTU-NT.

6.14.4 Procedure

A transport entity which is notified of the occurrence of an
N-RESET or which is performing ‘‘reassignment after failure”
according to 6.12 shall carry out the active resynchronization
procedure (see 6.14.4.1) unless any of the following apply :

18

1) if a CC TPDU has already been sent,

and

acknowledged : treat as a protocol error;

2) if a DR TPDU is unacknowledged (whether or not a
CC TPDU is unacknowledged) : retransmit the DR
TPDU, setting the source reference to zero;

3) if the T-CONNECT response has not yet been re-

ceived from the user : take no action;
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4) otherwise : retransmit the CC TPDU followed by
any unacknowledged ED TPDU (see note 2} and any DT
TPDU,

NOTES

1 A repeated CR TPDU can be identified by being on a net-
work connection with the appropriate network addresses and
having a correct source reference.

2 The transport entity should not use network expedited until
the CC TPDU is acknowledged (see 6.5). This rule prevents the
network expedited from overtaking the CC TPDU.

¢) if it is an RJ or ED TPDU then one of the following

ISO/IEC 8073 : 1988 (E)

6.15.2 TPDUs and parameters used
The procedure uses the following TPDUs and parameters :
CC, DR, DC, DT, AK, ED, EA, RJ and ER TPDUs
— DST-REF
6.15.3 Procedure
The transport entities shall be able to send and receive on the

same network connection TPDUs belonging to different
transport connections.

actions shallbe-taken—

1) if a| DR TPDU is unacknowledged, then the
transport] entity shall retransmit it;

2) if a £C TPDU is unacknowledged, the RJ or ED
TPDU shall be considered as acknowledging the CC
TPDU, and the transport entity shall carry out the data
resynchronization procedures {6.14.4.3);

3) if a ¢C TPDU was never sent, the RJ or ED TPDU
should b¢ considered as a protocol error;

4) othefwise, the transport entity shall carry out the
data resynchronization procedures (6.14.4.3).

6.14.4.3 Data fesynchronization procedures

The transport eptity shall carry out the following actions in the
following order|:

a) (reltrangmit any ED TPDU which is unacknowledged;

b) transmif{ an RJ TPDU with YR-TU-NR field set to the
TPDU-NR of the next expected DT TPDU;

c) wait for[the next TPDU from the other fransport entity,
unless an RJ or DR TPDU has already been received; if a DR
TPDU is repeived the transport entity. shall send a DC
TPDU, freeze the reference, inform,'the TS-user of the
disconnectiqn and take no further)action [i.e. it shall not
follow the procedures in 6,14.4/3.d)]. If an RJ TPDU is
received, the procedure of.6:14.4.3.d) shall be followed. If
is received the-procedures as described in 6.11

shall be followed. If it is alduplicated ED-TPDU the transport — flow control confirmation;
entity shall acknowledge it with an EA TPDU, discard the

duplicated TPDWY and wait again for the next TPDU; d) RJ TPDU

d)  (reltransmit—ery—DT—TPBUs—which—are—tmackrows = YR-TLU-NR

NOTES

‘1 When performing demuiltiplexing the transport cgnnection to which
the TPDUs apply is determined by the procedures glefined in 6.9.

2 Multiplexing allows the concatenation’ of TPDU3 belonging to dif-
ferent transport connections to be transferred in the same N-DATA
primitive (see 6.4).

6.16 Expilicit flow control

6.16.1 Purpodse
The explicit flow control procedure is used in dlasses 2, 3 and 4

to regulate the flow of DT TPDUs independgntly of the flow
control in the other layers.

6.16.2 TPDUs and parameters used
The procedure uses the following TPDUs and| parameters :

a) CR, CC, AK and RJ TPDUs

— CDT;
b) DT TPDU

— TPDU-NR;
c) AK TPDU

—  YR-TU-NR;

— subsequence number;

ledged, subject to any applicable flow control procedures
(see the note).

NOTE — The RJ TPDU may have reduced the credit.
6.15 Multiplexing and demultiplexing

6.15.1 Purpose

The multiplexing and demultiplexing procedures are used in
classes 2, 3 and 4 to allow several transport connections to
share a network connection at the same time.

6.16.3 Procedure

The procedures differ in different classes. They are defined in
the clauses specifying the separate classes.

6.17 Checksum

6.17.1 Purpose

The checksum procedure is used to detect corruption of
TPDUs by the NS-provider.

19
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NOTE — Although
of errors expected

a checksum algorithm has to be adapted to the type
on the network connection, at present only one

algorithm is defined.

6.17.2 TPDUs and parameters used

The procedure uses the following TPDUs and parameters :

All TPDUs

— checksum.

6.17.3 Procedure

The checksum shall be used only in class 4. It shall always be

used for the CR
unless the non-
nection establish

The sending tra
checksum paran
satisfied :

L

Za,-=0(
i=1
L
by

i=1

ia,-=0

where

i is the num
{see 13.2);

se of the checksum was selected during con-
ment.

nsport entity shall transmit TPDUs with the
eter set such that the following formulae are

modulo 255)

modulo 255)

ber (i.e. position) of an octet within the TPDU

a; is the val

e of octet in position i;

L is the length of TPDU in octets.

A transport enti

which receives a TPDU for a transport con-

nection for whidh the use of the checksum has been-agreed
and which does not satisfy the above formulae shall discard the
TPDU (see also pote 2).

When a spurious TPDU is received and an answer has to be
sent, the transport entity shall

a) if it suppprts the checksumialgorithm and the received
TPDU contaifs a checksumeparameter, include a checksum
parameter in the answering-TPDU; or

b} in all other cases, not include a checksum parameter in
the answering TPDU,

An entity not sypporting the checksum may always suppose

4 When a TPDU is received on a network connectio

n, it is impossible

to know with certainty that only class 4 transport connections use this
network connection as it may be a TPDU performing reassignment.

Consequently the only way to check the validity is as follows :

a) if the network connection is used by a class 0 or class 1

transport connection, there is no checksum;
b) examine the TPDU code;
¢) deduce the fixed part length;

d) from LI, deduce the variable part;

e) go through parameters and if the checksum parameter
found, then verify it;

class 4 and drop it;

g) ifitis correct, then associate the TPDU ‘with
nection; if the transport connection uses.the ch
rect; otherwise, it shall be considered-as a proto

6.18 Frozen references

6.18.1 Purpose
This procedure shall’ be used in order to prev

reference while" TPDUs associated with the
reference may still exist.

6.18.2°( Procedure

When a transport entity determines that a partic|

S

pgrt connection is

a transport con-
bcksum, it is cor-
tol error.

ent re-use of a
bld use of the

ular connection

is released it shall place the reference which it has allocated to

the connection in a frozen state according to th
the class. While frozen, the reference shall not

NOTE — The frozen reference procedure is ne
retransmission or misordering can cause TPDUs bear
arrive at an entity after it has released the conned

allocated the reference. Retransmission, for examplg,

the class includes either resynchronization (see 6.14}
on time-out (see 6.19}.

6.18.2.1 Procedure for classes 0 and 2

This International Standard does not specifiy f
procedures for classes 0 and 2.

NOTE — For consistency with other classes, referend
as a local matter.

e procedures of
be re-used.

cessary because
ng a reference to
tion for which it
can arise when
or retransmission

tozen reference

es may be frozen

that a CR TPDU with class 4 proposed is correct and therefore

negotiate down to a class lower than 4.

NOTES

1 An efficient algorithm for determining the checksum parameters is

given in annex B.

2 If the checksum is incorrect, it is impossible to know with certainty
to which transport connection the TPDU is related; further action may
be taken for all the transport connections assigned to the network con-

nection (see 6.9).

3 The checksum proposed is easy to calculate and so will not impose
a heavy burden on implementations. However, it will not detect inser-
tion or loss of leading or trailing zeros and will not detect some octets

misordering.
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8.18.2.Z Procedure for classes 1 and 3

The frozen reference procedure is used except in the following

cases (see note 1} :

a) when the transport entity receives a
response to a DR TPDU which it has sent (

DC TPDU in
see note 2);

b) when the transport entity sends a DR or ER TPDU in
response to a CR TPDU which it has received (see note 3);

¢) when the transport entity has considered the connec-
tion to be released after the expiration of the TWR timer

(see note 4);
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d) when the transport entity receives a DR or ER TPDU in
response to a CR TPDU which it has sent.

The period of time for which the reference remains frozen shall
be greater than the TWR time.
NOTES

1 However, even in these cases, for consistency freezing the
reference may be done as a local decision.

2 When the DC TPDU is received it is certain that the other transport
entity considers the connection released.

3 When the DR or ER TPDU is sent the peer transport entity has not
been informed of any reference assignment and thus cannot possibly

ISO/IEC 8073 : 1988 (E)

6.21 Inactivity control

6.21.1 Purpose

The inactivity control procedure is used in class 4 to cope with
unsignalled termination of a network connection.

6.21.2 Procedure

The procedure is specified in the procedures for class 4 (see
12.2.3.3).

622 Treatment of protacol errars

make use of a reference (this includes the case where a CC TPDU was
sent, but was lost).

4 In c¢) the transport entity has already effectively frozen the reference
for an adequate period.

6.18.2.3 Proc¢dure for class 4

The frozen refgrence procedure shall be used in class 4. The
period for which the reference remains frozen shall be greater
than L (see 12.2.1.1.6).

6.19 Retransmission on time-out

6.19.1 Purpoje

The procedure |s used in class 4 to cope with unsignalled loss of

6.22.1 Purpose

The procedure for treatment of protocol errors is used in all
classes to deal with invalid TPPUs.

6.22.2 TPDUs and parameters used

The procedure uses the following TPDUs and parameters :

a) ER TPDUY
— _ réject cause;
= \invalid TPDU;
b} DR TPDU

TPDUs by the

6.19.2 TPDU

The procedure

NS-provider.

5 used

uses the following TPDUs :

CR, CC, DR, DT, ED, AK TPDUs.

6.19.3 Proce

The procedure
12.2.1.2.j)].

6.20 Reseq

6.20.1 Purpzre

The resequen
misordering of

6.20.2 TPDU

Hure

is specified in the procedures for class 4 [see

lencing

ng procedure is used in class 4 to cope with
TRDUSs by the network service provider.

— reason code.

6.22.3 Procedure

A transport entity that receives a TPDU that dan be associated
to a transport connection and is invalid or cpnstitutes a pro-
tocol error (see 3.2.16 and 3.2.17) shall take dne of the follow-
ing actions so as not to jeopardize any other tfansport connec-
tions not assigned to that network connectiop :

a) transmit an ER TPDU;

b) reset or close the network connectior|; or

¢} invoke the release procedures approplfiate to the class.

Under certain circumstances it is also possilfle to discard the

TPDU.

If an ER TPDU is sent in class O it shall contain| the octets of the
invalid TPDU up to and including the octet whlere the error was

s and parameters used

dat. ol | ey 2 4 P~
UCTICLICU T OCUTIUTIC O U, AT Iiu—JTT

The procedure uses the following TPDUs and parameters :

a} DT TPDU

— TPDU-NR;
b) ED TPDU

— ED TPDU-NR.

6.20.3 Procedure

The procedure is specified in the procedures for class 4 (see
12.2.3.5).

If the TPDU cannot be associated with a particular transport
connection the transport entity shall follow the procedures in
6.9.

NOTES

1 In general, no further action is specified for the receiver of the ER
TPDU but it is recommended that it initiates the release procedure
appropriate to the class. If the ER TPDU has been received as an
answer to a CR TPDU then the connection is regarded as released (see
6.6).

2 Care should be taken by a transport entity receiving several invalid
TPDUs or ER TPDUs to avoid looping if the error is generated
repeatedly.

21
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3 I the invalid received TPDU is greater than the selected maximum
TPDU size-inclusion in the invalid TPDU parameter of the ER TPDU
may not be possible.

4 It is recommended that the sender of the ER TPDU starts an
optional timer TS2 to ensure the release of the connection. If the timer
expires, the transport entity shall initiate the release procedures appro-
priate to the class. The timer should be stopped when a DR TPDU or
an N-DISCONNECT indication is received.

5 In classes other than 0, it is recommended that the invalid TPDU be
also included in the ER TPDU.

6.23 Splitting and recombining

6.23.1 Purpose

NOTES

1 The resequencing function of class 4 (see 6.20) is used to ensure
that TPDUs are processed in the correct sequence.

2 Either transport entity may assign the connection to further net-
work connections of which it is the owner at any time during the life of
the transport connection, provided the following constraints are res-
pected :
— the initiator does not start splitting before having received the
CC TPDU;
— as soon as a new assignment is carried out it is recommended
to send a TPDU on this network connection in order to make the
remote entity aware of this assignment.

3 In order to enable the detection of unsignalled network connection
failures, a transport entity performing splitting should ensure that

This procedure i$ used only in class 4 to allow a transport con-
nection to make| use of multiple network connections to pro-
vide additional resilience against network failure, to increase
throughput, or fpr other reasons.

6.23.2 Procedyre

When this proceflure is being used, a transport connection may
be assigned (sep 6.1) to multiple network connections (see
note 1). TPDUs ffor the connection may be sent over any such
network connection.

If the use of class 4 is not accepted by the remote transport
entity following the negotiation rules, then no network connec-

FPBUs work connection,
for example, by sending successive TPDUs or(successive network
connections, where the set of network connections fis used cyclically.
By monitoring each network connection, a transport|entity may detect
unsignalled network connection failures,foliowing the inactivity proce-
dures defined in 12.2.3.3. Thus, for each network connection no period
| {see 12.2.3.1) may elapse without the, receipt of sonfe TPDU for some

transport connection.

7 Protocol classes

Table 6 gives an dverview of which elements gf procedure are
included in each class. In certain cases the elements of proce-
dure within different classes are not identicgl and, for this

tion except that|over which the CR TPDU was sent may have reason, table 6 cannot be considered as part pf the definitive
this transport cdnnection assigned to it. specification of the protocol.
Table 6 — Allocation of elements of procedures within classes
Protocol mechanism r e(f:;?es:;:e Variant 0 1 2 3 4
Assignment to fetwork connection 6.1 X X X X X
TPDU transfer 6.2 X X X X
Segmenting and reassembling 6.3 X X X X
Concatenation gnd separation 6.4 X X X X
Connection estz{blishment 6.5 X X X X
Connection refusal 6.6 X X X X
Normal release 6.7 Implicit
Explicit X X X
Error rel 6.8 X
Association of TPDUs with transport
connection 6.9 X X X X
TPDU numberirlg 6.10 Normal X m(1) m m
Extended ol1) (] 0
Expedited data fransfer. 6.1 Network normal m x{1) X X
Network expedited ao
Reassignment afterdailure 6.12 X X (3)
Retention until L‘r:krrowfedgemmt of-FPBYs 613 Confirmation 86
receipt AK m X X
Resynchronization 6.14 X X (3)
Muitiplexing and demultiplexing 6.15 x(2) X X
Explicit flow control (with) 6.16 m X X
Explicit flow control (without} X X o
Checksum (use of} 6.17 m
Checksum (non-use of) X X X 0
Frozen references 6.18 X
Retransmission on time-out 6.19 X
Resequencing 6.20 X
Inactivity control 6.21 X
Treatment of protocol errors 6.22 X X X X X
Splitting and recombining 6.23 X
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X Procedure always included in class

Not applicable

m Negotiable procedure whose implementation in equipment is mandatory
o Negotiable procedure whose implementation in equipment is optional
ao Negotiable procedure whose implementation in equipment is optional and where use depends on availability within the

network service

(1) Not applicable in class 2 when non-use of explicit flow control is selected
(2) Multiplexing may lead to degradation of the quality of service if the non-use of explicit flow control has been selected
(3) This function is provided in class 4 using procedures other than those used in the cross-reference

8 Specifidation for class 0 : Simple class

8.2.3 Data transfer

The transport entities shall uséthe segmenting and reassemb-

. 8.1 Functigns of class 0

Class 0 is designed to have minimum functionality. It provides
only the functlons needed for connection establishment with
negotiation, dgta transfer with segmenting and protocol error
reporting.

Class 0 providgs transport connections with flow control based
on the network service provided flow control, and disconnec-
tion based on the network service disconnection.

8.2 Procedpures for class 0

8.2.1 Procedures applicable at all times

The transport pntities shall use the following procedures :

ling procedure (see 6.3).

8.2.4 Release

The transport entities shall use the implicit variant of the normal
release procedure (see 6.7).

NOTE ~~The lifetime of the transport connection s directly correlated
with{theMifetime of the network connection.

9 Specification for class 1 : Basic error
recovery class

Functions of class 1

a) TPDU transfer (see 6.2);

b) associgtion of TPDUs with transport connections (see
6.9);

c) treatmént of protocol errors (see 6.22);

d) error r¢lease (see-6.8).

8.2.2 Connertion establishment

Class 1 provides transport connections with flow control based

on the network service provided flow contr
expedited data transfer, disconnection, and

I, error recovery,
also the ability to

support consecutive transport connections dn a network con-

nection.

This class provides the functionality of class
recover after a failure signalled by the Networ
involving the TS-user.

9.2 Procedures for class 1

9.2.1

Procedures applicable at all timesg|

plus the ability to
Service, without

The transport entities shall use the following procedures :

a) assignment to network connection (see 6.1); then

b) connection establishment (see 6.5) and, if appropriate,
connection refusal (see 6.6);

subject to the following constraints :

1) the CR and CC TPDUs shall contain no parameter fields
other than those for TSAP-ID and maximum TPDU size;

2) the CR and CC TPDUs shall not contain a data field.

The transport entities shall use the following procedures :

a) TPDU transfer (see 6.2);

b) association of TPDU with transport
6.9);

connections (see

c) treatment of protocol errors (see 6.22);

d) reassignment after failure (see 6.12);

e) resynchronization (see 6.14), or reassignment after
failure (see 6.12) together with resynchronization (see 6.14);
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f) concatenation and separation (see 6.4);

g) retention until acknowledgement of TPDUs (see 6.13);
the variant used, AK or confirmation of receipt, shall be as
selected during connection establishment (see the notes);

h} frozen references (see 6.18).

NOTES

1 The negotiation of the variant of retention until acknowledgement
of TPDUs procedure to be used over the transport connection has
been designed such that if the initiator proposes the use of the AK
variant {i.e. the mandatory |mplementat|on option), the responder has

9.2.3.2 Expedited data

The transport entities shall use either the network normal data
or the network expedited variants of the expedited data transfer
procedure {see 6.11) if their use has been selected during con-
nection establishment (see note 1).

The sending transport entity shall not allocate the same
EDTPDU-NR to successive ED TPDUs (see notes 2 and 3).

When acknowledging an ED TPDU by sending an EA TPDU the
transport entity shall put into the YR-EDTU-NR parameter of
the EA TPDU the value received in the ED-TPDU-NR parameter
of the ED TPDU.

to accept use of th
firmation of receipt
AK variant.

2 The AK variant
ed DT TPDUs. T

'ﬁ'eﬁﬁeﬁ'aﬂd# thaui nroboses-uee-of-the-con:
ProP

variant the responder is entitled to select use of the

makes use of AK TPDUs to release copies of retain-
e CDT parameter of AK TPDUs in class 1 is not

significant, and is [set to 1111.

3 The confirmati
use depends on tl
ation service, and

bn of receipt variant is restricted to this class and its
e availability of the network layer receipt confirm-
the expected cost reduction.

9.2.2 Connection establishment

The transport entities shall use the following procedures :

a) assignmg

b} connecti
connection r

nt to network connection (see 6.1); then

bn establishment {see 6.5) and, if appropriate,
bfusal (see 6.6).

9.2.3 Data transfer

9.2.3.1 Genera

The sending tr
cedures :

a) segment

hnsport entity shall use the_following pro-

ng (see 6.3); then

b) the normal format variant'of DT TPDU numbering (see

6.10).

The receiving t
cedures :

ransport " entity shall use the following pro-

NOTES

1 The negotiation of the variant of expedited-data t
to be used over the transport connectiomhas been d

ransfer procedure
signed such that

if the initiator proposes the use of the‘hetwork normgl data variant {i.e.

the mandatory implementation option), the respon

use of this option and if the initiator proposes usg

er has to accept
of the network

expedited variant, the responder is entitled to select Use of the network

normal data variant.

2 This numbering enables the receiving transport
repeated ED TPDUs”when resynchronization (see
place.

3 No other'significance is attached to the ED-TPDU
is recommended, but not essential, that the valu
secutive)modulo 128.

9.24 Release

The transport entities shall use the explicit varia
procedure (see 6.7).

entity to discard
6.14) has taken

FNR parameter. It
bs used be con-

ht of the release

10 Specification for class 2 : Multiplexing

class

10.1 Functions of class 2

Class 2 provides transport connections wi
individual flow control; no error detection or €
provided.

th or without
rror recovery is

If the network connection resets or disconnects, the transport

connection is terminated without the transpd
cedure and the TS-user is informed.

rt release pro-

1) the normal format variant of DT TPDU numbering (see

6.10); then

2) reéssembling (see 6.3).

NOTES

1 The use of RJ
to retransmission.

TPDU during resynchronization (see 6.14) can lead
Thus, the receipt of a duplicate DT TPDU is possi-

ble; such a DT TPDU is discarded.

2 The decision to issue an N-RESET request in order to force the
remote entity to carry out the resynchronization (see 6.14) may be
made on a local basis.
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VWhenexpiicitflow comtrot 5 Used, a creditmec

hanism is defin-

ed allowing the receiver to inform the sender of the exact
amount of data he is willing to receive and that the expedited

data transfer is available.

10.2 Procedures for class 2

10.2.1 Procedures applicable at all times

The transport entities shall use the foliowing p

rocedures

a) association of TPDUs with transport connection (see

6.9);
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b) TPDU transfer (see 6.2);

c) treatment of protocol errors (see 6.22);
d) concatenation and separation {see 6.4);
e) error release (see 6.8).

Additionally the transport entities may use the following pro-
cedure :

f)- multiplexing and demultiplexing (see 6.15).

ISO/IEC 8073 : 1988 (E)

represents the initial value of the upper window edge allocated
to the peer entity.

The transport entity that receives the CR or the CC TPDU shalt
consider its lower window edge as zero, and its upper window
edge as the value of the CDT field in the received TPDU.

In order to authorize the transmission of DT TPDUs, by its
peer, a transport entity may transmit an AK TPDU at any time,
subject to the following constraints :

a) the YR-TU-NR parameter shall be at most one greater

10.2.2 Connpetien-establishment
The transport pntities shall use the following procedures :
a) assignment to network connection (see 6.1); then

b) connegtion establishment (see 6.5) and, if applicable,
connection| refusal {see 6.6).

10.2.3 Data [transfer when non-use of explicit flow
control has bheen selected

If this option has been selected as a result of the connection
establishment the transport entities shall use the segmenting
procedure {se¢ 6.3).

The TPDU-NR field of DT TPDUs is not significant and may
take any valug.

NOTE — Expedjted data transfer is not applicable (see 6.5).

10.2.4 Data [transfer when use of explicit flow control
has been selected

10.2.4.1 General

The sending

transport entity shall use the following pro-

than the TPDU-NR field of the last received DT TPDU or
shall be zero if no DT TPDU has beencregeived;

b) if an AK TPDU has previously been sent the value of the
YR-TU-NR parameter shall notibe lower than that in the
previously sent AK TPDU;

c) the sum of the YR-TU-NR and CDT fields shall not be
less than the upper ‘window edge allocated to the remote
entity (see noté 1),

A transport.entity which receives an AK TPPU shaltl consider
the YR-TU-NR field as its new lower windgw edge, and the
sum of YR-TU-NR and CDT as its new uppel window edge. If
either of these have been reduced or if the lopver window edge
has.become more than one greater than thel TPDU-NR of the
last transmitted DT TPDU, this shall be tredted as a protocol
error (see 6.22).

A transport entity shall not send a DT TPDU|with a TPDU-NR
outside of the transmit window (see notes 2/and 3).

NOTES

1 This means that credit reduction is not applicgble.

cedures :
a) segmepting (see 6.3); then
b} DT THDU numbering (see 6.10)..

The receiving| transpert “entity shall use the following pro-
cedures :

O it o DT TIRODLL
T

2 This means that a transport entity is required t
TPDU-NR field of the next DT TPDU which wou

the upper window edge. Sending of DT TPDU m

stop sending if the
d be sent would be
By be resumed if an

AK TPDU is received which increases the upper window edge.

3 The rate at which a transport entity progresse

edge allocated to its peer entity contrains the thro

5 the upper window
ghput attainable on

the transport connection.

10.2.4.3 Expedited data

1) DT TPBU-numberingtsee-6-10)H BU-Hsreeeiv
ed which is out of sequence it shall be treated as a protocol
error; then

2) reassembiling (see 6.3).
The variant of the DT TPDU numbering which is used by both

transport entities shall be that which was agreed at connection
establishment,

10.2.4.2 Flow control

The transport entities shall send an initial credit (which may be
zero) in the CDT field of the CR or CC TPDU. This credit

The transport entities shall follow the network normal data
variant of the expedited data transfer procedure in 6.11 if its use
has been agreed during connection establishment. ED and EA
TPDUs are not subject to the flow control procedures in
10.2.4.2. The ED-TPDU-NR and YR-ETDU-NR fields of ED and
EA TPDUs respectively are not significant and may take any
value.

10.2.5 Release

The transport entities shall use the explicit variant of the release
procedure in 6.7.
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11 Specification for class 3 : Error recovery
and multiplexing class

11.1 Functions of class 3

Class 3 provides the functionality of class 2 {with use of explicit
flow control) plus the ability to recover after a failure signalied
by the Network Layer without involving the TS-user.

The mechanisms used to achieve this functionality also allow
the implementation of more flexible flow control.

11.2 Procedures for class 3

The receiving transport entity shall use the following pro-
cedures :

1) DT TPDU numbering (see 6.10); the TPDU-NR field of
each received DT TPDU shali be treated as a protocol error
if it exceeds the greatest value received in a previous DT
TPDU by more than one (see the note); then

2) reassembling (see 6.3); duplicated TPDUs shall be
eliminated before reassembling is performed.

NOTE — The use of RJ TPDUs (see 11.2.3.2) can lead to retrans-
mission and reduction of credit. Thus the receipt of a DT TPDU which
is a duplicate, or which is greater than or equal to the upper window

11.2.1 Procedyres applicable at all times

The transport er

tities shall use the following procedures :

© allocated to er_entity, s possible and is therefore not
treated as a protocol error.

11.2.3.2 Use of an RJ TPDU

a) associatipn of TPDUs with transport connections (see

A transport entity may send an . RJ'TPDU at any
invite retransmission or to reduce the uppe

time in order to
window edge

6.9);

b} TPDU
acknowledge

c) treatmen
d) concater

e} reassignn
resynchroniz

f) frozen ret

transfer

(see 6.2) -and retention until
ment of TPDUs (AK variant only) (see 6.13);

t of protocol errors (see 6.22);
ation and separation (see 6.4);

nent after failure (see 6.12), together with
tion (see 6.14);

erences (see 6.18).

Additionally, the transport entities may use the following pro-

cedure :

g) multiplex

11.2.2 Conned

The transport er
a) assignme

b) connecti
connection rg

ing and demultiplexing (see 6.15).

tion establishment

tities shall use the following procedures :
nt to network connections (see 6.1); then

bn establishment (see 6.5) and, if appropriate,
fusal (see 6.6).

allocated to the peer entity.(see note 1).

When an RJ TPDUW.is“sent, the following conptraints shall be
respected :

a) théYR-TU-NR parameter shall be at most one greater
than the greatest value received in a previolts DT TPDU, or
shall be zero if no DT TPDU has yet been received (see
note 2);

b) if an AK or RJ TPDU has been sent prgviously the YR-
TU-NR parameter shall not be lower than that in the AK or
RJ TPDU sent previously.

When a transport entity receives an RJ TPDU|(see note 3) :

¢)  the next DT TPDU to be transmitted, or retransmitted,
shall be that for which the value of the TPDY-NR parameter
is equal to the value of the YR-TU-NR parameter of the RJ
TPDU;

d) the sum of the values of the YR-TUY-NR and CDT
parameters of the RJ TPDU becomes the hew upper win-
dow edge {see note 4).}

NOTES

1 An RJ TPDU can also be sent as part of the resyrjchronization (see
6-+H4-and f ures.

11.2.3 Data transfer

11.2.3.1 General

The sending transport entity shall use the following pro-

cedures :

a) segmenti

ng (see 6.3); then

b) DT TPDU numbering {see 6.10); after receipt of an RJ
TPDU (see 11.2.3.2) the next DT TPDU to be sent may have
a value which is not the previous value of TPDU-NR plus

one.

26

$ vy FP I AJ Hall
“—araT ghmentatter-rahuretsee oz PTroc

2 Itis recommended that the YR-TU-NR parameter be equal to the
TPDU-NR parameter of the next expected DT TPDU.

3 These rules are a subset of those specified for the case when an RJ
TPDU is received during resynchronization {see 6.14) and reassign-
ment after failure (see 6.12).

4 This means that an RJ TPDU can be used to reduce the upper win-
dow edge allocated to the peer entity (credit reduction).

11.2.3.3 Flow control

The procedures shall be as defined in 10.2.4.2, except that
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a) a credit reduction may lead to the reception of a DT
TPDU with a TPDU-NR parameter whose value is not, but
would have been less than the upper window edge allocated
to the remote entity prior to the credit reduction. This shall
not be treated as a protocol error;

b) receipt of an AK TPDU which sets the lower window
edge more than one greater than the TPDU-NR of the last
transmitted DT TPDU shall not be treated as a protocol
error, provided that all acknowledged DT TPDUs have been
previously transmitted (see notes 1 and 2).

NOTES

ISO/IEC 8073 : 1988 (E)

This class detects and recovers from damaged TPDUs by using
a checksum mechanism. The checksum mechanism shall be
available but its use or its non-use is subject to negotiation.

This class also provides additional resilience against network
failure and increased throughput capability by allowing a
transport connection to make use of multiple network connec-
tions.

12.2 Procedures for class 4

12.2.1 Procedures available at all times

1 This can onlyoccurdurimg Tetransmisstom—fottowingreceipt-of-amn
RJ TPDU.

2 The transpoft entity may either continue retransmission as before
or retransmit ofly those DT TPDUs, not acknowledged by the AK
TPDU. In either|case, copies of the acknowledged DT TPDUs need not
be retained.

11.2.3.4 Expedited data

The transport| entities shall follow the network normal data
variant of the ¢xpedited data transfer procedure in 6.11 if its use
d during connection establishment.

The sending fransport entity shall not aliocate the same ED-
TPDU-NR to guccessive ED TPDUs.

The receiving [transport entity shall transmit an EA TPDU with
the same valug in its YR-EDTU-NR parameter. if, and only if,
this number ig different from that of the ED TPDU perceived
previously, shpll it generate a T-EXPEDITED DATA indication
to convey the|data to the TS-user (see note 2).

NOTES

1 No other sighificance is attached to the ED-TPDU-NR’parameter. It
is recommended, but not essential, that the valuesbe consecutive
modulo 2N, where n is the number of bits of the parameter.

2 This procedure ensures that the TS-user does not receive data
corresponding fo the same ED TPDU morethan once.

11.2.4 Relegse

The transport jentities shalluse the explicit variant of the release
procedure in

12 Specification for class 4 : Error detection
and recov

12.2.1.1 Timers used at all times

This sub-clause defines timers that-apply at 3l times in class 4.
These timers are listed in tables7:

the timers, and the derivations described in {his sub-clause are
not mandatory. The)values should be chosgn so that the re-
quired quality. 6f service can be provided, [given the known
characteristiés of the network.

This International Standard does not define [pecific values for

Timersthat apply only to specific procedureq are defined under
thelappropriate procedure.

12.2.1.1.1 NSDU lifetime (Mg, Mg|)

The Network Layer is assumed to provide, @s an aspect of its
grade of service, for a bound on the makximum lifetime of
NSDUs in the network, This value may bq different in each
direction of transfer through a network between two transport
entities. The values, for both directions of fransfer, are assu-
med to be known by the transport entitigs. The maximum
NSDU lifetime local-to-remote (Mg} is tHe maximum time
which may elapse between the transmission|of an NSDU from
the local transport entity to the network and feceipt of any copy
of the NSDU from the network at the remote transport entity.
The maximum NSDU lifetime remote-to-loca) (Mg, } is the max-
imum time which may elapse between the fransmission of an
NSDU from the remote transport entity tg the network and
receipt of any copy of the NSDU from the ngtwork at the local
transport entity.

12.2.1.1.2 _Expected maximum transit delay (E g, Eg,)

12.1 Functions of class 4

Class 4 provides the functionality of class 3, plus the ability to
detect and recover from lost, duplicated, or out of sequence
TPDUs without involving the TS-user.

This detection of errors is made by extended use of the DT
TPDU numbering of class 2 and class 3, by time-out
mechanisms, and by additional procedures.

Class 4 detects signalled and unsignalied network failures {i.e.
resets or disconnects or inactivity) and recovers from these
failures by using time-out mechanisms.

The Network Layer is assumed to provide, as an aspect of its
grade of service, an expected maximum transit delay for
NSDUs in the network. This value may be different in each
direction of transfer through a network between two transport
entities. The values, for both directions of transfer, are assum-
ed to be known by the transport entities. The expected max-
imum transit delay local-to-remote (E, g} is the maximum delay
suffered by all but a small proportion of NSDUs transferred
through the network from the local transport entity to the
remote transport entity. The expected maximum transit delay
remote-to-local {Eg, ) is the maximum delay suffered by all but a
small proportion of NSDUs transferred through the network
from the remote transport entity to the local transport entity.
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12.2.1.1.3 Acknowledge time (Ag, A|)

Any transport entity is assumed to provide a bound for the
maximum time which can elapse between its receipt of a TPDU
from the Network Layer and its transmission of the correspon-
ding response. This value is referred to as A|. The correspon-
ding time given by the remote transport entity is referred to as
Ag.

12.2.1.1.4 Local retransmission time (T1)

The local transport entity is assumed to maintain a bound on
the time it will wait for an acknowledgement before retransmit-
ting the TPDU. lts value is given by

small quantity to allow for additional internal delays, the
granularity of the mechanism used to implement T1, etc.
Because R is a bound, the exact value of x is unimportant as
long as it is bounded and the value of a bound is known.

12.2.1.1.6 Time bound on references and sequence
numbers (L}

A bound for the maximum time between the decision to
transmit a TPDU and the receipt of any acknowledgement
relating to it (L} is given by :

L=Mgr+ Mg + R + Ag

T =ELR+ ERL+AR+X
where

E,r is the pxpected maximum transit delay local-to-
remote;

Er. is the gxpected maximum transit delay remote-to-
local;

AR isthe reTote acknowledgement time;

x is the local processing time for a TPDU.

NOTE — During ¢onnection establishment the value of Ag is not
known. In this case a suitable bound for T1 may be established either
by estimating (or Having a priori knowledge of) Ag or by applying a
suitable algorithm [to the transport connection establishment delay
QOS parameter.

12.2.1.1.6 Persigtence time (R)

The local transpoft entity is assumed to provide a bound forthe
maximum time fdr which it may continue to retransmit‘aTPDU
requiring positivg acknowledgement and which is-hot outside
the current transfnit window, even after credit-reduction. This
value is referred 1o as R.

The value is clgarly related to the time" elapsed between
retransmission, T1, and the maximum/number of transmis-
sions, N. It is ngt less than T1 * (N— 1) + x, where x is a

where
M g is the NSDU lifetime local:to-remote;
Mg, is the NSDU lifetimeemote-to-local;
h is the persistence tifne;
Ag is the remote acknowledgement time.

It is necessary t0 wait for a period of time befgre reusing any
reference”or sequence number in order to ayoid confusion
when @ TPDU referring to it is duplicated or ddlayed.

The-period of time during which the sequence numbers for DT
T,PDUs should be frozen is the period L, starting from the time
when the sequence number has fallen below thg lower window
edge.

NOTES

1 In-practice, the value of L may be too large. It may also be only a
statistical figure at a certain confidence level. A smpaller value may
therefore be used where this still allows the required fuality of service
to be provided.

2 The relationships between times discussed above|are illustrated in
figures 3 and 4.

ELr +ERi+AREX

T

Figure 3 — Interrelationship of times for the average case in class 4
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Figure 4 — Interrelationship of times for maximum delay in class 4
Table 7 — Time parameters related to the operation of class-4
Sympol Name Definition
Mg NSDU lifetime A time bound for the maximum time which,may ‘elapse between the trangmission of
local-to-remote an NSDU by a local transport entity and the receipt of any copy of it by a remote peer
entity.
MHL NSDU lifetime A time bound for the maximum time-which may elapse between the tranpmission of
remote-to-local an NSDU from a remote transpert. entity and the receipt of any copy of it py the local
peer entity.
ELR Expected maximum A time bound for the maximum delay suffered by all but a small proportior} of NSDUs
transit delay transferred from the local transport entity to a remote peer entity.
local-to-remote
Er Expef:ted maximum A time bound:for the maximum delay suffered by all but a small proportionp of NSDUs
transit delay transferred from a remote transport entity to the local peer entity.
remote-to-local
Al Local acknowledge A time bound for the maximum time which can elapse between the receipt of a TPDU
time by the local transport entity from the network layer and the transmisgion of the
corresponding acknowledgement.
Ag Remote acknowledge As A, but for the remote entity.
ment time
T Local retransmission A time bound for the maximum time the local transport entity wijll wait for
time acknowledgement before retransmitting a TPDU.
R Persistence time A time bound for the maximum time the local transport entity will continug to transmit
a TPDU that requires acknowledgement.
N Maximum number A time bound for the maximum number of times which the local transpoft entity will
of transmissions continue to transmit a TPDU that requires acknowledgement.
L Time bound on A time bound for the maximum time between the transmission of a TPDU and the
references and receipt of any acknowledgement relating to it.
sequence numbers
Inactivity time A time bound for the time after which a transport entity will, if it does not receive a
TPDU, initiate the release procedure to terminate the transport connection.
NOTE — This parameter is required for protection against unsignalled failures.
W Window time A time bound for the maximum time a transport entity will wait before retransmitting

up-to-date window information.
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12.2.1.2 General procedures
The transport entity shall use the following procedures :
a) TPDU transfer (see 6.2);

b) association of TPDUs with transport connections (see
6.9);

c} treatment of protocol errors (see 6.22);

d) checksum (see 6.17);

12.2.2 Procedures for connection establishment

12.2.2.1 Timers used in connection establishment

There are no timers specific to connection establishment.

12.2.2.2 General procedures

The transport entities shall use the following procedures :

a)

assignment to network connection (see 6.1);

When a network connection to which the transport connec-

e) splitting and-recembining-{see-6-23}
f) multiplexing and demultipiexing (see 6.15);
g) retention Until acknowledgement of TPDUs (see 6.13);

h) frozen refdrences (see 6.18);

J)' retransmissfon procedures; when a transport entity has
some outstandjng TPDUs that require acknowledgement, it
will check that ho T1 interval elapses without the arrival of a
TPDU that acknowledges at least one of the outstanding
TPDUs.

If the timer expirgs, the first TPDU is retransmitted and the
timer is restarted except if the TPDU to be retransmitted isa DT
TPDU and it is qutside the transmit window due to credit
reduction. After N transmissions (i.e. N — 1 retransmissions) it
is assumed that Jseful two-way communication is no longer
possible and the rglease procedure is used, and the TS-user is
informed.

NOTES

1 This procedure |may be implemented by different means. For
example :

a) one interval |s associated with each TPDU. If the'timer expires
the associated TPDU will be transmitted and the timer T1 will be
restarted for all gubsequent TPDUs; or

b) one intervallis associated with each.transport connection :

1) if the [ransport entity ‘transmits a TPDU
acknowledgment, it starts timer T1;

2) if the tr:
one of the
unless the r
transmit win

requiring

PDUs to-bé acknowledged, it restarts timer T1
eived TPDU is an AK which explicitly closes the
oW;

"
T

b}

1) if a CC TPDU is awaited the injtiator
new assignment according to QQS an
mission procedure (i.e. not sénding the
more than N * T1);

2) if there is at least/one other network

and acceptor may\either perform a new

)

hall perform a
the retrans-
CR TPDU for

connection to

ssignment or

which the transporticonnection is assigne} both initiator

continue operation using one of the rem
connections;

3) ifthe transport connection becomes U
acceptor may either perform a new assig
{there is no risk of deadlock as either T1 g

ining network

nassigned the
hment or wait
r | will be run-

ning); the initiator shail perform a new agsignment (ex-

cept in the closing state);

connection establishment (see 6.5) and

connection refusal (see 6.6) together with
procedures :

1) a connection is not considered establ
successful completion of a 3-way TPDU ¢
sender of a CR TPDU shall respond to the

if appropriate
the additional

shed until the
xchange. The
corresponding

sport entity receives a TPDU that acknowledges:

CC TPDU by immediately sending a DT, ED, DR or AK
TPDU;

2) as a result of duplication or retransmission, a CR
TPDU may be received specifying a solirce reference
which is already in use with the sending transport entity.
If the receiving transport entity is in the data transfer
phase, having compieted the 3-way THDU exchange
procedure, or is waiting for the T-CONNECT response
from the TS-user, the receiving transpgrt entity shall
discard such a TPDU. Otherwise a CC TPDU shall be

3) if the transport entity receives a
the last TPDU to be acknowledged, it stops timer T1.

For a decision whether the retransmission timer T1 is maintained on a
per TPDU or on a per transport connection basis, throughput con-
siderations have to be taken into account.

2 For DT TPDUs it is a local choice to retransmit either only the first
DT TPDU or all TPDUs waiting for an acknowlegement up to the upper
window edge.

3 It is recommended that after N transmissions, the transport entity
waits T1 + W + Mg in order to provide a greater possibility of
receiving an acknowledgement before entering the release phase. For
other types of TPDUs which may be retransmitted, it is recommended
that after N transmissions the transport entity waits T1 + Mg, in order
to provide a greater possibility of receiving the expected reply.
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transmitted;

3) as a result of duplication or retransmission, a CC
TPDU may be received specifying a paired reference
which is already in use. The receiving transport entity
shall only acknowledge the duplicate CC TPDU accor-
ding to the procedure in 12.2.2.2.b)1);

4} a CC TPDU may be received specifying a reference
which is in the frozen state. The response to such a
TPDU shall be a DR TPDU;

5) the retransmission procedures (see 12.2.1.2) are
used for both the CR TPDU and CC TPDU.
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NOTE — After receiving a CR TPDU, it is recommended that the
transport entity enforce a time limit upon the transport service user so
that late acceptance of the transport connection will not cause a
delayed CC TPDU to be sent.

12.2.3 Procedures for data transfer

12.2.3.1 Timers used in data transfer
The data transfer procedures use two additional timers :

a} Inactivity time ()

ISO/IEC 8073 : 1988 (E)

NOTE — It is likely that the release procedure initiated due to the
expiration of the inactivity timer will fail, as such expiration indicates
probable failure of the supporting network connection or of the remote
transport entity.

12.2.3.4 Expedited data

The transport entities shall follow the network normal data
variant of the expedited data transfer procedures (see 6.11), if
the use of the transport expedited service option has been
agreed during connection establishment.

The ED TPDU shall have a TPDU-NR which is allocated from a

To protect a?mwmmmmmom TOTT-
nection or failure of the peer transport entity (haif-open con-

nections), ' egch transport entity maintains an inactivity
interval.

NOTE - A sitable value for | is given by 2 * [N * maximum of
‘ (T1, W)] unleps local needs indicate another more appropriate
value.

b) Window(time (W)
A transport gntity maintains a timer interval to ensure that

there is a boynd on the maximum interval between window
updates.

12.2.3.2 Generpl procedures for data transfer

The transport erftities shall use the following procedures :
a) inactivity| control (see 6.21);
b) expediteql data (see 6.11);
c) explicit flow control (see 6.16).

The sending trar|sport entity shall use the following procedures

in the following

‘ 1) segment

order :

ng (see 6.3);

separate sequence space from that of the DT TPDUs.

A transport entity shall allocate the sequence humber zero to
the ED TPDU-NR of the first ED TPBU which if transmits for a
transport connection. For subseguent ED TPQUs sent on the
same transport connection, the transport entity shall allocate a
sequence number one greater than the previoys one.

Modulo 27 arithmetic_shall’be used when normg! formats have
been selected and-modulo 231 arithmetic shall be used when
extended formats have been selected.

The receiving transport entity shall transmit an|EA TPDU with
the same sequence number in its YR-ETDU-NR field. If this
number is one greater than in the previougly received in-
sequence ED TPDU, the receiving transport entfty shall transfer
the-data in the ED TPDU to the TS-user.

If a transport entity does not receive an| EA TPDU in
acknowledgement to an ED TPDU it shpll follow the
retransmission procedures (see note and 12.2.1.2).

The sender of an ED TPDU shall not send any|new DT TPDU
created from a T-DATA request subse&uent to the
T-EXPEDITED DATA request, until it receives the EA TPDU.

NOTE — This procedure ensures that ED TPDUs arg delivered to the
TS-user in sequence and that the TS-user does [not receive data
corresponding to the same ED TPDU more thgn once. Also it

2) DT TPDW numbering (see 6:10).

The receiving tfansport entity” shall use the following pro-
cedures in the fliowing order :

— DT TPDY numbering (see 6.10);

guarantees the arrival of the ED TPDU before any data subsequently

sent by the TS-user.

12.2.3.5 Resequencing

— resequencing (see 6.20);

— reassembling (see 6.3).

12.2.3.3 Inactivity control

If the interval of the inactivity timer | expires without receipt of
some TPDU, the transport entity shall initiate the release pro-
cedures. To prevent expiration of the remote transport entity’s
inactivity timer when no data is being sent, the local transport
entity must send AK TPDUs at suitable intervals in the absence
of data, having regard to the probability of TPDU loss. The win-
dow synchronization procedures (see 12.2.3.8) ensure that this
requirement is met.

The receiving transport entity shall deliver all DI TPDUs to the
TS-ussaLln_ths_QLdgLspe_Qiﬂed_by_ms_seauamJ number field.

DT TPDUs received out-of-sequence but within the transmit
window shall not be delivered to the TS-user until all in-
sequence TPDUs have been received. DT TPDUs received out-
of-sequence and outside the transmit window shall be discard-
ed but may result in transmission of an AK TPDU with up-to-
date window information (see 12.2.3.8).

Duplicate TPDUs can be detected because the sequence
number matches that of previously received TPDUs. Sequence
numbers shall not be reused for the period L after their previous
use. Otherwise, a new, valid TPDU could be confused with a
duplicated TPDU which had previously been received and
acknowledged.
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Duplicated DT TPDUs shall be acknowledged, since the
duplicated TPDU may be the result of a retransmission
resulting from the loss of an AK TPDU.

The data contained in a duplicated DT TPDU shall be discard-
ed.

12.2.3.6 Explicit flow control

The transport entities shall send an initial credit (which may
take the value 0} in the CDT field of the CR TPDU or CC TPDU.
This credit represents the initial value of the upper window

¢) the sequence number and subsequence parameter are
both equal to the highest in any previously received AK
TPDU and the credit field is greater than or equal to that in
any previously received AK TPDU having the same YR-TU-
NR field.

When the receiving transport entity recognizes an out-of
sequence AK TPDU it shall discard it.

12.2.3.8 Procedures for transmission of AK TPDUs

12.2.3.8.1 Transmission of AK TPDUs

edge of the pee Hy

3

The transport ernptity which receives the CR TPDU or CC TPDU
shall consider itd lower window edge as zero and its upper win-
dow edge as the value in the CDT field in the received TPDU.

In order to authgrize the transmission of DT TPDUs by its peer,
a transport entiy may transmit an AK TPDU at any time.

The sequence number of an AK TPDU shall not exceed the
sequence numbpr of the next expected DT TPDU, i.e. it shall
not be greater than the highest sequence number of a received
DT TPDU, plus |one.

A transport entity may send a duplicate AK TPDU containing
the same sequence number, CDT, and subsequence number
field at any timdg.

An in-sequence DT TPDU shall be acknowledpged within time
A, by the transmission of an AK TPDUY-whose YR-TU-NR
parameter is set to at least the sequence numbef of the received
DT TPDU plus one.

An AK TPDU shall be transmitted containing up-to-date win-
dow information if

a) a DT TPDU.is received whose sequgnce number is
lower than the_lower window edge, but greater than or
equal to thellower window edge minus the maximum credit
value ever given for this transport connectipn, or

b)\/a"DT TPDU is received whose sequ¢nce number is
apbove the current upper window, but following credit
reduction is within the upper window edge which has been
granted and then withdrawn.

A transport enti
edge at any tim

the value of the

y may increase or decrease the upper window

b
.

R-TU-NR field as its new lower window edge

A transport ent]:y which receives an AK TPDU shall, consider

if it is greater th
and the sum of
edge subject to

n any previously received in a YRZTU-NR field,
YR-TU-NR and CDT as its néw,upper window
he procedures for sequencing AK TPDUs (see

12.2.3.8). A trapsport entity shall not transmit or retransmit a

DT TPDU with
window.

12.2.3.7 Sequg

To allow a recq

a sequence number) outside the transmit

encing of pecéived AK TPDUs

iving transport entity to properly sequence a

NOTES

1 A simpler implementation may send an AK TPDU
any DT TPDU outside the transmit window.

2 The procedure a} is required so that loss of an AK
recovered, i.e. when the sender of the DT TPDU ret|
ing non-receipt of an acknowledgement.

3 . The procedure b) is required due to the possibility
TPDU indicating the upper window edge reduction, ¢
wise cause incorrect termination of the transport co

A transport entity shall not allow an interval W
the transmission of an AK TPDU. If the transp

upon reception of

TPDU is correctly
ansmits it follow-

of loss of the AK
Vhich could other-
nnection.

to pass without
ort entity is not

using the procedure following setting CDT

12.2.3.8.3) or reduction of the upper wing
12.2.3.8.4), and does not have to acknowledg

to zero (see
low edge (see
e receipt of any

series of AK TPDUs(that aII contain the same sequence number
and thereby use'the-corre

a subsequence parameter. For the purpose of determlnmg the
correct sequence of AK TPDUs, the absence of the sub-
- sequence parameter shall be equivalent to the value of the
parameter set to zero.

An AK TPDU is defined to be in sequence if

a) the sequence number is greater than in any previously
received AK TPDU, or

b) the sequence number is equal to the highest in any
previously received AK TPDU, and the subsequence
parameter is greater than in any previously received AK
TPDU having the same value for YR-TU-NR field, or

smission of the
information.

DT TPDU, then it shall ach|eve this by retra

NOTE — The use of the procedures defined in 12.2.3.8.3 and
12.2.3.8.4 is optional for any transport entity. The protocol operates
correctly either with or without these procedures which are defined to
enhance the efficiency of its operation.

12.2.3.8.2 Sequence control for transmission of AK TPDUs

To allow the receiving transport entity to process AK TPDUs in
the correct sequence, as described in 12.2.3.7, the sub-
sequence parameter shall be included following reduction of
CDT. If the value of the subsequence number to be transmitted
is zero, then the parameter should be omitted.
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The value of the subsequence parameter, if used, shall be zero
(either explicitly or by absence of the parameter) if the
sequence number is greater than the parameter in previous AK
TPDUs, sent by the transport entity.

If the sequence number is the same as the previous AK TPDU
sent and the CDT field is equal to or greater than the CDT field
in the previous AK TPDU sent then the subsequence
parameter, if used, shall be equal to that in the previously sent
AK TPDU.

If the sequence number is the same as the previous AK TPDU
sent and the CDT field is less than the value of the CDT field in

ISO/IEC 8

073 : 1988 (E)

The retransmission procedure should be followed for any AK
TPDU which increases the upper window edge, unless it is

known that the remote transport entity has a
This is known if

n open window.

— a flow control confirmation (FCC) parameter has been
received corresponding to an AK TPDU transmitted follow-

ing the most recent credit reduction, and;

— this FCC parameter conveys an upper window edge

value (i.e. the sum of the lower window

edge and credit

fields) which is greater than the lower window edge of the

transmitted AK TPDU.

the previous A
used, shall be
TPDU.

NOTE - If a tra
need to use the

OO ) ) lo - H'4
TT LU JSTTTULTICTY LT SUVOULLWUTTIVG PJartarriotet, 1l

bne greater than the value in the previous AK

sport entity never reduces credit, then it does not
bsequence parameter.

12.2.3.8.3 Retransmission of AK TPDUs after CDT set to zero

Due to the posgibility of loss of AK TPDUs, the upper window

edge as percei\

ed by the transport entity transmitting an AK

TPDU may diffgr from that perceived by the intended recipient.
To avoid the pgssibility of extra delay, the retransmission pro-

cedure (see 12

2.1.2) can be followed for an AK TPDU, if it

opens the trangmit window which has previously been closed

by sending an

The retransmis

AK TPDU with CDT field set to zero.

ion procedure, if used, terminates and the pro-

cedure in 12.2.8.8.1 is used when

a) an AK [[PDU is received containing the flow control
confirmation parameter, whose lower window edge\and
your subseduence fields are equal to the sequence.number

This retransmission procedure for any particuldr AK TPDU shall
terminate when

a) an AK TPDU is receivéd, containing the flow control
confirmation parameter, whose lower wihdow edge and
your subsequence fields)are equal to the¢ lower window
edge and subsequenceé.number in the retained AK TPDU; or

b) N transmisSions of the retained AK TPDU have taken
place. In this ‘case the transport entity shall continue to
transmit the AK TPDU at an interval of W|

An AK TPDU which is subject to the retransmission procedure
shali.not contain the flow control confirmation parameter. If it
iS\required to transmit this parameter concufrently, an addi-
tional AK TPDU shall be transmitted having the same values in
the sequence, subsequence (if applicable) and credit fields.

NOTE — Retransmission of AK TPDUs is normdlly not necessary,
except following explicit closing of the window (i e. |transmission of an

and subseqlience number in the retained AK TPDU and
whose credit field is not zero;

b) an AK TPDU is transmitted with a 'sequence number
higher than that in the retained AK TRDU, due to reception
of a DT TPDU whose sequence number is equal to the lower
window edde;

c) N transpissions of theretained AK TPDU have taken
place. In this case the. transport entity shall continue to
transmit the|l AK TPDU.at an interval of W.

An AK TPDU which is’subject to the retransmission procedure
shall not contain_thé flow control confirmation parameter. If it

AK TPDU with CDT field set to zero). If data are av
sion, the retransmission procedure for DT TPDUs

ilable for transmis-
will ensure that an

AK TPDU is received granting further credit where this is available;
following credit reduction, this may no longer| be so, because

retransmission may be inhibited by the credit re
described in this clause avoid extra delay.

The rules for determining whether to apply the r
cedure to an AK TPDU may be expressed alternati

LWE = lower window edge
UWE = upper window edge, and

KUWE = lower bound on upper window edd
transport entity.

uction. The rules

ptransmission pro-
ely as follows. Let

e held by remote

is required to transmit this parameter concurrently, an addi-
tional AK TPDU shall be transmitted having the same values in
the sequence, subsequence (if applicable) and credit fields.

12.2.3.8.4 Retransmission procedures following reduction of
the upper window edge

This sub-clause specifies the procedure for retransmission of
AK TPDUs after a transport entity has reduced the upper win-
dow edge (see 12.2.3.6). This procedure is used until the lower
window edge exceeds the highest value of the upper window
edge ever transmitted (i.e. the value existing at the time of
credit reduction, unless a higher value is retained from a
previous credit reduction).

The retransmission procedure is to be applied whenever :

(UWE LWE) and (KUWE = LWE)

i.e. when the window is opened and it is not known definitely that the

remote transport entity is aware of this.

KUWE is maintained as follows :

When credit is reduced, KUWE is set to LWE. Subsequently, it is in-
creased only upon receipt of a valid flow control confirmation (i.e. one
which matches the retained lower window edge and subsequence). In
this case KUWE is set to the implied upper window edge of the flow
control confirmation, i.e. the sum of its lower window edge and your
credit fields. By using this method, it can be ensured that KUWE is
always less than or equal to the actual upper window edge used by the

transmitter of DT TPDUs.
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12.2.3.9 Use of flow control confirmation parameter

An AK TPDU containing a flow control confirmation parameter
may be transmitted at any time. The lower window edge, your
subsequence and your credit fields shall be set to the same
values as the corresponding fields in the most recently received
insequence AK TPDU.

An AK TPDU containing a flow control confirmation parameter
should be transmitted whenever

a) aduplicate AK TPDU is received, with the value of YR-
TU-NR, CDT, and subsequence fields equal to the most
recently recdive . but not itselt containing the
flow control|confirmation parameter;

b) an AK TPDU is received which increases the upper win-
dow edge blit not the lower window edge, and the upper

window edge was formerly equal to the lower window
edge; or

c) an AK TPDU is received which increases the upper win-
dow edge but not the lower window edge, and the lower
window edge is lower than the highest value of the upper

window edge received and subsequently reduced (i.e.
following credit reduction).

12.2.4 Procedures for release

12.2.4.1 Timers used for release

12.2.4.2 General procedures for release

The transport entity shall use the -explicit v3riant of normal
release (see 6.7).
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13 Structure and encoding of TPDUs
13.1 Validity

Table 8 specifies those TPDUs which are valid for each class and the code for each TPDU.

Table 8 — TPDU codes

Validity within classes See sub- Code
0 1 2 3 2 clause .

CR : connection request X X X X 13.3 1110 XXXX
CC : connection confirm X X X X X 13.4 1101 XXXX
DR : disconnecf request X X X X X 13.5 1000 0000
DC : disconnec}t confirm X X X X 13.6 1100 0000
DT : data X X X X X 13.7 1111 0000
ED : expedited [data X NF X X 13.8 0001 0000
AK : data acknpwledgement NRC NF X X 13.9 0110 2777
‘ EA : expedited [data acknowledgement ' X NF X X 13.10 0010 0000
RJ : reject X X 13.11 0101 zz72
ER: TPDU errgr X X X X X 13.12 0111 0000
Not available {see the note) — 0000 0000
— 0011 0000

— 1001 XXXX

- 1010 XXXX

Key :

xxxx (bits 4 to 1} || used to signal the CDT (set to 0000 in classes 0 and 1).
zzzz (bits 4 to 1} { used to signal CDT in classes 2,3,4 set to 1111 in class 1.
NF : Not availablg when the not-explicit flow control option is selected:
NRC : Not availatple when the receipt confirmation option is selected:

NOTE — These copdes are already in use in related protocols defined by standard organizations other than CCITT/ISO.

13.2 Structyre

All the transport protocol data units (TPDUs) shall_ contain an integral number of octets. The octets in a TPDU are nymbered starting
from 1 and increasing in the order they are pt into an NSDU. The bits in an octet are numbered from 1 to 8, wherd bit 1 is the low-
order bit.

. When consecutive octets are used to represent a binary number, the lower octet number has the most significant{value.

NOTES
1 The numbering of bits within‘an octet is a convention loca! to this International Standard.

The use of th¢ terms ““high/order”” and ““low order’’ is common to this International Standard and to adjacent layer standards.

As described In"6.2:3, both transport entities respect these bit and octet ordering conventions, thus allowing communicatior] to take place.

2
3 The use of th¢ above conventions does not affect the order of bit transmission on a serial communications link.
4
5

In this clause the encoding of TPDUs is represented in the following form :
a) octets are shown with the lowest numbered octet to the left; higher numbered octets being further to the right;

b) within an octet, bits are shown with bit 8 to the left and bit 1 to the right.
TPDUs shall contain, in the following order :
a) the header, comprising
1) the length indicator (LI} field;
2) the fixed part;
3) the variable part, if present;

b) the data field, if present.
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This structure is illustrated below :

Octets
1 2 3 4 n Son+1 p p+1 end
L Fixed part Variable part Data field

- — e — — header — — — e — — — — — — -

13.2.1 Length indicator field

This field is contalned in the first octet of the TPDUs. The Iength is |nd|cated by a binary number with a max:mum value of 254 (1111
1110). The length.i 3 3 . r field and user
data, if any. The value 255 (1111 1111} is reserved for possible extensmns

If the length indicated exceeds or is equal to the size of the NS-user data which is present, this is a protocol-etror.
13.2.2 Fixed part

13.2.21 General

The fixed part cgntains frequently occurring parameters inciuding the code of the TPDU.(The length and the structire of the fixed
part are defined tpy the TPDU code and in certain cases by the protocol class and the formats in use (normal or extended). If any of the
parameters of th¢ fixed part have an invalid value, or if the fixed part cannot be contained 'within the header (as defined by L1}, thisis a
protocol error.

NOTE — In genera], the TPDU code defines the fixed part unambigously. However, different variants may exist for the same TPDU fode (see normal
and extended fornjats).

13.2.2.2 TPDU|code

This field contains the TPDU code and is contained in octet 2 of the header. It is used to define the structure of the remaining header.
This field is a ful] octet except in the following cases :

1110 xxxx Connection request
1101 xxxx Connection confirm
0101 xxxx Reject

0110 xxxx Data acknowledgement

where xxxx {bits|4 to 1) is used to signal the CDT.

Only those code$ defined in 1331-are valid.

13.2.3 Variable part

The variable part iscused to define less frequently used parameters. If the variable part is present, it shall contaih one or more
parameters.

NOTE — The number of parameters that may be contained in the variable part is indicated by the length of the variable part which is LI minus the
length of the fixed part.

Each parameter contained within the variable part is structured as follows :

Octets Bits 8 7 6 5 4 3 2 1
n+1 Parameter code
n+2 Parameter length indication (for example m)
n+3

n+2+m Parameter value
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The parameter code field is coded in binary.

NOTE — Without extensions, it provides a maximum number of 255 different parameters. However, as noted below, bits 8 and 7 cannot take every
possible value, so the practical maximum number of different parameters is less. Parameter code 1111 1111 is reserved for possible extensions of the

parameter code

The parameter length indication indicates the length, in octets, of the parameter value field.

NOTE — The length is indicated by a binary number, m, with a theoretical maximum value of 255. The practical maximum value of m is lower. For
example, in the case of a single parameter contained within the variable part, two octets are required for the parameter code and the parameter length
indication itself. Thus, the value of m is limited to 248. For larger fixed parts of the header and for each succeeding parameter, the maximum value of

m decreases.

The parameter value field contains the value of the parameter identified in the parameter code field.

No parameter

The paramete
parameter not

CR TPDU it sh

may ignore thi
be interpreted

received TPDU
the alternativel class parameter or the additional option parameter; otherwise it shall be eitherignored or treated a

13.2.3.1 Che

All TPDU typ
shall be presel

Parameter
Parameter

Parameter

13.2.4 Data

This field confains transparent user data. Restrictions on its size are noted for each TPDU.

13.3 Connection request (CR) TPDU

The length of

13.3.1 Strudture

The structure

code uses bits 8 and 7 with the value 00.

s defined in the variable part may be in any order. If any parameter is duplicated then the last-valu
defined in this International Standard shall be treated as a protocol error in any received TRDU excep
all be ignored. If the responding transport entity selects a class for which a parameter of the CR TPD
B parameter, except if it is the class and option parameter, or the alternative protocollass parameter

A parameter defined in this International Standard but having an invalid value shall be treated as a pr,
except a CR TPDU. In a CR TPDU it shall be treated as a protocol error if it iseither the class and o

icksum parameter (class 4 only)

t in all other TPDUs except when the non-use of checksum.option is selected.
code : 1100 0011
ength : 2

value : result of checksum algorithm; this algorithm is specified in 6.17.

field

the CR TPDU shall not'exceed 128 octets.

of the CR. TPDU shall be as follows :

It

b shall be used. A
taCRTPDU;ina
U is not defined, it
ivhich shall always
btocol error in any
ion parameter or
a protocol error.

s may contain a 16-bit checksum parameter in their variable part. This parameter shall be present ifh a CR TPDU and

1 2 3 4 5 6 7 8 p p+1 end
U CR CDT DST-REF SRCI-REF CLASS Variable User
1110 0000 0000 0000 0000 | OPTION part data
Il
13.3.2 LI
See 13.2.1.

13.3.3 Fixed part (octets 2 to 7)

The structure

a)

of this part shall contain :

CR : Connection request code : 1110. Bits 8 to 5 of octet 2;
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b) CDT : Initial credit allocation {set to 0000 in ciasses 0 and 1 when specified as preferred class). Bits 4 to 1 of octet 2;

c) DST-REF : Set to zero;

d) SRC-REF : Reference selected by the transport entity initiating the CR TPDU to identify the requested transport connection;

e) CLASS OPTION : Bits 8 to 5 of actet 7 define the preferred transport protocol class to be operated over the requested
transport connection. This field shall take one of the following values :

0000 Class 0

0001 Class 1

0010 Class 2

0011 Class 3

0100 Class L

The CR TPDU co
required.

Bits 4 to 1 of octq

Bits related to opt

NOTES

1 The connection
{additional option p:

2 Bits4to1larea
13.3.4 Variable
The following par|

a) Transport

Parameter

htains the first choice of class in the fixed part. Second and subsequent choices are listed in the

t 7 define options to be used on the requested transport connection as follows :

BIT OPTION
4 = 0 Always
3 =0 Always
2 = 0 Use of normal formats in all classes
= 1 Use of extended formats in classes 2, 3 and 4
1 = 0 Use of explicit flow control'in class 2
= 1 No use of explicit flow control in class 2

ions particular to a class are not meaningfulif that class is not proposed and may therefore take a

bstablishment procedure (see 6.5) does not permit a given CR TPDU to request use of transport expedited data
rameter) and no use of explicit flowscontrol in class 2 (bit 1 = 1).

Wways zero in class 0 and have-no meaning.

part {octets 8 to p)
hmeters are permitted in the variable part :
Service ACcess Point Identifier (TSAP-ID)

tode (¢ 1100 0001 for the identifier of the calling TSAP

ariable part if

ny value.

transfer service

1100 0010 for the identifier of the called TSAP

Parameter length : not defined in this International Standard

Parameter value : identifier of the calling or called TSAP respectively.

If a TSAP-ID is given in the request it may be returned in the confirmation.

b) TPDU size

This parameter defines the proposed maximum TPDU size (in octets including the header) to be used over the requested transport

connection. The coding of this parameter is

Parameter code : 1100 0000

Parameter length : 1 octet
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Parameter value :

0000 1101 8 192 octets (not allowed in class 0)
0000 1100 4 096 octets (not allowed in class 0}
0000 1011 2 048 octets
0000 1010 1 024 octets
0000 1001 512 octets
0000 1000 256 octets
0000 0111 128 octets

Default value : 0000 0111 (128 octets).

c) Version number {not used if class 0 is the preferred class)

Parameter
Parameter

Parameter

ode : 1100 U100
ength : 1 octet

alue field : 0000 0001

Default valfie : 0000 0001 {not used in class 0).

d) Protection parameters (not used if class 0 is the preferred class}

This paramete
Parameter
Parameter

Parameter

is user defined.
code : 1100 0101
ength : user defined

alue : user defined.

e} Checksum| {used only if class 4 is the preferred class) (see 13.2.3:1)

This paramete
request non-u

f) Additional

This paramete

I shall always be present in a CR TPDU requesting’¢lass 4, even if the checksum selection param
te of the checksum facility.

option selection (not used if class 0 is the preferred class)

I defines the selection to be made as to whether or not additional options are to be used.

bter is used to

Parameter pode : 1100 0110
Parameter Jength : 1
Parameter palue :
BIT OPTION
4 = 1 Use of network expedited in class 1
= 0 Non-use of network expedited in class 1
3 = T USe of receipt confirmation in class 1
= 0 Use of explicit AK variant in class 1
2 = 0 16-bit checksum defined in 6.17 shall be used in class 4
= 1 16-bit checksum defined in 6.17 shall not be used in class 4
1 = 1 Use of transport expedied data transfer service
= 0 Non-use of transport expedited data transfer service
Default value : 0000 0001.

Bits 8 to 5 shall be set to zero when sending the TPDU and ignored upon receipt.

Bits related to options particular to a class are not meaningful if that class is not proposed and may therefore take any value.
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g)

h}

This parameter conveys the maximum acknowledge time A to the remote transport entity. It is an indication only, and is not sub-

Alternative protocol class{es} (not used if class 0 is the preferred class)

Parameter

Parameter

Parameter value : Encoded as a sequence of single octets; each encoded as for octet 7 but with bits 4 to 1 set to zero (i.e. no

alternative

code : 1100 0111

length : n

option selections permitted).

Acknowledge time (used only if class 4 is the preferred class)

ject to negotiation {see 12.2.1.1.3).

i

Parameter

code : 1000 0101

Parameter

Parameter

ength : 2

value : n, a binary number where n is the maximum acknowledge time, expressed in milliseconds.

Throughpyt (not used if class 0 is the preferred class)

Parameter
Parameter
Parameter

1st 12 : m4
First 3 o
Second
Third 3 ¢
Fourth 3

code : 1000 1001
ength : 12 or 24
value :

ximum throughput, as follows :

Ctets : target value, calling-called user direction

B octets : minimum acceptable, calling-called user direction
ctets : target value, called-calling user direction

octets : minimum acceptable, cailed-calling user direction

2nd 12 oct:

ts (optional) : average throughput, as follows :

Fifth 3 oftets : target value, calling-called user direction

Sixth 3 gctets : minimum acceptable, calling-called user direction
Seventh|3 octets : target value, called-calling user direction

Eight 3 dctets : minimum acceptable, called-calling user direction

Where the avgrage throughput is emitted, it is considered to have the same value as the maximum throughput.

pressed in oct|

k}

m)

n)

Residual €
Parameter
Parameter
Parameter

1st octet]

ts per second.
rror rate {not used if class 0-is the preferred class)

code : 1000 0110

ength : 3
value :
: target value, power of 10

Malues are ex-

2nd octet < 'minimum acceptable, power of 10
i i . apower of 2

3rd octet—

Priority (not used if class 0 is the preferred class)

Parameter code : 1000 0111

Parameter length : 2

Parameter value : integer (0 is the highest priority)

Transit delay (not used if class 0 is the preferred class)

Parameter code : 1000 1000

Parameter |

ength : 8
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Parameter value :

First 2 octets : target value, calling-called user direction

Second 2 octets : maximum acceptable, calling-called user direction
Third 2 octets : target value, called-calling user direction

Fourth 2 octets : maximum acceptable, called-caliing user direction

Values are expressed in milliseconds, and are based upon a TSDU size of 128 octets.
p) Reassignment time (not used if class 0, 2 or 4 is the preferred class)

This parameter conveys the Time to Try Reassignment (TTR) which shall be used when following the procedure for reassignment
after failure (see 6.12).

Para er code : 1000 1011

Paranjeter length : 2

Paranjeter value : n, a binary number where n is the TTR value expressed in seconds.

13.3.5 Usdr data (octets p + 1 to the end)

No user data are permitted in class 0, and are optional in the other classes. Where permitted; they shall not exceed 32 octets.

13.4 Conhection Confirm (CC) TPDU

13.4.1 StrLcture

The structure of the CC TPDU shall be as follows :

1 2 3 4 5 6 7 8 p p+1 end
] | .
cc | coT CLASS Variable User
L 1101 DSTI'REF SRC[REF OPTION part data
]
13.42 LU
See 13.2.1.

13.4.3 Fixed part (octets 2 to 7}
The fixed part shall contain
a) CC :|Connection confirm code : 1101. Bits 8 to 5 of octet 2;
b} CDT|: Initial credit allocation (set to 0000 in classes 0 and 1). Bits 4 to 1 of octet 2;

¢} DSTIREF.: Reference identifying the requested transport connection at the remote transport entity;

d) SRC

ansport connection;

e} CLASS OPTION : Defines the selected transport protocol class and option to be operated over the accepted transport connec-
tion according to the negotiation rules specified in 6.5.

13.4.4 Variable part {octets 8 to p)

The parameters are defined in 13.3.4 and are subject to the constraints stated in 6.5 {connection establishment). Parameters ruled out
by selection of an alternative class and option shall not be present.

13.4.5 User data (octets p + 1 to the end)

No user data are permitted in class 0, and are optional in the other classes. Where permitted, they shall not exceed 32 octets. The user
data are subject to the constraints of the negotiation rules (see 6.5).
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13.5 Disconnect Request (DR) TPDU

13.5.1 Structure

The structure of the DR TPDU shali be as follows :

1 2 5 6 7 8 p p+1 end
T [ [ .
DR Variable User
LI 1000 | 0000 DST-REF SRC-REF REASON part data
13.5.2 Li
See 13.2.1.

13.5.3 Fixed part

The fixed part shall|contain

(octets 2 to 7)

a) DR : Disconnect request code : 1000 0000;
b) DST-REF :
¢) SRC-REF :

reference is unasgsigned;

d} REASON : |

The following values may be used for classes 1 to 4 :

1) 128 + 0]

2) 128 + 1]

3) *128+ 2:

4) 128 + 3|

5) 128 + 4|

6) 128 + 5| Protocol error

7) 128 + 6] Not used

8) 128 + 7| Reference‘overflow
9) 128 + 8

10) 128 + 9 “\Not used

11)

Normal disconnect initiated by session entity

Mismatched references

Remote transport entity congestion at connect request time

Connection request refused on this network connection

Reference identifying the transport connection at the remote transport entity;

Connection negotiation failed [i.e.proposed class(es) not supported]

Duplicate source reference detected for the same pair of NSAPs.

Reference identifying the transport connection at the transport eptity-initiating the TPDU. Valug zero when

Defines the reason for disconnecting the transport connectiof. JThis field shall take one of the following values :

128 + 10 : Header or parameter length invalid

The foltowing values can be used for all classes :

12)
13)
14)

15)

0 : Reason not specified
1 : Congestion at TSAP
*2 : Session entity not attached to TSAP

*3 : Address unknown

NOTE — Reasons marked with an asterisk {¥) may be reported to the TS-user as persistent, other reasons as transient.
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13.5.4 Variable part (octets 8 to p)
The variable may contain k
a) a parameter allowing additional information related to the clearing of the connection;
Parameter code : 1110 0000

Parameter length : any value provided that the length of the DR TPDU does not exceed the maximum agreed TPDU size or 128
when the DR TPDU is used during the connection refusal procedure.

Parameter value : additional information: the content of this field is user defined.

b) checksum (see 13.2.3.1).

,1365 User iata (octets p + 1 to the end)

This field shall ot exceed 64 octets and is used to carry TS-user data. The successful transfer of this data,is-not gliaranteed by the
transport protopol. When a DR TPDU is used in class 0 it shall not contain this field.

‘ 13.6 Disconnect Confirm (DC) TPDU
This TPDU shall not be used in class 0.

13.6.1 Structure

The structure gf DC TPDU shall be as follows :

1 2 3 4 5 6 7 p
bC ‘ l I
L 1100 | 0000 DST[REF SRCI-REF Varlablle part
13.6.2 LI
See 13.2.1.

13.6.3 Fixed part (octets 2 to 6)
The fixed part $hall contain
‘ a) DC : Disconnect confirm code:~1100 0000;
b) DST-REF : see 13.4.3;
c) SRC-RHF : see 13.43.

13.6.4 Variajle part

The variable pdrtsshall contain the checksum parameter if the condition defined in 13.2.3.1 applies.

13.7 Data (DT) TPDU

13.7.1 Structure
Depending on the class and the option the DT TPDU shall have one of the following structures :

a) Normal format for classes 0 and 1

1 2 3 4 5 end
T
DT TPDU-NR
L 1111 | 0000 and EOT User data
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b) Normal format for classes 2, 3 and 4

1 2 3 4 5 6 p p+1 .. end
[ I T
DT TPDU-NR Variable
LI 1M | 0000 DST-iREF and EOT plart User data

¢) Extended format for use in classes 2, 3 and 4 when selected during connection establishment

1 2 3 4 5, 6 7, 8 9 b p+1 .. end
I :
L bt DST-REF TPDU-NR Variable User data
LR AL VUUU l allg TUT pall
1372 U
See 13.2.1.
13.7.3 Fixed gart

The fixed part shall contain
a) DT : Data transfer code : 1111 0000;
b) DST-REF : See 13.4.3;

en set to ONE, it indicates that the current DT TPDU is.the last data unit of a complete DT TPDU se¢quence {end of
is bit 8 of octet 3 in class 0 and 1 and bit 8 of octet&\for classes 2, 3 and 4;

¢) EOT:
TSDU). EO

d) TPDU-NR : TPDU send sequence number (zero in class 0}\May take any value in class 2 without explicit flow|control. TPDU-
NR is bits 7 tp 1 of octet 3 for classes 0 and 1, bits 7 to 1 of actet 5 for normal formats in classes 2, 3 and 4 and bits|7 to 1 of octet 5
together with octets 6, 7 and 8 for extended format.

NOTE — Depend

classes 0 and [t : octets 2 to 3;

ng on the class, the fixed part of the DT, . TPDU uses the following octets :

classes 2, 3, 4 (normal format) : octets 2 t0 5;

classes 2, 3, 4 (extended format) : octets2 to.8.

13.7.4 Variab]‘e part

The variable paft shall contaif the checksum parameter if the condition defined in 13.2.3.1 applies.

13.7.5 User data field

This field contains\data of the TSDU being transmitted.

NOTE — The length of this field is limited to the negotiated TPDU size for this transport connection minus 3 octets in classes 0 and 1, and minus 5
octets (normal header format) or 8 octets (extended header format) in the other classes. The variable part, if present, may further reduce the size of
the user data field.

13.8 Expedited data (ED) TPDU

This ED TPDU shall not be used in class 0 or in class 2 when the no explicit flow control option is selected or when the expedited data
transfer service has not been selected for the connection.

13.8.1 Structure

Depending on the format negotiated at connection establishment the ED TPDU shall have one of the following structures :
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1 2 3 4 5 6 p p+1 end
l T
ED : ED TPDU-NR Variable
Lt 0001 0000 DST-IREF and EOT part User data
]
b) Extended format (for use in classes 2, 3 and 4 when selected during connection establishment)
1 2 3 4 5, 6 7, 8 9 o] p+1 end
! 1
L e D DST-REF ED TPDU-NR Variable User data
VUUT pviviviv g I [=LRL® BN =y ,JTI L3
13.8.2 LI
See 13.2.1,
13.8.3 Fixdd part

The fixed paft shall contain
) ED : [Expedited data code : 0001 0000;
b) DST{REF : see 13.4.3;

c) ED TPDU-NR : Expedited TPDU identification number. EDXFPDU-NR is used in classes 1, 3 and 4 and may take any value in
class 2. Aor normal formats bits 7 to 1 of octet & and for extended formats bits 7 to 1 of octet 5 together with: octets 6, 7 and 8;

‘) ‘BOT|: End of TSDU aiways set to 1 (bit 8 of octet:5).

NOTE — Depending on the format the fixed part shalt be either octets: 2 to 5 or 2 to 8.

13.8.4 Varjable part

The variable|part shall contain the checksum parameter if the condition defined' in 13.2.3.1 applies.

13.8.5 User data field

This field coptains an expeédited TSDU (1 to 16 octets).

13.9 Datg acknowledgement (AK) TPDU

This TPDU sha fags 1 when the net-

work receipt confirmation option i selected.

13.9.1 Structure
Depending on the class and option agreed the Ak TPDU shall have onie: of: the following structures :
a) Normal format (classes 1, 2, 3, 4)

1 2 3 4 5 6 p:

AK
i 0110:

coT

L DST-REF YR-TU-NR Variable part*
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b} Extended format (for use in classes 2, 3, 4 when selected during connection establishment)

1 2 3 4 5, 6, 7, 8 9, 10 11 p
LI AK DST-REF YR-TU-NR CcDT Variabl
0110 0000 ariable part
13.9.2 LI
See 13.2.1.

13.9.3 Fixed Part

The fixed part sha|l contain (in octets 2 to 5 when normai format is used or in octets 2 to 10) the following parametdrs :
a} AK : Acknpwledegment code : 0110;

b) CDT : Credit value (set to 1111 in class 1). CDT is bits 4 to 1 of octet 2 for normal formats andgctets 9 and 10| for extended '
formats;

¢) DST-REF :|See 13.4.3;

d) YR-TU-NR|: Sequence number indicating the next expected DT TPDU number.Fornormal formats, bits 7 to 1 of octet 5; bit 8
of octet 5 is nof significant and shall take the value 0. For extended formats, bits 7 t6_1 of octet 5 together with octets 6, 7 and 8; bit
8 of octet 5 is not significant and shall take the value 0.

13.9.4 Variable part
The variable part dontains the following parameters :
a) Checksumlif the condition in 13.2.3.1 applies;

b) Subsequerice number when optionally used underthe conditions defined in class 4. This parameter is used to efisure that AK
TPDUs are professed in the correct sequence. If it is absent, this is equivalent to transmitting the parameter with a yvalue of zero.

Parametgr code : 1000 1010
Parametgr length : 2 ‘

Parametpr value : 16-bit subsequence number;

¢) Flow contrpi confirmztiSiwhen optionally used under the conditions defined in class 4. This parameter containg a copy of the
informaticn redeived in ah AK TPDU, to allow the transmitter of the AK TPDU to be certain of the state of the receiying transport
entity (see 12.3.3.9),

Parametp.code : 1000 1100

Parameter length : 8

Parameter value : defined as follows :

1) Lower window edge (32 bits). Bit 8 of octet 1 of the parameter value field is set to zero, the remainder contains the YR-
TU-NR value of the received AK TPDU. When normal format has been selected, only the least significant seven bits (bits 1

to 7 of octet 4 of the parameter value field} of this field are significant.

2) Your subsequence (16 bits). Contains the value of the subsequence parameter of the received AK TPDU, or zero if this
parameter was not present.

3) Your credit (16 bits). Contains the value of the CDT field of the received AK TPDU. When normal format has been
selected, only the least significant four bits (bits 1 to 4 of octet 2 of the Your Credit field) of this field are significant.
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The EA TPDU shall not be used for class 0, or for class 2 when the “no explicit flow control” option is selected, or when the expedited
data transfer service has not been selected for the connection.

13.10.1 Structure

Depending on the option (normal or extended format) the TPDU structure shall be :

a) normal format {(classes 1, 2, 3 and 4)

2

3 4

6

p

—

Ll

EA

0010 0000

!
DST-REF

YR-TU-NR

l
Valiable part

|

. b) Extended format (for use in classes 2, 3 and 4 if selected during connection establishment)

! 2 3 4 5, 6 7/\8 9 D
EA I T
LI 0010 0000 DST-REF YR-TU-NR Vatiable part
l o
13.10.2 LI
See 13.2.1.

13.10.3 FixetLpart

The fixed part

a) EA : Expedited acknowledgement code : 0019.0000;

b) DST-REF : See 13.4.3;

hall contain (in octets 2 to 5 when normal-format is used or in octets 2 to 8) the following param

pters :

c¢) YR-EDTU-NR : ldentification of the ED'TPDU being acknowledged. May take any value in class 2. For normgl formats bits 7 to

. 1 of octet 5} bit 8 of octet 5 is not significant and shall take the value 0. For extended formats, bits 7 to 1 of octs
octets 6, 7 and 8; bit 8 of octet 5is.not significant and shall take the value 0.

13.10.4 Varigble part

The variable part may eontain the checksum parameter {see 13.2.3.1).

13.1

Reje¢t.(BRJ) TPDU

bt 5 together with

The RJ TPDU shal! not be used in classes 0, 2 and 4.

13.11.1 Structure

The RJ TPDU shall have one of the following formats :

a) Normal format (classes 1 and 3)

5

L RJ

CDT
0101

|
DST-REF

YR-TU-NR

47
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b) Extended format (for use in class 3 if selected during connection establishment)
1 2 3 4 5 6, 7, 9, 10
Ll RJ DST.REF YR-TU-NR coT
0101 0000 |
13.11.2 U
See 13.2.1.

13.11.3 Fixed part

The fixed part shall contain {in octets 2 to 5 when normal format is used or in octets 2 to 10) the following parame

a)

b)

c)

d)

together with

13.11.4 Variab

There is no varia

RJ : Reject code : 0101, Bits 8 to 5 of octet 2;

CDT : Credit value (set to 1111 in class 1). For normal formats bits 4 to 1 of octet 2 and for-extended formats ¢

DST-REH

YR-TU-NR : Sequence humber indicating the next expected TPDU from which'retransmission should occur.
mats, bits 7 t 1 of octet b; bit 8 of octet 5 is not significant and shall take the value'0. For extended formats, bits 7
octets 6, 7 and 8; bit 8 of octet 5 is not significant and shall take the value 0.

: See 13.4.3;

e part

ble part for this TPDU type.

13.12 TPDU grror (ER) TPDU

13.12.1 Structure

ters :
ctets 9 and 10; .

For normal for-
to 1 of octet b

1 2 3 4 5 p
I
ER REJECT ,
L o111 0000 DST-lREF CAUSE Varigble part .
13.12.2 U
See 13.2.1.

13.12.3 Fixed part

The fixed part shall contain the following parameters :

a)

b)

c)

ER : TPDU Error code : 0111 0000;

DST-REF : See 13.4.3;

REJECT CAUSE :

0000 0000
0000 0001
0000 0010
0000 0011

Reason not specified
Invalid parameter code
Invalid TPDU type
Invalid parameter value.
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13.12.4 Variable part
The variable part may contain the following parameters :
a) Invalid TPDU
Parameter code : 1100 0001
Parameter length : number of octets of the value field

Parameter value : contains the bit pattern of the rejected TPDU header up to and including the octet which caused the
rejection. This parameter is mandatory in class 0.

b) Checksum

This parameter shall be present if the condition in 13.2.3.1 applies.
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14 Conformance

14.1 A system claiming to implement the procedures
specified in this International Standard shall comply with the

requirements in 14.2 to 14.5.

14.2 The system shall implement class O or class 2 or both.

14.3 I the system implements class 3 or class 4, it shall also

Section three : Conformance

e} handling all TPDUs of lengths up to the lesser value of

1) the maximum length for the class [see 13.3.4b}];

2) the maximum for which conformance is claimed
(see note 2).

NOTES

1 The procedures for classes O to 4 are specified in clauses 8
to 12 respectively. The procedures refer to the elements of

implement class 2.

14.4 |f the system implements class 1, it shall also implement

class 0.

14.5 For each class which the system claims to implement,

the system shall bg capable of

a) initiating CRR TPDUs or responding to CR TPDUs with

CC TPDUs or bpth;

b) responding|to any other TPDU and operating network
service in accorflance with the procedures for the class;

¢) operating alf the procedures for the class listed as man-

datory in table 9;

d) operating fhose procedures for the class listed as
optional in tablg 9 for which conformance is claimed;

procedures specified in clause 6.

2 The requirement in 14.5e) indicates that.TPQU sizes of 128
octets are always implemented.

14.6 Claims of conformance shall\state

a} which class or classes of protocol are imglemented;

b} whether the system'is capable of initiating or respon-

ding to CR TPDUs.or’both;

c) which ofhe procedures listed as optional in table 9 are
implemented;

d) _for each class,

the maximum size off TPDU im-

plemented [see 13.3.4b)]; the value shall be chgsen from the
following list and all values in the list which are Jess than this
maximum shall be implemented :

128, 256, 512, 1 024, 2 048, 4 096 or 8 192|octets.

Table 9 — Provision of options

Procedure Class 0 Class 1 Class 2 Class 3 Class 4
TPDU with checksum not applicable not applicable not applicable not applicable mandatory
TPDU without checksum mandatory mandatory mandatory mandatory optional
Expedited data trangfer not applicable mandatory mandatory mandatory mandatory
No expedited data transfer mandatory mandatory mandatory mandatory mandatory
Flow control in clasI 2 not applicable not applicable mandatory not applicable npt applicable
No flow control in class-2 not-applicable——not-applicable | __optional not applicahle nbt applicable
Normal formats mandatory mandatory mandatory mandatory mandatory
Extended formats not applicable not applicable optional optional optional

Use of receipt confirmation in class 1
No use of receipt confirmation in class 1

not applicable
not applicable

optional
mandatory

not applicable
not applicable

not applicable
not applicable

not applicable
not applicable

Use of network expedited in class 1
No use of network expedited in class 1

not applicable
not applicable

optional
mandatory

not applicable
not applicable

not applicable
not applicable

not applicable
not applicable
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Annex A

State tables

{This annex forms part of the standard.}

This annex provides a more precise description of the protocol.

In the event of

a discrepancy between the description in these

tables and that contained in the text, the text takes precedence.

a) one action constituted of a list of any number of out-

going events (none, one or more) given by
name defined in table 12 followed by the a
of the resultant state (see table 11);

their abbreviated
bbreviated name

The state tableg also define the mapping between service and
protocol events|that TS-users can expect.

This annex desfribes the transport protocol in terms of state

tables. The sta

tables show the state of a transport connec-

tion, the event§ that occur in the protocol, the actions taken
and the resultapt state.

The state tables describe only the operation of a single
transport connpction. They do not necessarily describe all

possible combi
network servic

ations of sequences of events at transport and
b boundary, nor do they describe the exact

mapping between TPDUs and NSDUs.

A.2 Convégntions

A.2.1 incom

ng events are represented in the state tables by

their abbreviatdd name, as defined in table 10.

A.22 States'ln are

abbreviated na

represented in the tables, by their
e, as defined in table 11.

A.2.3 The intersection of each state and’event which is

‘ invalid is left bl
a) forane
from the TY

b) foran ¢
cedure for t
of the supp

hnk. The action to be taken in this case shall be

one of the follgwing :

ent related to the transport service (i.e. coming
-user), take no-action;

vent related-to a received TPDU, foliow the pro-
eatment of protocol errors (see 6.22) if the state
brting, Network connection makes it possible;

b) conditional actions separated by a semi-colon (;). Each
conditional action contains a predicate/follpwed by a colon
(:) and by an action as defined in_a). The predicates are
boolean expressions given by their abbreviated name and
defined in the clauses related\to” the state tables of each
class. Only the action corresponding to the|predicate which

is true shall be taken.

A.2.5 The state tables also include

a) informal comments giving explanatory|materials;

b) references to notes using the following|notation : {note

number);

c)} references to other actions defined in

separate tables

using the following notation : [action numper].

A.3 Tables

Table 10 specifies the names and abbreviated

names of the in-

coming events, classified as TS-user events, NS-provider

events or TPDU events.

Table 11 specifies the names and abbreviatdd names of the

states.

outgoing events classified as TS-provider
events or TPDU events.

Table 12 specifies the names and abbreviatgd names of the

bvents, NS-user

A.4 State tables for classes 0 and 2

This clause provides a more precise descriptign of a transport

c) for an event falling into neither of the above categories
{including those which are impossible by the definition of

the behavio
no action,

ur of the transport entity or NS-provider), take

A.2.4 At each intersection of state and event which is valid

the state tables
following :

specify an action which may include one of the

entity for a transport connection of class 0 or class 2.

The description uses predicates defined in table 13, and specific

actions defined in table 14.

The description does not include a complete specification of

the data transfer procedures but makes r

eference to the

specification of the classes (see clause 8 and 10). Table 15 gives

the state automata for classes 0 and 2.
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Table 10 — Incoming events

Ablla"r:r\'/‘i:ted Category
TCONreq TS-user T-CONNECT Request primitive
TCONresp TS-user T-CONNECT Response primitive
TDTreq TS-user T-DATA Request primitive
TEXreq TS-user T-EXPEDITED DATA Request primitive
TDISreq TS-user T-DISCONNECT Request primitive
NDISind NS-provider N-DISCONNECT Indication primitive
NCONconf NS-provider N-CONNECT Confirm primitive
NRSTind NS-provider N-RESET Indication primitive
CR TPDU Connection Request TPDU
cC TPDU Connection Confirm TPDU
DR TPDU Disconnect Request TPDU
DC TPDU Disconnect Confirm TPDU
AK TPDU - | Data Acknowledgement TPDU
EA TPDU Expedited Data Acknowledgement TPDU
DT TPDU Data TPDU
ED TPDU Expedited Data TPDU
ER TPDU TPDU Error TPDU
RJ TPDU Reject TPDU
Table 11 — States
Abl:::’\'l‘l:ted Name
WEFNC Wait for network connection
WEFCC Wait for the CC TPDU
WBCL Wait before releasing (wait for €CTPDU before sending the TPDU DR)
OPEN Transport connection is open
CLOSING Release in progress
WFTRESP| Wait for T-CONNECT «response
CLOSED Transport comnéection is closed
WFNC-R Wait for_network connection and reassignment in progress
WFCC-R Wait-forCC TPDU and reassignment in progress
WBCL-R Wait before releasing and reassignment in progress
OPEN-R Open and reassignment in progress
OPEN-WR Open and wait for reassignment
CLOSING- Release in progress and reassignment in progress
CLOSING-WR Release in progress and wait for reassignment
WFTRESP-WR Wait for T-CONNECT response and wait for reassignment
WBCL-WR Wait before releasing and wait for reassignment
WBOC Wait before open complete (CC is unacknowledged)
WBOC-WR Wait before open complete and wait for reassignment
CLOSING BOC Wait before open complete and release in progress
CLOSING BOC-WR Idem and wait for reassignment
AKWAIT Waiting for acknowledgement of CC TPDU
REFWAIT Waiting for frozen reference time
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Abl:::::ted Category Name
TCONind TS-provider T-CONNECT Indication primitive
TCONconf TS-provider T-CONNECT Confirm primitive

TDTind TS-provider T-DATA Indication primitive
TEXind TS-provider T-EXPEDITED DATA Indication primitive
TDISind TS-provider T-DISCONNECT Indication primitive
NDISreq NS-user N-DISCONNECT Request primitive
NRSTresp NS-user N-RESET Response primitive
NCONre NS-user N-CONNECT Request primitve
CR TPDU Connection Request TPDU
cC TPDU Connection Confirm TPDU
DR TPDU Disconnect Request TPDU
DC TPDU Disconnect Confirm TPDU
AK TPDU Data AcknowledgementTPDU
EA TPDU Expedited Data Acknowledgement JPDU
DT TPDU Data TPDU
ED TPDU Expedited Data TPDU
ER TPDU TPDU Error TPDU
RJ TPDU Reject TPDU
Table 13 — Predicates for classes 0 and 2
Name Description
PO T-CONNECT request unacceptable
P1 Unacceptable-CR TPDU
P2 No netwgrk connection available
P3 Network connection available and open
P4 Network connection available and open in progress
P5 Class in class 0 (class selected in CC)
P6 Unacceptable CC
P7 Class is class 2
P8 Acceptable CC
P9 Class 4 CR
Table 14 — Specific actions for classes 0 and 2
Name Description
[1 If the network connection is not used by another transport connection
assigned to it, it may be disconnected
{2] See 6.22 (receipt of an ER TPDU)
[3] See data transfer procedures of the class
(4] See expedited data transfer procedure of the class
[5] An N-RESET response has to be issued once for the network connection if
the network connection has not been released. In class 0, an
N-DISCONNECT request has to be issued
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Table 15 — State table for classes 0 and 2

State WBCL CLOSING
WFNC WFCC {Class 2 OPEN (Class 2 WFTRESP CLOSED
Event only) only)
TCONreq PQ : TDISind
CLOSED;
P2 : NCONreqg
WFNC;
P3: CR WFCC;
P4 : WFNC
TCONresp cC
OPEN
TDTreq ; [3] OPEN
TEXreq DOES NOT EXIST IN CLASS 0
[4] OPEN
TDISreq n not P7 : P5 : NDISreq DR
CLOSED NDISreq CLOSED; CLOSED
CLOSED; P7 : DR
P7 : WBCL CLOSING
NCONconf CR WFCC
NRSTind TDISind [1] [5] TDISind [1]1 [5] TDISind
[1] I5] CLOSED [1] [5] CLOSED {11 I8]
CLOSED CLOSED CLOSED
NDISind TDISind TDISind CLOSED TDISind CLOSED TDISind
CL.OSED CLOSED CLOSED CLOSED
CR P9 : OPEN P9 : CLOSING | P9 : WFTRESP P1: DR (1)
JLOSED;
not P1
TICONind
WFTRESP
DR TDISind [1] P5>, (2); [1] CLDSED (4);
[11 CLOSED P7 : DC CLOSED pd CLOSED
CLOSED TDISind
CLOSED
DC DOES NOT EXIST IN CLASS 0 (2) ¢LOSED
P7:11]
CLOSED
cCc P8 : TCONconf P5 : (3) DR
OPEN; NDISreq QLOSED
P6 and P5¢; CLOSED;
TDISind P7 : DR
NDISreq CLOSING
CLOSED;
P6.and P7 :
TDISind DR
CLOSING
AK DOES NOT EXIST IN CLASS 0 (2) GLOSED
| [ mioreN | cCLOSING |
EA DOES NOT EXIST IN CLASS 0 (2) QLOSED
| | oren [ cLosing |
ED DOES NOT EXIST IN CLASS 0 {(2) CLOSED
[4] OPEN CLOSING
DT [3] OPEN CLOSING CLOSED
ER TDISind [1] CLOSED [2] [2] CLOSED
[1] CLOSED

(1

(2)

3)

(4)

An ER TPDU should be sent in certain cases (see 6.6).
If received it should be processed as a protocol error (see 6.22).

A CR with class 2 has been sent and a CC class 0 is received.

If DC is not available (i.e. class 0 only implemented) or SRC-REF is zero.
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A.5 State tables for classes 1 and 3

This clause provides a more precise description of a transport
entity for a transport connection of class 1 or 3.
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Specific actions are defined in table 17 and specific additional
notes are given in table 18.

The description does not include a compiete specification of
the data transfer but makes reference to the specification of the
classes (see clauses 9 and 11). Table 19 gives the state

The description uses the predicates defined in table 16.

automata for classes 1 and 3.

Table 16 — Predicates for classes 1 and 3

Name Description

PO T-CONNECT Request unacceptable

P1 No available network connection can be used for assignment or
reassignment

P2 A network connection can be used for assignment or reassignment;
the network connection opening is in progress

P3 A network connection can be used for assignment or reassighment;
the network connection is open

P4 TTR timer has previously run out

P5 Local choice

P6 Initiator of the transport connection

P7 Unacceptable CR TPDU

P8 TWR is running

P9 Class 4 CR

P10 Class selected in CC is class\0"or 2
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