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Foreword

ISO (the International Organization for Standardization) and IEC (the International Electrotechnical Commission) form the
specialized system for worldwide standardization. National bodies that are members of ISO or IEC participate in the
development of International Standards through technical committees established by the respective organization to deal with
particular fields of technical activity. ISO and IEC technical committees collaborate in fields of mutual interest. Other
international organizations, governmental and non-governmental, in liaison with ISO and IEC, also take part in the work. In the
field of information technology, ISO and IEC have established a joint technical committee, ISO/IEC JTC 1.

International Stgndards are drafted in accordance with the rules given in the ISO/IEC Directives, Part 3.

The main task df the joint technical committee is to prepare International Standards. Draft International (Standargls adopted by
the joint techni¢al committee are circulated to national bodies for voting. Publication as an International Starldard requires
approval by at I¢ast 75 % of the national bodies casting a vote.

Attention is drayvn to the possibility that some of the elements of this International Standard may be the subject of{ patent rights.
ISO and IEC shill not be held responsible for identifying any or all such patent rights.

ISO/TIEC 11582 |was prepared by ECMA (as ECMA-165) and was adopted, under a speeial “fast-track procedyire”, by Joint
Technical Comrpittee ISO/IEC JTC 1, Information technology, in parallel with its appreval by national bodies of ]SO and IEC.

This second edifion cancels and replaces the first edition (ISO/IEC 11582:1995), which has been technically revisgd.

Annexes A and B form a normative part of this International Standard. Annexes C to L are for information only.
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Introduction

This International Standard is one of a series of Standards defining services and signalling protocols applicable to Private
Integrated Services Digital Networks (PISNs). The series uses ISDN concepts as developed by ITU-T and conforms to the
framework of International Standards on Open Systems Interconnection as defined by ISO/IEC.

This International Standard defines the signalling protocol for use at the Q reference point between two PINXs for the transport
of protocol information as part of Supplementary Services and/or Additional Network Features (ANFs) within a PISN. The

protocol defigedimthisttermatiomat-Stamdard-forms part of the PSSt protocot(mformmatty kmowmas- QST6—

The generic
ANF protoco

— generic pJ
and separ

— a dialogu
dialogue;

— suppleme
capability

— the capab
The protocol

This Internat
and continuo
bodies. It rep

unctional procedures provide a flexible and open ended approach to the provision of supplemen
[s. These procedures provide:

otocols which may be utilised in the provision of supplementary services and ANFs{both related
ite from existing calls where appropriate to the capability required;

e identification protocol to enable supplementary service or ANF information flows to be tied to

htary service and ANF transparency across a PISN, whereby transit PINXs need have no ki
provided to the PISN user or PISN itself unless involved in the provisjon of that capability; and

lity for standardised and manufacturer specific capabilities to coexist in both single and multi-ven
defined in this International Standard is based upon that deScribed in ITU-T Recommendation Q.9

onal Standard is based upon the practical experience of ECMA member companies and the resull
1s participation in the work of ISO/IEC JTC 1, ITWU<T," ETSI and other international and nationa
Fesents a pragmatic and widely based consensus.

tary service and

to existing calls

oether to form a

lowledge of the

dor PISNSs.
32 (1993).

ts of their active
standardization
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INTERNATIONAL STANDARD ISO/IEC 1

1582:2002(E)

Information technology — Telecommunications and information exchange between
systems — Private Integrated Services Network — Generic functional protocol for

the support of supplementary services — Inter-exchange signalling proced
protocol

1 Scope

ures and

This International Standard defines the signalling protocol for the control of Supplementary Services and Additional Network

Features (ANFs) at the Q reference point. The protocol is part of Private Signalling System no. 1 (PSS1), knoy
QSIG. The Q reference point exists between Private Integrated services Network eXchanges (PINXs) cef
within a Priviate Integrated Services Network (PISN) and is defined in ISO/IEC 11579-1. Detailed procedut
individual supplementary services and ANFs are beyond the scope of this International Standard andywill be sj
standards fof those services which are standardised and by individual manufacturers for proprietary se
capabilities defined in this International Standard.

ISO/IEC 11572 defines the Layer 3 protocol for circuit-switched call control at the Q-reference point. T

Standard de

of supplementary services and ANFs.

NOTE 1 - T

annex C, for efplanatory and illustrative purposes only.

NOTE 2 - Spefific supplementary services and Additional Network Features may/require additional information transfer 1

are service or

2 Co

In order to
Implementati

3 Nor
The followin
International
apply. Howe
applying the
normative do|

ISO/IEC 115

integrated se

ISO/IEC 115
Integrated S
information f]

ISO/IEC 115
Integrated S

es additional protocol procedures, to be used in conjunction with those défined in ISO/IEC 1157

vn informally as
inected together
es applicable to
ecified by other
vices using the

his International
2 for the control

ical examples of the application of these generic functional procedures-to some supplementary servicgs are provided in

ature specific and are beyond the scope of this International Staddard.

ormance

conform to this International Standard, a PINX\'shall satisfy the requirements identified
pon Conformance Statement (PICS) proforma in anrex A.

mative references

o normative documents contain provisions which, through reference in this text, constitute pi
Standard. For dated references, subsequent amendments to, or revisions of, any of these pub
ver, parties to agreements based on“this International Standard are encouraged to investigate t
most recent editions of the normative documents indicated below. For undated references, the latg

79-1:1994, Information ‘technology — Telecommunications and information exchange between s))
vices network — Partl: Reference configuration for PISN Exchanges (PINX)

74:2000, Information technology — Telecommunications and information exchange between sy.
rvices Networks*— Circuit-mode 64 kbit/s bearer services — Service description, functional
fows

72:2000;nformation technology — Telecommunications and information exchange between sy.
rviees Network — Circuit mode bearer services — Inter-exchange signalling procedures and prof

hechanisms which

in the Protocol

ovisions of this
lications do not
he possibility of
bst edition of the

cument referred to applies. Members of ISO and IEC maintain registers of currently valid International Standards.

stems — Private

tems — Private
capabilities and

ktems — Private
ocol

ISO/IEC 115

711908  nformation techrnoloay Telecomuriications—akdintormation-exchanae between sy
3 J [SX4 J (=) 4

items — Private

Integrated Services Networks — Addressing

ISO/IEC 15056:1997, Information technology — Telecommunications and information exchange between systems — Private
Integrated Services Network — Inter-exchange signalling protocol — Transit counter additional network feature

ISO/IEC 6523-1:1998, Information technology — Structure for the identification of organizations and organization parts —
Part 1: Identification of organization identification schemes

ISO/IEC 6523-2:1998, Information technology — Structure for the identification of organizations and organization parts —

Part 2: Regis
ITU-T Rec. 1

tration of organization identification schemes

.112:1993, Vocabulary of terms for ISDNs

ITU-T Rec. 1.210:1993, Principles of telecommunication services supported by an ISDN and the means to describe them

ITU-T Rec. Q.932:1998, Digital subscriber signalling system No.1 — Generic procedures for the control of ISDN
supplementary services
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ITU-T Rec. X.217:1995 | ISO/IEC 8649:1996, Information technology — Open Systems Interconnection — Service definition
for the Association Control Service Element

ITU-T Rec. X.227:1995 | ISO/IEC 8650-1:1996, Information technology — Open Systems Interconnection — Connection-
oriented protocol for the Association Control Service Element: Protocol specification

ITU-T Rec. X.680:1997 | ISO/IEC 8824-1:1998, Information technology — Abstract Syntax Notation One (ASN.I):
Specification of basic notation

ITU-T Rec. X.681:1997 | ISO/IEC 8824-2:1998, Information technology — Abstract Syntax Notation One (ASN.I):
Information object specification

ITU-T Rec. X.682:1997 | ISO/IEC 8824-3:1998, Information technology — Abstract Syntax Notation One (ASN.I):
Constraint specification

ITU-T Rec. X.683:1997 | ISO/IEC 8824-4:1998, Information technology — Abstract Syntax Notation |Qne (ASN.1):
Parameterizatiopn of ASN.1 specifications

ITU-T Rec. X.6P0:1997 | ISO/IEC 8825-1:1998, Information technology — ASN.I encoding rules! |Specificafion of Basic
Encoding Rules\(BER), Canonical Encoding Rules (CER) and Distinguished Encoding Rules (DER)

ITU-T Rec. X.8$0:1994 | ISO/IEC 13712-1:1995, Information technology — Remote Operations. Concepts, model gnd notation

ITU-T Rec. X.8
Operations Ser

ITU-T Rec. X.§
Operations Ser

4 Defini
For the purpose

4.1
This Internation|

Object Iden

Extern

Private Inte
Private Inte
Service
Signalling
User

4.2 ACSE
An APDU defin

4.3 Additid
A capability pro

R1:1994 | ISO/IEC 13712-2:1995, Information technology — Remote Opérttions: OSI realizatio
ice Element (ROSE) service definition

82:1994 | ISO/IEC 13712-3:1995, Information technology — Rembote’Operations: OSI realizatio
ice Element (ROSE) protocol specification

ions
of this International Standard, the following definitions dpply.

h] definitions

h Standard uses the following terms defined inother documents:
tifier (ITU-T Rec. X.680)
(ISO/IEC 11579-1)

(ISO/IEC 11579-1)

(ITU-T Rec. 1.112)

(ITU-T Rec. 1.112)

(ISO/IEC 11574)

prated services Network eXchange (PINXY)

prated Services Network

APDU
ed by the Association Control Service Element (ACSE).

nal Network Feature (ANF)
vided by a PISN, not generally directly to a User, over and above that of the Basic call.

4.4 Adjace]
A PINX as cons

4.5

s — Remote

s — Remote

tPINX

idered from another PINX to which it is directly connected via one or more inter-PINX links.

Application Protocol Data Unit (APDU)

A sequence of data elements exchanged between peer application layer entities, e.g. ACSE APDUs, DSE APDUs and ROSE

APDUs.
4.6

Call, Basic call

An instance of the use of a basic service.

4.7

Call independent signalling connection

A signalling connection established between SS-Control entities located in different PINXs that does not have an associated
user-information connection.

© ISO/IEC 2002 — All

rights reserved
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independent

A property of information which is conveyed across the Q reference point in a message which does not use a call reference
which has an associated user-information connection (that is, using a Connectionless or Connection oriented transport
mechanism as defined in 7.2 or 7.3).

4.9 Call

related

A property of information which is conveyed across the Q reference point in a message which uses a call reference which has

an associated

4.10

user-information connection.

Connection oriented

Communication between peer protocol entities by means of a connection or association established by an underlying layer.

4.11

Communicat
by an underly

4.12 Coo

An entity w
Control for d

4.13 Dest]

In the contex
Control entity

Con)

4.14 DSE
An APDU ddg
4.15  Dial

A service ele
which are no

416 End

In the contex
capabilities
signalling sys

4.17 Gatg

Sub-clause 4
Gateway PIN
either transp
or process th
service concg

4.18 Gen

The entity th|
DSE via the

4.19 Inco

nectionless

on between peer protocol entities by means of an unacknowledged, unidirectional transport mecl
ing layer.

‘dination Function

nich provides coordination between various SS-Control entities, ROSE, ACSEBSE, GFT-(
fferent supplementary services (see clause 6).

ination PINX

of a single one-way exchange of information between two SS-Controlentities, the PINX where t
is located.

APDU
fined by the Dialogue Service Element.

pgue Service Element (DSE)

ment which provides services to SS-Control via the Coordination Function that associate ROSE ¢
implicitly associated by an underlying network layer connection.

PINX

t of a particular call, an Originating or Tetminating PINX. It can also be a Gateway PINX, d
f the signalling system being interwotked (i.e. unless it transports APDUs unchanged to or
tem).

way PINX

6 of ISO/IEC 11572 shall apply. Dependent on the capabilities of the signalling system being inf
X, it can act as a Trangit'or an End PINX in the context of the supplementary services APDU
rt the APDUs unchanged to or from the other signalling system, perhaps embedded in some oth
e APDUs and perform an interworking function of the information flows and encoding of th
rned.

bric Functional Transport Control (GFT-Control) entity

ht existsswithin a PINX and provides a range of services (defined in clause 6) to SS-Control, R
Coordination Function.

niing side

hanism provided

ontrol and Call

he receiving SS-

r ACSE APDUs

ependent on the
from the other

erworked by the
t. That is, it can
ler protocol unit,
b supplementary

DSE, ACSE and

In the context of a Call independent signalling connection, the Side which receives the request for connection establishment
from the Preceding PINX.

4.20

Interpretation APDU

An APDU defined by the Coordination Function.

4.21

Inter-PINX link

The totality of a signalling channel and a number (> 0) of user information channels (which may have different characteristics)

at the Q refer

4.22
A request by

Invo

© ISO/IEC 200!

ence point.

cation
a SS-Control entity to perform an operation in a remote SS-Control entity.
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4.23

Link significance

A property of a Facility information element which does not contain a Network Facility Extension octet group. It indicates that

the element has

4.24

only significance on a single inter-PINX link - i.e. only between two Adjacent PINXs.

Mistyped

A property of an APDU whose structure does not conform to the structure defined in clause 11 of this International Standard or
the structure defined for a particular supplementary service.

4.25

Network significance

A property of a Facility information element which includes a Network Facility Extension octet group. It indicates that the
element has significance between two PINXs which are not necessarily Adjacent.

4.26

Next PINX

An Adjacent PIINX to which an APDU is to be sent in the context of an existing signalling connection (relate

independent of 4

4.27 Notific

A piece of proto
— itis intendq
it does not
it represent

it provides
by the term
4.28  Origin:
Sub-clause 4.5

call).

hition

col information which has the following properties:

d to be delivered only to terminals and is therefore passed on transparently by PINXSs;
Cause a change of state on either side of the Q reference point;

5 a one-way flow of information that requires no response; and

additional information that can be discarded without the need forsignificant error recovery if it is
inal.

iting PINX

independent sighalling connection.

4.29
In the context ol
Next PINX.
4.30
A PISN number
or an addressabl
4.31 Preced
Sub-clause 4.7
Call independen

4.32

Outgoi

Privatg

hg side
a Call independent signalling connection, the Side which sends the request for connection establi

PINX 4ddress

as defined in ISO/IEC 11571 thatiis a complete number and that unambiguously identifies the ad
 entity associated with that PINX.

ng PINX

f ISO/IEC 11572 shalRapply. In addition, the term is also applied in a similar way to a PINX par]
t signalling connection.

Signalling System No.1

The generic name given to~the signalling protocol that exists conceptually at the ‘Q’ reference point and is defin

other Standards

4.33 Protoc

This protocol is visible and indirectly testable at the ‘C’ reference point (see ISO/IEC 11579-1).
Dl Control

d to a call or

unrecognised

of ISO/IEC 11572 shall apply. In addition, the term is also applied to a PINX which originates a Call

shment to the

ressed PINX

icipating in a

ed in this and

An entity whic

h_ascacte sxzathaaa o DININ oo d oo dac o rongo £ carz
XSttt a1 e—aht

#ic Functional

ProvIaos— TS OO S o v IO oot oot

Transport Control entity.

4.34

ROSE APDU

An APDU defined by the Remote Operations Service Element (ROSE).

435  Side

The Protocol Control entity within a PINX at one end of an inter-PINX link.

4.36

Signalling Carriage Mechanism (SCM)

The infrastructure that transports messages between Protocol Control entities in two interconnected PINXs.

4.37 Source

PINX

In the context of a single one-way exchange of information between two SS-Control entities, the PINX where the sending SS-
Control entity is located.

© ISO/IEC 2002 — All

rights reserved
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4.38  Subsequent PINX

Sub-clause 4.7 of ISO/IEC 11572 shall apply. In addition, the term is also applied in a similar way to a PINX participating in a
Call independent signalling connection.

4.39  Supplementary service
Section 2.4 of ITU-T Recommendation 1.210 shall apply.
For the purpose of this International Standard, ANFs shall be regarded as supplementary services.

4.40  Supplementary Services Control (SS-Control) entity

An entity that exists within a PINX and provides the procedures associated with the support of a particular supplementary
service.

4.41  Terrpinating PINX
Sub-clause 4.5 of ISO/IEC 11572 shall apply. In addition, the term is also applied to a PINX which) tgqrminates a Call
independent §ignalling connection.

4.42  Terminal, Terminal Equipment
An item of equipment attached to a telecommunication network to provide access for a user to bne’or more seryices.

4.43  Tragsit PINX
Sub-clause 45 of ISO/IEC 11572 shall apply. In addition, the term is also applied<to a PINX which pafticipates in the
provision of 3 Call independent signalling connection, but does not originate or terminate that connection.
4.44  Unre¢cognised

A property of a message, information element, APDU or operation value whose type identifier is not one qupported by the
Destination JINX.

5 List{of acronyms

ACSE Association Control Service Element
AE Application Entity

ANF Additional Network Feature

APDU Application Protocol Data Unit
ASN.1 Abstract Syntax Notation*One

BER Basic Encoding Rules

DSE Dialogue Service Element

DSS1 Digital Subseriber Signalling no. 1
FIE Facility dnformation element

GFT Generic Functional Transport

ICD International Code Designator

MSI Manufacturer Specific Information
NFE Network Facility Extension

PC Protocol Control

PICS Protocol Implementation Conformance Statement
PINX Private Integrated services Network eXchange
PISN Private Integrated Services Network
PSS1 Private Signalling System no. 1

RO Remote Operations

ROSE Remote Operations Service Element
RTSE Reliable Transfer Service Element
SCM Signalling Carriage Mechanism

SS Supplementary Service

© ISO/IEC 2002 — All rights reserved 5
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6

General principles

The generic functional protocol defined in this International Standard provides the means to exchange signalling information
for the control of supplementary services over a PISN. It does not by itself control any supplementary service but rather
provides generic services to specific SS-Control entities. Procedures for individual supplementary services based on these
generic procedures are defined in other standards or may be manufacturer-specific.

The generic functional protocol operates at the Q reference point between two PINXs in conjunction with a Layer 3 protocol
for Basic call control (ISO/IEC 11572). Together these use the services of the Signalling Carriage Mechanism (SCM).

The generic functional protocol provides mechanisms for the support of supplementary services which relate to existing basic
calls or are entirely independent of any existing basic calls. In performing a supplementary service, whether Call independent
or Call related, use may be made of both the Call related (7.1) and Call independent (7.2 and 7.3) information transfer

procedures.

If a particular st
several basic cs
instances of Ca
instances of Ca
scope of this Int

6.1

Supplementary
Standard provid

Applic§

a) implicitly by
connections;
b) implicitly by
layer conne
information

c) explicitly by
mechanisms
6.2

Figure 1 shows
ISO/IEC 11572

Protoc¢

pplementary service comprises Call related and Call independent information transfer procedute]
lls at the same time it is - for the purpose of this International Standard - deemed to'\consi
1 related (one for each call) and Call independent services respectively. The combined iise of]
1 related and/or Call independent procedures in support of a particular supplementary”service
ernational Standard.

tion Association

service operations require an association between the respective peer SS<Control entities. This
bs three means by which this association can be achieved:

' the network layer connection in the case of Call related connections and for call-independ

the application layer dialogue service, in which case the association is independent of the under
ctions and can use a combination of different mechanisms, including Call independent C
ransfer or,

use of the Association Control Service Element (ACSE, X.217/227) in conjunction with t}
provided in (a) and (b).

Dl Model
the conceptual model for the generic-functional protocol and its relation to the Basic call moq

5 or relates to
t of separate
two or more
s outside the

International

ent signalling

ying network
onnectionless

e underlying

lel defined in
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NOTE - The
extensions to
remainder of t}

At the top 1
Services Con
scope of this

SS-Control ¢
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Function. GH

< » SS-Control #1
[ ]
[ ]
[ ]
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Control ! <+— SS-Control #n
< > ROSE
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< > DSE
'y
v
GFT Control
Protocol |Control
A
v
Signalling Catriage
Mechanism(SCM)

T

capabilities defined in this International Standard are indicated by shading, i.e. GFT-Control, DSE, A
Protocol Control. Part of the functions of the*Coordination Function are also defined in this International
is element governs supplementary serviceispecific interactions which are beyond the scope of this Internatio

»
»

Figure 1 — PSS1 Protocol Model

hyer (the application Jayer) the actual supplementary service protocol operates between peer
trol (SS-Control) ertities which are service-specific. The operation of specific SS-Control entiti
[nternational Standard.

ntities use thevservices of the Remote Operations Service Element (ROSE), the Association
SE) and (the: Dialogue Service Element (DSE) at the application layer via the Coordination
he services of Generic Functional Transport Control (GFT-Control) at the network layer via t
T-Control uses the services of Protocol Control at the network layer.

LCSE, ROSE and
Standard, but the
nal Standard.

Supplementary
es is beyond the

Control Service
Function. These
he Coordination

The Remote

'\pprqﬁnnc Service Flement (POQF) isdefined in ITTU-T Rec X 881

The Association Control Service Element (ACSE) is defined in ITU-T Rec. X.217.

NOTE - In the application of ROSE for the support of supplementary services in PSS1 the underlying services used by ROSE are those
provided by GFT-Control or those provided by the Association Control Service Entity (ACSE). No use is made of the services of the
Reliable Transport Service Element (RTSE).

The Dialogue Service Element (DSE) provides a means of associating ACSE or ROSE APDUs which are not implicitly
associated by an underlying network layer connection.

The Coordination Function provides coordination between GFT-Control, the various SS-Control entities, ROSE, ACSE, DSE
and Call Control for different supplementary services. The relationships it coordinates are beyond the scope of this

International
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GFT-Control provides two distinct types of service via the Coordination Function:

—  transport services for the carriage of Notifications, ROSE APDUs, ACSE APDUs and DSE APDUs between SS-Control
entities in different PINXs, including transparent relaying through Transit PINXs. These services can be related to a Call
or independent of a Call; and,

—  establishment and release of Call independent signalling connections.
Protocol Control is an extension of the existing Protocol Control entity. It provides services to GFT-Control for:
—  the transport of APDUs between Adjacent PINXSs;

—  the establishment and release of signalling connections (Call independent Connection oriented service) between Adjacent
PINXs.

This entity builds on the ISO/IEC 11572 (Basic call) Protocol Control in the following way:

the Call related transfer of APDUs uses the call reference established for the call by Protocol Control~Fhis|can be either
by:

e the conpbination of Basic call control information and APDUs in the same ISO/IEC 11572 message iff they appear
concurrently at the Protocol Control service access points; or,

o the transfer of APDUs in a message defined in this International Standard associated with the call refergnce, when no
Call Copntrol primitive appears at the Protocol Control service access point.

—  Call indepgndent signalling connections use the call reference mechanism of Protocol Control and some of|the messages
and procedpres.

6.3 Applicgtion of the protocol model to communication between SS-Control entities in non-Adjacent FINXs

Figure 2 shows [the application of the protocol model to the case where cémmunication occurs between SS-Confrol entities in
two PINXs via|a single Transit PINX. It may be applied to communication via more than one Transit PINX by simple
replication.

End PINX Trangsit PINX End PINX
g ss-C | : : i ssc o
= . . o
5 : : S
é ROSE : E ROSE g%)
5 : €+ Application layer protocol ————P< §'~
g ACSE | * : : : [ACSE T
5 : : =
5] 2
|S DSE DSE 5
GFT GFT : : GFT
Control : : Control : : Control
: | Network | i : | Network | :
Layer : : slayer
. = | Protocol | :
Protocol Protocol : | Protocol Protocol | : : Protocol
Caontral H H Caontral Control . H Control
T/ N 7 Ay
SCM : SCM scm | SCM
erereeees . . S A

[Ss-C = ss-Control |

Figure 2 — Application of the protocol model to communication between non-Adjacent PINXs

In figure 2, relaying functions at the Transit PINX are performed by GFT-Control.
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If communication is Call related, each of the PINXs in which the SS-Control entities are located may be either an End or a
Transit PINX. For simplicity, the Call Control entities are not shown.

If communication is in the context of a Call independent signalling connection, one of the PINXs in which the SS-Control
entities are located is the Originating PINX and the other is the Terminating PINX.

The Signalling Carriage Mechanism (SCM) is described in ISO/IEC 11572.

6.4 Services provided by ROSE
ROSE provides a set of services to SS-Control to support the ROSE protocol. Primitives for these services are specified in
X.881 and relate to the following ROSE APDUs: Invoke, ReturnResult, ReturnError and Reject.

6.5 Services provided by ACSE

ACSE provides-a-set-of-services—to-establish-and-release-an-expheitApplieats
specified in X.217 and relate to the following ACSE APDUs: Associate reque
response and|Abort.

6.6 Servjices provided by DSE

DSE providep the services shown in table 1 to SS-Control via the Coordination Function, with their-Contents indicated as either
Mandatory (IM) or Optional (O). These services are used for creating and terminating a Dialogue which asspciates peer SS-
Control entities and for exchanging ACSE or ROSE APDUs within such an association.

o-assoctation mitives—for-these services are
st, Associate response, Reledse request, Release

© ISO/IEC 2002 — All rights reserved 9
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Table 1 — Services provided by DSE

Dialog Begin Regq/Ind
Originating Dialog Identifier M
ROSE APDU(s) (Note) (0]

Dialog Continue Req/Ind
Originating Dialog Identifier M
Destination Dialog Identifier M
ROSE APDU(s) (Note) o

Dialog End Regq/Ind
Destination Dialog Identifier M

—ROSEAPRDLs-Note) o

Dialog Abort Regq/Ind
Destination Dialog Identifier M
User Abort Cause M

NOTE - This elen

6.7 Services provided by GFT-Control

This entity proy
contents indicat

6.7.1

The services sh
connection betw

Conne(

tion oriented services

hent can contain one or more ACSE or ROSE APDUs.

ides the following services to SS-Control, ACSE, ROSE and DSE via the’ Coordination Functi
bd as either Mandatory (M) or Optional (O).

wn in table 2 are provided for the control of the establishment™and clearing of a Call independ|
een the PINXs in which the peer SS-Control entities exist.

NOTE 1 - It is efivisaged that the majority of supplementary services requiring,call independent APDU transport will mak

independent signg

lling connection via the use of the services shown in tables 2:and 3.

Table 2 — Connection,oriented services

bn, with their

ent signalling

E use of a Call

- GF-Setup
Origination Address
Destination Address
Data (Note 2)

-  GF-Release
Cause
Data (Note 2)

- GF-Reject
Cause
Data (Note, 2)

Regq/Ind
8} -
M O
o o
Req/Ind
M
o

Req/Ind
M
o

Resp/Conf

NOTE 2 - This ¢
APDUs may be A
Function.

The service sho

lement shall’¢Ontain one or more APDUs and an indication of the destination of these APDUs on the ¢
|CSE APDUs, DSE APDUs or ROSE APDUs. It may also contain an interpretationAPDU generated by th

v table 3 is provided and is used for the conveyance of APDUs on a signalling connection ((

nnection path.
e Coordination

Pall related or

Call independer

O betweer the PINXs Tmwhich the peer SS=Comtrot entitics exist:

Table 3 — Connection oriented services

GF-Data
Data (Note 3)

Basic Call Correlation (Note 4)

Reg/Ind
M
0)

NOTE 3 - This element shall contain one or more APDUs and an indication of the destination of these APDUs on the connection path.
APDUs may be ACSE APDUs, DSE APDUs or ROSE APDUs. It may also contain an interpretation APDU generated by the Coordination

Function.

NOTE 4 - This element shall be included if SS-Control requires that the Data to be conveyed is to be conveyed in conjunction with a specific
basic call control message.

10
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6.7.2  Connectionless transport services

The service shown in table 4 is provided to effect the transport of APDUs between two peer SS-Control entities without the use
of a network layer connection. It is an unconfirmed service.

Table 4 — Connectionless services

— GF-Unitdata Req/Ind
Origination Address M
Destination Address M
Data (Note) M

NOTE - This element shall contain one or more APDUs. APDUs may be ACSE APDUs, DSE APDUs or ROSE APDUs. It may also contain
an interpretation APDU generated by the Coordination Function.

6.7.3 Notification services

The service i
notifications

h table 5 is provided to SS-Control via the Coordination Function. This service is used to{effect
hssociated with the network layer signalling connection of a Call.

Table 5 — Notification services

the transport of

— GF-Notify Reg/Ind
Notification M
Basic Call Correlation (Note) o

NOTE - This
control messag
6.8 Serv

The followin

6.8.1 Connection oriented transport services

The services
These servic
PINXs.

element shall be included if SS-Control requires that the Notification is ¢onveyed in conjunction with a
e.

ices provided by Protocol Control to GFT-Control
b services are provided, with their contents indicated as either Mandatory (M) or Optional (O).

in table 6 provide the Connection oriented network-Service for Call independent supplementary
ps are used for the establishment and clearing.of Call independent signalling connections be

Table 6 — Connection oriented transport services

specific basic call

service control.
tween Adjacent

— PC-Setup Req/Ind Resp/Conf
Origination Address o -
Destination Address M o
Data (Note 1) 0] (0]

— PC-Release Req/Ind
Cause M
Data (Note'H o

— PC-Reject Reg/Ind
Cautse M
Data (Note 1) o

NOTE 1 - Thi{ eletmeént shall contain one or more APDUs and an indication of the destination of these APDUs on the conn

ction path.

NOTE 2 - These primitives are similar to the primitives defined in 6.2 of ISO/IEC 11572 for provision of services to Call Control.

The service in table 7 is provided to GFT-Control for the conveyance of APDUs between Adjacent PINXs in association with a
Basic call or Call independent signalling connection.

Table 7 — Connection oriented transport services

— PC-Data Req/Ind
Data (Note 3) M
Basic Call Correlation (Note 4) (0]

NOTE 3 - This element shall contain one or more APDUs and an indication of the destination of these APDUs on the connection path.

NOTE 4 - This element shall be included if the APDUs to be conveyed are to be conveyed in conjunction with a specific basic call control
message.

© ISO/IEC 2002 — All rights reserved 11
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6.8.2 Connectionless transport service

The service in table 8 is provided to GFT-Control to effect the transport of APDUs between two Adjacent PINXs without the

use of a network layer connection.

Table 8 — Connectionless transport services

— PC-Unitdata Req/Ind
Origination Address M
Destination Address M
Data (Note) M

NOTE - This element shall contain one or more APDUs.

6.8.3 Notification services

The service in tgble 9 is provided to GFT-Control. This service is used to effect the transport of notifications-betw
PINXs in associption with the network layer signalling connection of a Call.

Table 9 — Notification transport services

een Adjacent

—| PC-Notify Req/Ind
Notification M
Basic Call Correlation (Note) o

NOTE - This elenpent shall be included if the Notification is to be conveyed in conjunction withia specific basic call control m
6.9 Services required of the Signalling Carriage Mechanism
The services required by Protocol Control are as specified in 6.3 of ISO/IEC1572.

7 Protodol Control and GFT-Control Requirements
71 Call rel]ated Procedures for the transport of APDUs
This clause desdribes the procedures required to transport Call s¢lated APDUs.

NOTE - The APIPUs need not directly relate to the provision orState of the Call which provides the signalling connection
information is carried. If the Call fails and the connection is cleared down for any reason, APDUs that are in the process of
never reach their destination. In such a case, the APDUs will'be discarded. It is the responsibility of the supplementary sery
cater for this eventuality.

7.1.1  Protoc¢l Control requirements

7.1.1.1 Sending the Facility information element

When requested by GFT-Control, the Facility information element may be sent at any time during a call (i.e.
reference exists) subject to the following conditions:

—  If a call establishment or @ _call clearing message that may contain a Facility information element (see cl
PROGRESS message i3 t0 be sent in the context of a Basic call and GFT-Control has requested tha
information element(be,carried in that message, the Facility information element shall be included in that me

—  otherwise, the Facility information element shall be carried in a FACILITY message.

Pssage.

pver which the
being sent may
ice protocol to

where a call

huse 10) or a
the Facility
sage.

Four exceptiond ‘where the Facility information element shall not be sent in a FACILITY message and an

indication of

transmission failure given to GFT-Control are:

—  when no response has been received to a previously sent SETUP message (as defined in 10.1 of ISO/IEC 11572);

—  when no response has been sent to a previously received SETUP message (as defined in 10.1 of ISO/IEC 11572);

—  when the Facility information element is of network significance and a call clearing message has already
received on the inter-PINX link; or

been sent or

— if no call establishment or clearing message is to be sent and a RELEASE or RELEASE COMPLETE message has been

sent or received on the inter-PINX link.

NOTE 1 - Further actions by the GFT-Control entity in such a situation (e.g. if the Facility information element was received from the
Subsequent PINX) are implementation dependent. In designing protocols for supplementary services in a PISN, account should be taken of
the fact that an end to end Call related signalling relationship cannot be guaranteed until the receipt of the first end to end Basic call message.
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NOTE 2 - In the case where the Facility information element is sent to a PINX which does not conform to this International Standard, the
Facility information element will be discarded by that PINX and a STATUS message may be received (see clause 9 in ISO/IEC 11572). The
STATUS message will indicate that either: the Facility information element was unrecognised; or, that the message (FACILITY) was

unrecognised. In such cases, the recovery action, if any, is an implementation specific matter.

7.1.1.2 Receiving the Facility information element

A PINX receiving a Facility information element in a valid call clearing or call establishment message (see clause 10) or a
PROGRESS or FACILITY message shall pass the entire contents of that information element to GFT-Control.

Protocol Control shall treat any value in octets 3.1 onwards as valid, and therefore the ISO/IEC 11572 procedures for

information e

7.1.2
7.1.2.1 Actig
On receipt of]
Facility inforj
APDUs may

Those W

Those W
can be, |

If the APDU
Facility infor
If the APDU

NOTE 1 - Th
information el
International §

lements with invalid contents shall not apply to these octets.

GFT-Control requirements

pns—at-a-Source PINX
a request for APDU transport from the Coordination Function, the APDUs to be transported Shall
mation element, as defined in 11.3.3.

be of two basic types:
hich have only Link significance, i.e. over a single link of the PISN, between twolAdjacent PINX

hich have Network significance, between two PINXs in the PISN which arg™not necessarily adjg
ut need not be, the End PINXs involved in the call.

5 have link significance, the Network Facility Extension (NFE), defined in 11.3.3.1, need not bg

have network significance, the NFE shall be included, encoded(as described in table 10.

Facility information element may contain one or more APDUs.)If more than one APDU is contained i
pment, they will all be processed by the Destination PINX. Hew and if these requests are related is beyon
tandard.

mation element (although it may optionally be included, explicitly identifying the Adjacent PINX).

be encoded in a

B, Or,

cent, and which

included in the

h a single Facility
| the scope of this

© ISO/IEC 2002 — All rights reserved
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Table 10 — Encoding of NFE

Case Communication Required coding of NetworkFacilityExtension for each identified case
No. between .. Encoding of Encoding of Encoding of Encoding of
sourceEntity sourceEntityAddress | destinationEntity | destinationEntityAddress
1 |End PINX (Originating endPINX NOT included endPINX NOT included
e N s
or Terminating) (Note)
End PINX (Terminating
or Originating,
depending on direction
of FIE)
2 | End PINX (Originating endPINX NOT included anyTypeOfPINX PINX- Address
N
or Teminating) (Note)
addregsed PINX
3 |End PINX (Originating endPINX NOT included anyTypeOfPINX NOT included
N
or Teminating) (Note)
Next PINX which
understands contents
4 | Transit PINX => anyTypeOfPINX PINX Address endPINX NOT included
Termipating or
Originjating PINX
(depending on direction
of FIB)
5 | Transjt PINX = anyTypeOfPINX PINX Address anyTypeOfPINX PINX Address
addregsed PINX
6 | Transft PINX => anyTypeOfPINX PINX Address anyTypeOfPINX NOT included
Next PINX
NOTE - The value endPINX for the sourceEntity-sheuld be avoided if there is any possibility that the PINX can cease to b¢ an End PINX
(e.g. through the yse of certain supplementary setviges) prior to a response (e.g. a Reject APDU) being received.
The Facility infgrmation element shall be.delivered to Protocol Control.
7.1.2.2 Actiong at a Receiving PINX
A PINX receivipg a Facility information element (in one of the messages listed in clause 10) shall determine whgther or not it
is the Destination PINX fordhat Facility information element.

It shall accompljish this_ by-determining whether the Protocol Profile (octet 3) has the value ‘Networking Extensiqns’ and if so,
whether octet 3 |s imimediately followed by an NFE (as determined by the tag value).

If the Facility ipformation element does not contain an NFE, the PINX shall become the Destination PINX for that Facility
information element.

If the Facility information element contains an NFE, the PINX shall determine whether it is a Transit PINX or End PINX in the
context of the Basic call and act as described below.

14 © ISO/IEC 2002 — All rights reserved
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End PINX actions

If the receiving PINX is an End PINX, and the encoding of the received NFE complies with the encoding and structure defined
in clause 11, the following actions shall apply:

element

is included, it shall become the Destination PINX for that Facility information element;

if the destinationEntity element of the NFE indicates endPINX or anyTypeOfPINX and no destinationEntityAddress

if the destinationEntity element of the NFE indicates anyTypeOfPINX and includes a destinationEntityAddress element, it

shall compare the received address to its own address. If the addresses match, the PINX shall become the Destination
PINX for that Facility information element;

element,

the PINX shall become the Destination PINX for that Facility information element;

if the destinationEntity element of the NFE indicates endPINX and erroneously includes a destinationEntityAddress

If the receivgd NFE does not conform to the encoding and structure defined in clause 11, the entife‘\Fac
element shall|be discarded.

7.1.2.2.2

If the receiving PINX is a Transit PINX, and the encoding of the received NFE complies\with the encodi
defined in clquse 11, the following actions shall apply:

if the

included, it shall compare the received address to its own address. If the addrésses match, the PINX s

in all other cases, the received Facility information element shall be discarded.

Transit PINX actions

estinationEntity element of the NFE indicates anyTypeOfPINX and\ ‘avdestinationEntityAdd

lity information

hg and structure

ress element is
hall become the

Destinatjon PINX for that Facility information element;

— if the dpstinationEntity element of the NFE indicates anyTypeOfPINX and no destinationEntityAddress element is
included, the PINX may become the Destination PINX for that Facility information element if it understarjds the contents;

— if the dpstinationEntity element of the NFE indicates endPINX and erroneously includes a destinatipnEntityAddress
element] the PINX shall ignore the contents of the destinationEntityAddress field and treat the contents of the Facility
informafion element as if only the destinationEntity element was present;

—  if the deftinationEntity element of the NFE indicates endPINX, and the Transit PINX is capable of acting|as an End PINX
for all dervices indicated in the Facility information element, it may become the Destination PINX [for that Facility
informafion element;

NOTE 1 -In {
will act as if if
numbering infa

in all ca]
unchang

If the receivi
element shall

NOTE 2 - Pro
have similar ¢

7.1.2.3 Acti

his case, the source of the information will have no knowledge that the information has been intercepted, as
were an End PINX. This may occuti-for example, when a PINX at a PISN numbering domain boundary Y
rmation contained within an APDU.

kes where the PINX does not’become the Destination PINX, the Facility information element sh
ed to the Next PINX.

bd NFE does notsconform to the encoding and structure defined in clause 11, the entire Fac
be discarded and 1o Facility information element shall be passed on to the Next PINX.

essing of a Facility information element at a Transit PINX does not preclude another Facility information el
ntents to.thatireceived by the Transit PINX, being sent to the Next PINX as a result of that internal processii]

bns,at a Destination PINX

the Transit PINX
vishes to translate

all be passed on

lity information

ement, which may
g.

All APDUs i

h the'received Facility information element shall be delivered to the Coordination Function at a D)

estination PINX

in the order in which they were received in the Facility information element together with an indication of the protocol profile.

If the Protocol Profile (octet 3) in the received Facility information element does not indicate ‘Networking Extensions’, the
indication of the protocol profile to the Coordination Function shall reflect the contents of the Protocol Profile.

If the Protocol profile (octet 3) in the received Facility information element indicates ‘Networking Extensions’, and a Network
Protocol Profile (as determined by the tag value) is present in the received Facility information element immediately following
the NFE, if present, or immediately following octet 3, the indication of protocol profile to the Coordination Function shall
reflect the contents of the Network Protocol Profile.

If the Protocol profile (octet 3) in the received Facility information element indicates ‘Networking Extensions’, and a Network
Protocol Profile is not present in the received Facility information element, the indication of protocol profile to the
Coordination Function shall be the default (ROSE).
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idle-state

GF-Data
Request

is information

NO to be sent to

The Facility inf
— the Network

adjercet
PINX ?

is APDU YES
response to
previous FIE ?

YES

NO
set NFE set NFE do not include NFE in
destination destination to
; - PC-Data request
appropriately received source

NOTE

is this PIN?\ NO

a Transit
PINX?
YES
set NFE origination set NFE origination
to 'Any' and include to 'End' and don't
address include address.

'

PC-Data
request

idle-state

rmation, element shall be discarded under any of the following circumstances:

Protocol Profile is present but incorrectly coded;

— subsequent octets do not comprise one or more concatenated APDUs, each in the form of an encoded ASN.1 value
(comprising tag, length and contents).

7.1.2.4 Dynamic description (SDL) of Generic Functional Transport Control

Figures 4 to 7 show SDL diagrams describing the actions of the GFT-Control entity, as specified in 7.1.2. Figure 3 is the key to
these SDL diagrams.

16

Figure 3 — Key to SDL diagrams in figures 4, 5, 6 and 7
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transfer

Start of Macro

:
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Primitive from Protocol
Control indicating FIE
received

Primitive sent to
Coordination Function

Decision symbol

Exit from Macro

© L

Calling a Macro

State symbol

Task symbol

NOTE - In principle, including the NFE to explicitly identify the Adjacent PINX is-hot precluded by the procedures i this International

Standard.

set NFE
destination
appropriately

is a specific
destination
required ?

Figure 4 — Actions at a Source PINX (sheet 1 of 2)

Specific
PINX
required ?

EXPLICITLY
ADDRESSED PINX

END PINX

set NFE destination
= anyPINX with no
address

set NFE destination
= anyPINX with
PINX address

set NFE destination
= endPINX with no
address

Figure 5 — Actions at a Source PINX (sheet 2 of 2)
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idle-state

NOTE 1

PC-Data
indication

[

determine
destination

PASS ON PROCESS

NOTE 1 - This prf

mitive indicates that Protocol Control has received a Facility information element from an Adjacent PINX.

DISCARD
NOTE 2

PC-Data discard entire GF-Data
request received FIE indication

Y

idle-state

NOTE 2 - This pifimitive to the Protocol Control entity causes a Facility information element to be sent to the Next PINX in the direction of

the Destination P]

INX.

Figure 6 — Actions at a Receiving PINX (sheet 1 of 2)

18

© ISO/IEC 2002 — All rights reserved


https://iecnorm.com/api/?name=58d545dc0474923ed781e7f75e73b5b6

determine
destination

is NFE
included in
FIE ?

NO

ISO/IEC 11582:2002(E)

YES more than

discard all NFEs
except first

NFE
destination

ANY PINX

destination
address
included ?

does
destination
address
match ?

does PINX YES
understand and .
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Figure 7 — Actions at a Receiving PINX (sheet 2 of 2)
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7.2

The procedures defined in this clause describe a Connectionless network layer service which provides APDU transfer between
PINXs outside the context of a call.

7.2.1

7.2.1.1 Requirements for sending a Connectionless message

Connectionless APDU Transport Mechanism

Protocol Control requirements

When requested by GFT-Control to send APDUs using Connectionless transport, Protocol Control shall first ensure that an
SCM connection exists on the relevant inter-PINX link. If an SCM connection does not exist, Protocol Control shall establish
an SCM connection according to the procedures described in 9.1.1 of ISO/IEC 11572. Once this Data Link is established,
Protocol Control shall transfer the APDUs (encoded in a Facility information element) across the interface by sending a
FACILITY message (defined in 10.7) containing the Dummy call reference (defined in 11.2), and the Calling and Called party

number inform:

ion elements as provided by GFT-Control

NOTE - In the caj
message will be d

7.2.1.2 Requir]

On receipt of a
passed to GFT-

Ifa FACILITY
— unrecognise

missing man

If a FACILITY

e where the FACILITY message is sent to a PINX which does not support Connectionless APDU transport;
scarded by that PINX in accordance with 9.2.3 of ISO/IEC 11572.

pments for receiving a Connectionless message

Control.
nessage containing the Dummy call reference contains any of the following errors, it shall be disd
| information element which is encoded ‘comprehension required’;

datory information element; or,

mandatory information element content error.

message containing the Dummy call reference contains @ny unrecognised information element|

the FACILITY

valid FACILITY message containing the Dummy call reference the Facility information element shall be

arded:

5 that are not

encoded "compiehension required"; or optional information elements with invalid contents, these information elemnents shall be

discarded and th

e remainder of the FACILITY message processed as valid.

On receipt of afiy messages containing the dummy call referencé; other than the FACILITY message, the mes

discarded.
7.2.2
7.2.2.1

On receipt of a
address of the D)

Actions

if a route to
the request fi

a Calling
a Called

a Facility

Contro] requirements

at a Source PINX

request from the Coordination Eunction to send APDUs using Connectionless transport, accom
estination PINX, GFT-Control. shall:

he destination can be selected, select the appropriate inter-PINX link based on the destination ad
fom the Coordination Flinction and inform Protocol Control to send a FACILITY message which

party number information element, identifying the address of the Source PINX;
party number information element identifying the address of the Destination PINX; and,

information‘element which shall not contain an NFE.

sage shall be

panied by the

ress given in
shall contain:

if no route tq

the Destination PINX can be selected, ignore the request.

7.2.2.2 Action§ at'a’Receiving PINX

If a PINX receives a FACILITY message containing the Dummy call reference on an inter-PINX link from an Adjacent PINX,
it shall examine the contents of the Called party number information element to determine whether or not the FACILITY
message is to be terminated at that PINX. If the Called party number identifies another PINX, and the receiving PINX can
route the FACILITY message based on this Called party number, the FACILITY message (with contents as received) shall be
sent on the appropriate inter-PINX link. If the Called party number information element contains an address identifying the
receiving PINX, it shall act as the Destination PINX for the FACILITY message.

If a received FACILITY message containing the Dummy call reference contains a Called Party number information element
that does not identify the receiving PINX or a PINX to which the FACILITY message can be passed on, the PINX shall
discard the FACILITY message.

NOTE - It is the responsibility of the appropriate specification for the supplementary service utilising these transport procedures to ensure
that the service can cope gracefully if the FACILITY message is discarded during routing.
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7.2.2.3 Actions at a Destination PINX

If the received FACILITY message is destined for the receiving PINX, the contents of the Facility information element and the
address of the Source PINX shall be passed to the appropriate SS-Control entity via the Coordination Function.

NOTE - It is the responsibility of SS-Control (i.e. the specific supplementary service) in the Destination PINX to store the Calling party
number information element to enable response to the service request to be made using a further Connectionless message.

If the received Facility information element contains an NFE, the receiving PINX shall ignore the contents of that NFE.

7.3

Connection oriented call independent APDU transport mechanism

The procedures in this clause describe a Connection oriented network layer service which provides APDU transfer between
PINXs outside the context of a call.

7.3.1 Protocol Control requirements

The descriptjon of the Protocol Control requirements for Connection oriented APDU transport uses a-subget of the states
defined in 7.] of ISO/IEC 11572.

7.3.1.1 Actipns in the Null state

When asked {o initiate a Call independent signalling connection by GFT-Control, the Outgoing, sideProtocol Control shall:

— ensure thiit an SCM connection exists on the relevant inter-PINX link. If an SCM connection does no} exist, Protocol

Control shall establish an SCM connection according to the procedures described in 9,1.1 of ISO/IEC 11572;

— send a SHTUP message on the appropriate inter-PINX link which shall contain only:

e a Callfreference, selected according to 14.3 of ISO/IEC 11572;

e a Beafer capability information element indicating the additional,codepoints defined in 11.3.1, i.e. Coding standard
indicafing ‘other international standard’, Information transfer gapability indicating ‘unrestricted digifal information’,
Transfer mode indicating ‘circuit mode’, and Information_transfer rate indicating ‘Call indepepdent signalling
conneftion’;

e a Channel identification information element indicating-<no-channel’ in the channel selection field, 'channel indicated is
the signalling channel' in the signalling channel indication field and ‘exclusive’ in the preferred/exclusive field, as
defined in 11.3.2;

e a Callgd party number information element containing a number at least sufficient to identify the Termipating PINX;

o optiorfally, a Sending complete information-element, as defined in 14.5 of ISO/IEC 11572;

e optiorfally, a Calling party number. information element containing a number at least sufficient|to identify the
Origirjating PINX; and,

e optiorfally, one or more Facility~information elements; and,

— start timef T303; and,

— enter the (all initiated.state.

On receipt ofla SETUR mjessage relating to establishment of a Call independent signalling connection, the Incoming side shall:

— if the reqpest s valid and can be processed, return a CALL PROCEEDING message to the Outgoing sjde, indicate the
connectiopJequest to GFT-Control and enter the Incoming call proceeding state; or,

release the call reference and remain in the Null state.

7.3.1.2 Actions in the Call initiated state

if the request is invalid or cannot be accepted by the PINX, return a RELEASE COMPLETE message to the Outgoing side,

On receipt of a CALL PROCEEDING message from the Incoming side, the Outgoing side shall stop T303, start timer T310, if
applicable, and enter the Outgoing call proceeding state.

If no response is received from the Incoming side before timer T303 expires, the SETUP message may optionally be
retransmitted and timer T303 restarted. If no response is received before timer T303 expires for a second time (or for the first
time if the SETUP message is not to be retransmitted), the Outgoing side shall send a RELEASE COMPLETE message to the
Incoming side; inform GFT-Control of the failure of the signalling connection request; and enter the Null state.

NOTE 1 - The RELEASE COMPLETE message should contain cause no. 102 “Recovery on Timer Expiry”.
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NOTE 2 - If the Connection oriented procedures are not supported by a PINX which receives a SETUP message requesting a Call
independent signalling connection, it will respond with a call clearing message indicating, for example, that the Bearer capability cannot be
provided or that the message has contained an information element content error. This will initiate connection release in accordance with
7.3.1.7.

7.3.1.3 Actions in the Incoming call proceeding state

When receiving an indication that the Call independent signalling connection is established from GFT-Control, the Incoming
side shall: send a CONNECT message to the Outgoing side and either: enter the Active state, or start timer T313 and enter the

Connect request state.

7.3.1.4 Actions in the Outgoing call proceeding state

On receipt of a CONNECT message from the Incoming side, the Outgoing side shall: stop timer T310 (if applicable), inform

GFT-Control th;
and enter the Ad

If timer T310 €
initiate release g

NOTE - The caus

7.3.1.5 Actions
On receipt of a

If timer T313 e3
connection estal

NOTE - The caus

7.3.1.6 Actions

On receipt of a |

On receipt of a
FACILITY mes

A received CON

7.3.1.7 Conneq

When Protocol
shall:

if in the Relg

if in any oth
enter the Rel

When Protocol
it shall, if not
RELEASE mes

On receipt of a

tive state.

kpires, the Outgoing side shall indicate that the signalling connection request has failed to"GF1
f the connection as described in 7.3.1.7.

e sent to the Incoming side should be no. 102 “Recovery on Timer Expiry”.
in the Connect request state
CONNECT ACKNOWLEDGE message, the Incoming side shall: stop time¢r/T313 and enter the A

pires before a CONNECT ACKNOWLEDGE message is receivedthe-Incoming side shall: indi
lishment to GFT-Control and initiate release of the connection as described in 7.3.1.7.

b sent to the Outgoing side should be no. 102 “Recovery on Timer Expiry”.

in the Active state

request to send supplementary services related information by GFT-Control, Protocol Contro
sage to the peer Protocol Control entity.

INECT ACKNOWLEDGE message shallbe'ignored.

tion release
Control is requested by GFT-Control to release a Call independent signalling connection, Pro

ase request state, ignore the request from GFT-Control; or

er Protocol Control state, send a RELEASE message with an appropriate cause value, start tir]
ease request state(

Control makes'a‘local decision to release a Call independent signalling connection (e.g. due to a p
n the Release request state: inform GFT-Control that the signalling connection has been rel
age withhan appropriate cause value, start timer T308 and enter the Release request state.

RELEASE message in any state other than the Release request state, Protocol Control shall ind

Control that thel

T The s1gnallmg connection 15 estafihslie'd, Send @a CONNECT ACKNOWLEDGE message To the In

coming side

[-Control and

ctive state.

ate failure of

FACILITY message from a peer Protocol Control entity, an indication shall be given to GFT-Confrol.

shall send a

tocol Control

her T308 and

otocol error),
tased, send a

cate to GFT-

stenalling connection has been released, send a RELLEASE COMPILETE message, release the

rall reference

and enter the Null state.

On receipt of a RELEASE COMPLETE message in any state other than the Release request state, Protocol Control shall
indicate to GFT-Control that the signalling connection has been released, release the call reference and enter the Null state.

7.3.1.8 Actions in the Release request state

On receipt of a RELEASE or a RELEASE COMPLETE message, Protocol Control shall: stop timer T308, release the call
reference and enter the Null state.

If timer T308 expires for the first time, the RELEASE message shall be retransmitted and timer T308 shall be restarted. If

timer T308 expi

22

res a second time, Protocol Control shall release the call reference and enter the Null state.
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7.3.1.9 Transport of APDUs associated with a Call independent signalling connection

When requested by GFT-Control, the Facility information element may be sent in a call establishment or a call clearing
message (see clause 10) of the connection oriented, call independent signalling connection or in a FACILITY message during
Active state of the connection oriented, call independent signalling connection.

7.3.1.10 Protocol error handling

Sub-clause 9.

not applic
on SCM

2 of ISO/IEC 11572 shall apply with the following modifications:

actions regarding the handling of B-channels are not applicable;

able;

aaliieg Acaatha Aot ctota Doentoonl (Cooten] oooxs wolooca o1l vocaeoac walaocg o
CtHve-S

3 43
TOT—COTTICCTTIO

actions regarding the handling of the DISCONNECT message (not defined for use with Call independent connections) are

e call reference,

enter the
for active

if a SET
ISO/IEC
be treated,

Sub-clause 9

7.3.1.11 Proq

Clause 11 of
channel, call
indicates ‘all
GFT-Control

7.3.1.12 Prot|
Table 11 defj

In table 11, t
side Protocol

M:

O:

M(I):

All timer val

of value is af
above the mal

o
=Tt tOtO T TOTOCOT SO O ThHa y T oroa SO ToSOurTosTOTIoast—r

Null state and inform GFT-Control of the failure of the connection, as an alternative to the prog
connections in 9.2.9 of ISO/IEC 11572;

JP ACKNOWLEDGE, ALERTING, INFORMATION, DISCONNECT or PROGRESS mess
[ 1572) is received in any state (except the Null state, where invalid call reference error procedur
as an unexpected or unrecognised message in accordance with 9.2.4 of ISO/IEC N 572.

3 of ISO/IEC 11572 shall apply for the generation and request of Call independent connection sta

edures for layer management

ISO/IEC 11572 shall apply. In the case that the Restart indicator information element indicates r
independent signalling connections shall not be affected. In the case\that the Restart indicator info
channels’, Protocol Control shall return all call independent signalling connections to the idle

pcol timer values
hes the values and attributes of the protocol timers required for Connection oriented Protocol Con|

he following conventions are used to indicate thédapplicability of the protocol timers to an incon
Control entity in a PINX:

The support of the timer is Manddtory
The support of the timer is Optional

The support of the timeris-Mandatory if the associated (optional) procedures are
implemented.

hes given in table 11 shall have a tolerance of 10%. Where minimum and maximum values are g

ximum value.

edures specified

age (defined in
ps apply) it shall

e information.

pstart of a single
rmation element
state and inform

trol.

hing or outgoing

iven, the choice

implementation matter; within the range specified, with a tolerance of 10% below the minimung value and 10%
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Table 11 — Protocol Control timer values

Timer | Timer Value | Call State | Cause for start | Normally terminated | Action to be |Incoming|Outgoing
Number taken when side side
timer expires
T303 | Minimum 4 s, Call On Sending On receipt of CALL Retransmit - M
Maxi 6 initiated SETUP PROCEEDING or SETUP and
aximum 68 RELEASE COMPLETE | restart T303 or
release the
connection as
specified in
7.3.1.7
Second | Minimum 4 s, Call On On receipt of CALL Release (0]
T303 Mbxi 6 initiated |retransmission of PROCEEDING or connection as
primum S s SETUP RELEASE COMPLETE |  specified in
7.3.1.7
T308 Minimum 4 s, | Release On sending On receiving RELEASE Retransmit M M
Mhxi 6 request RELEASE or RELEASE RELEASE,
primum o s COMPLETE restart/T308.
Second | Mjnimum 4 s, | Release On expiry of | On receiving RELEASE [(Release call M M
T308 Mbxi 6 request T308 or RELEASE reference
pximum o s COMPLETE
T309 90 s Any state SCM On SCM fe? Release o o
disconnection. establishment connection and
Connections in call reference
Stable states are
not lost.
T310 Iplemen- | Outgoing On receipt of Release - M
tation call On receint of CONNECT or connection as (Optional
dependent | proceeding Ci:ii N RELEASE specified in fora
7.3.1.7 Transit
PROCEEDING PINX)
T313 Minimum 4 s, | Connect On'sending On receipt of Release O -
Mbxi 6 request CONNECT CONNECT connection as
pximum o s ACKNOWLEDGE specified in
7.3.1.7
T322 | Mjnimum 4 s, Any STATUS STATUS, RELEASE or STATUS M (D) M (I)
. connection | ENQUIRY sent | RELEASE COMPLETE | ENQUIRY may
Maximum 6.8 . .
State except received. be retransmitted
Null several times -
implementation
dependant
24 © ISO/IEC 2002 — All rights reserved
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7.3.2 Dynamic Description (SDL) of Connection oriented Protocol Control procedures

Figures 9 contains a dynamic description of the Connection oriented Protocol Control procedures in 7.3.1. It is based on the
SDL description of the Basic call, defined in annex E of ISO/IEC 11572 and is not intended to be complete. It is to be used as
an aid to the interpretation of the text, which shall be the prime source should a conflict occur.

Figure 8 shows the key to the symbols used in figure 9. Table 12 describes the naming convention used for primitives shown in
the SDL diagram.

Table 12 — Key to primitive names used in figure 9

Prefix Primitive from/to:

Event An entity which provides Protocol Control with notification of protocol related events
other than rP(‘Pip‘r nfin(‘nming messages or primifiqu from GET-Control or the SCM.

PC Primitives from / to GFT-Control to / from Protocol Control

Primitives from / to the SCM to / from Protocol Control

Incoming Message Incoming Primitive

Outgoing Primitive Outgoing Message

Protocol state 'n' Decision symbol

JOW |

Task symbol Option symbol

pavac

Figure 8 — Key to symbols-used in the SDL diagram for Connection oriented Protocol Control
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0 - Null
PC_Setup RELEASE
request COMPLETE SETUP
Allocate Call Mandatory |
Reference 0~ Null missing or YES
‘ invalid
TOTETt
SETUP
Call YES
Reference
Start timer T303 flag = 1

1 - Call Initiated

Save Call Reference 0 - Null
vdlig NO
Information ?
CALL RELEASE
PROCEEDING COMPLETE
PC_Setup Release Call
Indication Reference
9 - Incoming Call 0-Null

Proceeding

Figure 9 — Connection oriented Protocol Control SDL (Sheet 1 of 10)
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Unexpected or
DL_Release STATUS °
STATUS indication ENQUIRY RELEASE Unrecognised
Message
0 - Null RELEASE RELEASE
COMPLETE COMPLETE
State =0
Call State
Indicated ? 0 - Null - Null
RELEASE RELEASE
COMPLETE 0 - Null STATUS (#30) SKPLETE
0 - Null 0 - Null

Figure 9 — Connection oriented Protocol Control SDL (Sheet 2 of 10)
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1 - Call Initiated

PC_Release CALL RELEASE Event_Expiry
request PROCEEDING COMPLETE T303
Stop T303 Stop T303 Stop T303 YES
) . NO
RELEASE Start T303 (if PCTRe.Ject
applicable) Indication
‘ ‘ SETUP PC_Release
Indication
Start T308 Release Call ‘
Reference
RELEASE
Restart T303 COMPLETE
Rélease Call
Reference
19 - Release 3 - Outgoing Call 0 - Null 1 - Call (fitiated 0- Null
Request Proceeding

Figure 9 — Connection oriented ProtocolyControl SDL (Sheet 3 of 10)

3~0utgoing Call

Proceeding

\ |
Stop T310 Stop T310 RELEASE
RELEASE Confrmation oaton
Start T308 ACISI\OI C’\)‘V’\\IIEE; GE Start T308
19 - Release 10 - Active 19 - Release

Request

Request

Figure 9 — Connection oriented Protocol Control SDL (Sheet 4 of 10)
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8 - Connect

Request

ISO/IEC 11582:2002(E)

Event_Expiry CONNECT PC_Release
T313 ACK request
RELEASE Stop T313 Stop T313
Start T308 RELEASE
Y
19 - Release 10 - Active PC_Release

Request

Figure 9 — Connection oriented Protocol*Control SDL (Sheet 5 of 10)

10 - Active

Indication

Start 7308

19 - Release
Request

FACILITY CONNECT PC_Data PC_Release
ACK request request
BY_Data FACILITY RELEASE
Indication
Y
10 - Active 10 - Active 10 - Active Start T308

!

19 - Release

Request

Figure 9 — Connection oriented Protocol Control SDL (Sheet 6 of 10)
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9 - Incoming Call
Proceeding

PC_Setup
response

PC_Release
request

CONNECT RELEASE

Start 1308

Start T313

'

8 - Connect 10 - Active 19 - Release
Request Request

Figure 9 — Connection oriented Protocol Control SDL (Sheet 7 of 10)

19 - Release

Request

RELEASE STATUS Event_Expiry
RELEASE COMPLETE (state  null) T308
19 - Release First Expiry of

Stop T308 Request T3087?
Release Call

Reference

‘ RELEASE
0 - Null
Restart T308 Release Call
Reference

19 - Release
Request

Figure 9 — Connection oriented Protocol Control SDL (Sheet 8 of 10)
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Any state
excluding
0,1,19

RELEASE
COMPLETE

Any state
excluding
0,19

RELEASE

ISO/IEC 11582:2002(E)

Stop all related Stop all related
timers timers
Indication Indication

Release Call RELEASE
Reference COMPLETE
0 - Null Release Call
Reference
0 - Null

Figure 9 — Connection oriented Protocel Control SDL (Sheet 9 of 10)

Any State

(except Null)

STATUS

Remain in

current state

Unexpected
MesF;age SETUP (CR Unrecognised
(except REL ok relates to L moogns
REE COM) active call) g

STATUS

STRATUOS

ENQUIRY

ENQUIRY

Remain in Remain in Remain in Remain in
current state current state current state current state

Figure 9 — Connection oriented Protocol Control SDL (Sheet 10 of 10)

7.3.3

The procedures describing the requirements of the GFT-Control entity for Call independent signalling connection control are
defined in terms of a number of states. These states are conceptual states that are used to enable straightforward description of
the dynamic aspects of the GFT-Control procedures.

Generic Functional Transport Control requirements
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The states used are separated into states that exist at an Originating PINX, a Transit PINX and a Terminating PINX. A brief
description of the states is as follows:

— Originating PINX GFT-Control States:
¢ Originating_connection_idle: no connection exists.

¢ Originating_connection_request: connection establishment has been requested, but no response
has been received from the Terminating PINX.

e Originating_connection_active: the connection is active.
— Transit PINX GFT-Control States:

e Transit connection idle: no connection exists.

e Transit ¢onnection request: connection establishment request has been received from the
Preceding PINX and forwarded to the Subsequent PINX, but
no response has been received from the Subsequent PINX.

e Transit ¢onnection_active: the connection is active.
— Terminating PINX GFT-Control States:
¢ Incoming connection_idle: no connection exists.

¢ Incoming_connection_active: the connection is active.

7.3.3.1 Actiong at an Originating PINX
7.3.3.1.1 Attions in the Originating_connection_idle state

When a request for establishment of a Call independent signalling\ connection to a remote PINX is receiyed from the
Coordination Fynction, GFT-Control shall: request the Outgoing side" Protocol Control to send a SETUP messqge, including
the address of tHe Terminating PINX and enter the Originating_coénnection_request state.

7.3.3.1.2 Attions in the Originating_connection_request state
If Protocol Control informs GFT-Control that a RELEASE or RELEASE COMPLETE message has been regeived, GFT-
Control shall inform the Coordination Function that the connection has failed and enter the Originating_connectiop_idle state.

If Protocol Conptrol informs GFT-Control thatfa CONNECT message has been received, GFT-Control sHall enter the
Originating_cornection_active state.
7.3.3.1.3 Attions in the Originating- connection_active state

If a request for fransfer of APDUs omnthe connection is received from the Coordination Function, GFT-Controlfshall instruct
Protocol Contrgl to send a FACILITY message to the Subsequent PINX, containing a Facility informatiop element in
accordance with 7.3.3.4.

If Protocol Control informs{FET-Control that a FACILITY message has been received, the PINX shall become the Destination
PINX for the re¢eived Facility information element in accordance with 7.3.3.5.

If Protocol Conmtrol (informs GFT-Control that a RELEASE message has been received, GFT-Control shall inform the
Coordination Fynetion that the connection has been released and enter the Originating_connection_idle state.

If a request that the connection be released is received from the Coordination Function, GFT-Control shall: request that
Protocol Control send a RELEASE message and enter the Originating connection_idle state.

7.3.3.2 Actions at a Transit PINX

If GFT-Control receives indication from Protocol Control of a received SETUP message from the Preceding PINX, it shall
examine the contents of the Called party number information element. If the Called party number information element matches
that of the Receiving PINX, the PINX shall become a Terminating PINX, otherwise it shall follow the procedures of this
clause.

If GFT-Control receives any APDUs from Protocol Control in any of the messages which may contain a Facility information
element (see clause 10), it shall examine the header of the Facility information element for the presence of an NFE. The
treatment of the Facility information element based on this NFE shall be as defined in clause 7.1.2.2.
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7.3.3.2.1

If the Called party number contained in the SETUP message is that of another PINX and a connection to that PINX is possible,
GFT-Control shall: request Protocol Control to send a SETUP message on the appropriate inter-PINX link to the Subsequent
PINX, associate the incoming and outgoing connections and enter the Transit_connection request state.

Actions in the Transit_connection_idle state

If the contents of the Called party number information element contained in the SETUP message is not sufficient to enable
routing onto a further inter-PINX link, GFT-Control shall: request Protocol Control to release the connection by sending a
RELEASE message to the Preceding PINX and remain in the Transit_connection_idle state.

7.3.3.2.2 Actions in the Transit_connection_request state

When Protocol Control informs GFT-Control of a CONNECT message received from the Subsequent PINX, GFT-Control
shall: request Protocol Control to send a CONNECT message to the Preceding PINX and enter the Transit connection active

state.

‘When Proto
the Subsequ

1 Control informs GFT-Control that a RELEASE or RELEASE COMPLETE message has bed
t PINX, GFT-Control shall: request Protocol Control to send a RELEASE message to thePrec|

enter the Trapsit connection_idle state.

‘When Protog
Control sha
Transit_conn

7.3.3.2.3

If Protocol C
a Facility inf}
request Proto

If Protocol C
Facility infor
request Proto|
If Protocol (

shall request
state.

If Protocol C
request Protq
state.

7.3.3.3 Acti

If GFT-Contt
element (see

ol Control informs GFT-Control that a RELEASE message has been received from the Precedsi
I: request Protocol Control to send a RELEASE message to the Subsequent PINX
ection_idle state.

Actions in the Transit_connection_active state

pntrol informs GFT-Control of the receipt of a FACILITY message/from the Subsequent PINX,
brmation element that is to be passed on to the Preceding PINX(in.accordance with 7.1.2.2), G
col Control to send a FACILITY message containing that Facility)information element to the Preg

ontrol informs GFT-Control of the receipt of a FACILITY message from the Preceding PINX,
mation element that is to be passed on to the Subsequent' PINX (in accordance with 7.1.2.2), GH
col Control to send a FACILITY message containing that Facility information element to the Sub

ontrol informs GFT-Control of the receipt of acRELEASE message from the Subsequent PIN|
Protocol Control to send a RELEASE message to'the Preceding PINX and shall enter the Transit |

pntrol informs GFT-Control of the receipt of a RELEASE message from the Preceding PINX, G
col Control to send a RELEASE meéssage to the Subsequent PINX and shall enter the Transit |

bns at a Terminating PINX

ol receives any APDUs, ffom Protocol Control in any of the messages which may contain a Fac
clause 10), it shall examine the header of the Facility information element for the presence

treatment of fhe Facility information element based on this NFE shall be as defined in clause 7.1.2.2.

7.3.3.3.1

If Protocol
resources for
the Incoming

NOTE 1 - Bef

Actions in the Incoming_connection_idle state

ontrol notifi¢s "GFT-Control of a received SETUP message that is to be terminated on the rece
the conneetion are available, GFT-Control shall request Protocol Control to send a CONNECT m|
| confiection_active state.

pre,_sénding the CONNECT message GFT-Control should determine from the coordination function if any

n received from
eding PINX and

ng PINX, GFT-
and enter the

ind if it contains
FT-Control shall
eding PINX.

ind it contains a
T—Control shall
equent PINX.

X, GFT-Control
lconnection_idle

FT-Control shall

connection_idle

lity information
bf an NFE. The

ving PINX, and
essage and enter

APDUs are to be

included in the CONNECT message.

If no resources for the connection are available, GFT-Control shall: request Protocol Control to send a RELEASE message;
and remain in the Incoming_connection_idle state.

NOTE 2 - The RELEASE message is used in this case as Protocol Control has already returned a CALL PROCEEDING message to the
Preceding PINX.

7.3.3.3.2

If the Coordination Function requests transfer of APDUs on the connection, GFT-Control shall instruct Protocol Control to
send a FACILITY message to the Preceding PINX containing a Facility information element in accordance with 7.3.3.4.

If Protocol Control informs GFT-Control that a FACILITY message has been received from the Preceding PINX, GFT-Control
shall remain in the same state.

Actions in the Incoming_connection_active state
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If Protocol Control informs GFT-Control that a RELEASE message has been received from the Preceding PINX, it shall
inform the Coordination Function that the connection has been released and enter the Incoming_connection_idle state.

If the Coordination Function requests that the connection be released, GFT-Control shall: request that Protocol Control send a
RELEASE message; and enter the Incoming_connection_idle state.

7.3.3.4 Actions at a Source PINX

The actions defi

ned in 7.1.2.1 shall apply.

7.3.3.5 Actions at a Destination PINX

The actions defi
7.4

ned in 7.1.2.3 shall apply.

Call related procedures for the transport of Notifications

This clause def]

with a Basic call.

7.4.1
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[ASN.1 encoded data structure in subsequent octets.

pl Control requirements
b notification information
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1l be sent using the Notification indicator information)element.

f the notification information coincides with the‘sending of the FACILITY message or any of
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essage. Otherwise, the notification shall be'delivered in a NOTIFY message.
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on the Outgoing side of the PINX);

message has been received from the Preceding PINX, but no response has been sent (i.e. the B-ch
bed on the Incoming side of the PINX); or,

message has already,been sent to or received from the Next PINX
nformation shall*be discarded.

shall occir'on sending a NOTIFY message.

se where the Notification indicator information element is sent to a PINX which does not conform to thjs
ﬁcatlon 1nd1cat0r 1nf0rrnat10n element Wlll be dlscarded by that PINX and a STATUS message (see 13in1

can be received. Th

n association

bed in 11.3.4;

of notification ‘parameters’ that are specified as information elements using the encoding scheme defined in

r information

[ connection.

he Basic call

ation may be

el has not yet

annel has not

International
BO/IEC 11572)

message (NOTIFY or FACILITY) was unrecogmsed ln such cases, no further actlon should be taken

7.4.2.2 Receivi

ng notification information

ibed; or, that the

On receipt of a Notification indicator information element, in the NOTIFY message or in any of the other messages listed in

clause 10 in whi
No state change

743 GFT-C

ch the Notification indicator information element is permitted, it shall be passed to GFT-Control.
shall occur on receipt of a NOTIFY message.

ontrol requirements

7.4.3.1 Actions at a PINX which generates notifications

A PINX which wishes to generate a notification shall request Protocol Control to send a Notification indicator information

element.
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7.4.3.2 Actions at a Transit PINX

If a Transit PINX receives a Notification indicator information element from the Preceding PINX, it shall request Protocol
Control to send the Notification indicator information element to the Subsequent PINX.

If a Transit PINX receives a Notification indicator information element from the Subsequent PINX, it shall request Protocol
Control to send the Notification indicator information element to the Preceding PINX.

7.4.3.3 Actions at a Receiving End PINX

If an End PINX receives a Notification indicator information element, at any time during a Call, it shall convey the information
it contains to the PISN user - dependent on the ability of the PISN user’s equipment to receive such information.

NOTE - Further (implementation specific) actions of a PINX receiving a notification (e.g. changing the state of a local non-Standard state
machine) are not precluded and are beyond the scope of this International Standard.

8
8.1 Coo

The behavioy
ACSE, Call
in 8.1.1 and §
error handlin

8.1.1
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InvokePDU
the sequence

NOTE - Wher
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APDU.

8.1.2 Han
The Coordin
from GFT-C

if the ind
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if the indi
the APD(|

if the indi
APDUs t

in all othg

If the first A
generated by
InvokeProblg
as follows:

If the Intg

Apdlication layer requirements

Inclysion of an Interpretation APDU at a Source PINX

‘dination Function requirements

ir of the Coordination Function in passing information between the various SS-Control” entitig
Control and GFT-Control is beyond the scope of this International Standard, with the(éxception
.1.2 relating to the handling of the Interpretation APDU, the routeing of APDUsreceived from (
b at a Destination PINX.

PINX wishes to include additional information to facilitate handling of unrecognised ROSE
see 11.3.3.4) at a Destination PINX, it shall include an Interpretation APDU (see 11.3.3.2) as th
of APDUs sent to GFT-Control.

e two or more ROSE APDUs of type InvokePDU are to be sent.Sithultaneously and the unrecognised Inv
f each differs, the ROSE APDUs should be grouped in multiple-Facility information elements, each with its

ling of APDUs at a Destination PINX

htion function shall process the APDUs receivedfrom GFT-Control based on the indication of]
ntrol:

s, ROSE, DSE,
f the provisions
iFT-Control and

APDUs of type
e first APDU in

okePDU handling
bwn Interpretation

protocol profile

cation of protocol profile has the value “ROSE’, the Coordination Function shall deliver the femainder of the

ROSE, excluding the first APDU, if,.according to its tag value, it is an Interpretation APDU;

cation of protocol profile has thevalue ‘ACSE’, and ACSE is supported, the Coordination Function shall deliver

s to ACSE, excluding the first\APDU, if, according to its tag value, it is an Interpretation APDU;

cation of protocol profile hasthe value ‘DSE’, and DSE is supported, the Coordination Function
DSE, excluding the first APDU, if, according to its tag value, it is an Interpretation APDU,

r cases, the Coordination Function shall discard all the APDUs received from GFT-Control.

PDU is an Interpretation APDU, the Coordination Function shall examine any ROSE APDU of
ROSE as-atesult of the processing of these APDUs. If the element problem in the Rejec
m and has-value unrecognisedOperation the action taken shall depend on the contents of the Inte

shall deliver the

type RejectPDU
DU is of type
retation APDU

hall be delivered

rprotation APDU indicates rejectUnrecognisedInvokePdu the ROSE APDU of type RejectPDU s

to the destination indicated by ROSE;

If the Interpretation APDU indicates clearCalllfAnyIlnvokePduNotRecognised the ROSE APDU of type RejectPDU shall

be delivered to the destination indicated by ROSE, and Call Control shall be requested to clear the Basic call or Call
independent signalling connection to which the InvokePDU was related;

discarded

If the Interpretation APDU indicates discardAnyUnrecognisedInvokePDU the ROSE APDU of type RejectPDU shall be

If no Interpretation APDU is received, any ROSE APDUs of type RejectPDU shall be delivered to the destination indicated by

ROSE.
8.2

ROSE requirements

Service APDUs shall be formed according to ROSE as defined in X.880 and X.881.
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The procedures specified in section 7 of X.882 for sending and receiving ROSE APDUs shall apply, with the exception that
sub-sections 7.1 to 7.3 do not apply and that the Transfer services used shall be those provided by GFT-Control or those
provided by ACSE or DSE.

As a minimum, a Destination PINX shall recognise received ROSE APDUs and reject those whose operation values are not
supported. Additional requirements relating to the use of ROSE are supplementary service specific and are beyond the scope of
this International Standard.

83

The ACSE may be used to create an explicit application-association between two supplementary services control entities.
When used, the procedures specified in section 7 of X.227 for sending and receiving ACSE APDUs shall apply, with the
exception that the underlying services used shall be those provided implicitly by GFT-Control or DSE, and not those provided

ACSE requirements
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e of this International Standard.
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pe used to create a dialogue between two PINXs, to enable service requests and ‘responses to
n they do not exist within the context of the same network layer connection.

ic underlying services provided by GFT-Control via the Coordination Funietion.
irements for the DSE APDUs are defined in 11.3.3.3.
J, with the exception of a DialogAbortPDU, may contain one erxmore ROSE APDUs or one of

shall be associated with each dialogue within a PINX. Eonrvdialogue states are defined:
gue exists;
ng: a DialogBeginPDU has been sent, a DialogCéntinuePDU is awaited from the peer PINX;

ving: a DialogBeginPDU has been received,a request from the Coordination Function is awaitg
the dialogue;

ialogue is established.

at the PINX which initiates the'dialogue (PINX A)

from the Coordination Eunction to initiate a dialogue is received, PINX A shall:

gBeginPDU to the (PINX identified in the request (PINX B). The element of type Originationl
hlogue identifier selected by PINX A that is sufficient to distinguish the dialogue from any otl
hvolved. TheDialogBeginPDU may also contain one or more ROSE APDUs or one or more A
particular sipplementary service or services;

| Originatinig Dialogue (T_OD); and,

— enter the Initliate sending state.

e association
p specific and

be correlated,

more ACSE

d to continue

ialogld shall
ners in which
CSE APDUs

The selected

dialogue 1dentifier shall be included 1n the element of type OriginationDialogld 1n

DialogContinuePDUs sent from PINX A to PINX B for the duration of the dialogue.

8.4.1.2 Initiate sending state procedures
On receipt of a DialogContinuePDU, PINX A shall:

cancel timer

T Originating Dialogue;

all further

store the value of the element of type OriginationDialogID. This is the dialogue identifier selected by PINX B and shall be

included in all DSE APDUs sent from PINX A to PINX B in the element of type DestinationDialogld for the duration of
the dialogue;

36

provide an indication of dialogue continuation to the Coordination Function; and,

enter the Active state.
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On receipt of a DialogEndPDU, PINX A shall consider the dialogue to be terminated, release the locally assigned dialogue
identifier, inform the Coordination Function, cancel timer T Originating Dialogue and enter the Idle state.

On receipt of a DialogAbortPDU, PINX A shall consider the dialogue to be aborted, inform the Coordination Function, cancel
timer T Originating Dialogue and enter the Idle state.

If a request to abort the dialogue is received from the Coordination Function, PINX A shall cancel timer
T Originating Dialogue, release the locally assigned dialogue identifier and enter the Idle state.

If timer T Originating Dialogue expires, PINX A shall consider the dialogue to be aborted, inform the Coordination Function
that the dialogue has been aborted, release the dialogue identifier assigned locally by PINX A and enter the Idle state.

8.4.2  Actions at the PINX which terminates the dialogue (PINX B)
8.4.2.1 Idle state procedures

On receipt of|la DialogBeginPDU from PINX A, PINX B shall:

— check thaf the value of the element of type OriginationDialogld in the DialogBeginPDU is valid. Ifjit-is nqt valid, PINX B
shall discqrd the DialogBeginPDU and remain in the idle state;

— save the Yalue of the element of type OriginationDialogld in the DialogBeginPDU. This is_the dialogue identifier selected
by PINX| A and shall be included in all DSE APDUs sent from PINX B to PINX A in the dlement of type
DestinatiqnDialogld for the duration of the dialogue;

— inform th¢ Coordination Function; and,

enter the Initiate receiving state.

8.4.2.2 Initipte receiving state procedures

If PINX B wishes to continue the dialogue, it shall:

— send a DjialogContinuePDU to PINX A containing, in the element of type OriginationDialogld, a diglogue identifier
selected Hy PINX B to be sufficient to distinguish the dialogue\from any others in which PINX B is invglved, and in the

element of type DestinationDialogld the value received in the'element of type OriginationDialogld in the DialogBeginPDU
from PINK A; and,

— enter the Active state.

If PINX B cannot accept the dialogue, it shall send\DialogAbortPDU to PINX A, release the stored dialogyic identifier and
enter the Idle|state.

If PINX B wishes to end the dialogue, it shall send DialogEndPDU to PINX A, release the stored dialogue idgntifier and enter
the Idle state
8.4.3 Dialpgue Continuation in the Active State
If a PINX wighes to continue the(dialogue, it shall: send a DialogContinuePDU to the peer PINX and remain ir] the active state.
The DialogCpntinuePDU may ‘also contain one or more ROSE APDUs or one or more ACSE APDUs.

On receipt of|a DialogContiiuePDU, the PINX shall indicate dialogue continuation to the Coordination Functi¢n, together with
any ROSE APDUs or ACGSE APDUs contained in the received DialogContinuePDU.

On receipt of a DialogEndPDU, the PINX shall consider the dialogue to be terminated, inform the Coordipation Function,
release the diplagueidentifier assigned locally and the identifier received from the peer PINX, and enter the Idlg state.

On receipt of a DialogAbortPDU, the PINX shall consider the dialogue to be aborted, inform the Coordination Function,
release the dialogue identifier assigned locally and the identifier received from the peer PINX, and enter the Idle state.

If a request to terminate the dialogue is received from the Coordination Function, the PINX shall send a DialogEndPDU to the
peer PINX, release the dialogue identifier assigned locally and the identifier received from the peer PINX, and enter the idle
state.

If a request to abort the dialogue is received from the Coordination Function, the PINX shall send a DialogAbortPDU to the
peer PINX, release the dialogue identifier assigned locally and the identifier received from the peer PINX, and enter the idle
state.

8.4.4 Dialogue Protocol Timers
Table 13 defines the protocol timers for the Dialogue procedures.
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Table 13 — Dialogue Protocol Timers

Timer State Value Normal Start | Normal Termination Actions on expiry
T OD | Initiate sending | Implementation On sending On receipt of a Indicate to the
dependent DialogBeginPDU | DialogContinuePDU, | Coordination Function
DialogEndPDU or that dialogue is
DialogAbortPDU aborted. Enter idle
state.

8.4.5 Error procedures relating to dialogue control

If a PINX receiyes-a i atted they shall
be discarded.

If a PINX receiyes a DialogEndPDU or a DialogAbortPDU in the Idle state, the APDU shall be discarded-and it shall remain in

the Idle state.

If a PINX rece
DestinationDial
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contains, in the
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received Dialog

8.4.6

Figure 10 show
destination diald

8.4.7

Examp

bgld which has the same value as the element of type OriginatienDialogld in
element of type OriginationDialogld an unrecognised dialogue identifi€r, it shall send a Dia

ContinuePDU, and remain in the Active state.

le of a dialogue

gue identifiers.

PINX A PINX B

ialogBeginPBU(ODId=x)
DialogContinnuePDW(ODId=y), DDId=x

DialogContinnuePDU(ODId=x),
DDId=y)

DialagContinnuePDU(ODId=y)

DialogEndPDU(DDId=y)

ves a DialogContinuePDU in the Idle state, it shall send a DialogAbortPDU cofitaining an elg

PDU, and remain in the Idle state. If a PINX receives a DialogContinuePDU in the Activg

ment of type
the received

state which
ogAbortPDU

ement of type DestinationDialogld which has the same value as the element of type OriginationDjialogld in the

s an example of a dialogue between two PINXs, illustrafing the usage and values of the orjigination and

Key:
DDId = DestinationDialogld
ODId = OriginationDialogld

Figure 10 — A simple example of a Dialogue

Dynamic Description (SDL) of Dialogue Identification Protocol Procedures

Figure 12 provides an SDL representation of the dynamic aspects of the DSE protocol. Figure 11 contains a description of the
elements used in figure 12.
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DSE PDU received from
GFT-Control via the
Coordination Function

Primitive sent to
SS-Control via the
Coordination Function

Decision symbol

Task symbol

Figure 11 — Key to Dialogue SDL diagram in figure 12
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DialogBegin DialogBegin DialogCont. DialogEnd DialogAbort
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Start Timer T_OD
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Dialogue ID
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Dialogue ID
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Initiate receiving

Figure 12 — Dialogue procedures dynamic description (sheet 1 of 4)
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Assign local DialogEnd DialogAbort
Dialogue ID PDU PDU

DialogCont. Released saved Released saved
PDU Dialogue ID Dialogue ID
Active

Figure 12 — Dialogue procedures dynamic description (sheet 2 of 4)
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Initiate sending

DialogCont. DialogAbort DialogAbort DialogEnd Enet_timeout
PDU request PDU PDU T_OD
Save received DialogAbort DialogEnd DialogAbort
Dialogue ID indication indication indication

]

Stop timer T_OD

DialogCont.
indication

Active

Stop timer T_OD

Released assigned
Dialogue ID

Figure 12 — Dialogue procedures dynamic-description (sheet 3 of 4)
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DialogCont. DialogAbort DialogEnd DialogAbort DialogEnd
request request request PDU PDU
DialogCont. DialogAbort DialogEnd DialogAbort DialogEnd
PDU PDU PDU indication indication
Released assigned
and stored
Dial 1D
ralogue 128 . DialogCont. PDU
DialogCont. X .
PDU with unrecognised
QriginationDialogIC
Active > < Idle >
DialogCont. DialogAbort
indication PDU

Figure 12 — Dialogue procedures dynamic description (sheet 4 of 4)

8.5 SS-Qontrol requirements
The requiremjents for SS-Control are supplementary sétvice specific and are beyond the scope of this International Standard.

9 Manufacturer Specific Information

PSS1 permit§ the inclusion in messages of-non=standardised information which is specific to a particular design of PINX or a
particular network etc. This information {s known as Manufacturer Specific Information (MSI).

Manufacturey specific information may exist in the PISN as a result of the following:
— manufactyirer specific supplementary services;

— manufactyirer specific extensions to Standard supplementary services; or

— manufactfirer specifie notifications.

In all these ¢ases,~any information which is manufacturer specific shall be encoded in such a way that it fan be uniquely
identified. Apart,from the use of information elements belonging to codesets 6 or 7, as described in ISQ/IEC 11572 for
conveyance ¢f MSI to an Adjacent PINX. any manufacturer specific information generated by a PINX cohforming to this
International Standard shall be encoded in conformance with the contents of this clause.

9.1 Manufacturer specific operations

Manufacturer specific operations shall conform to the encoding and transport rules defined for standardised operations in other
clauses of this International Standard, but in addition shall make use of operation values which are unique to that manufacturer
- i.e. of type OBJECT IDENTIFIER. If any non-standardised error values are to be included in a manufacturer specific
operation, they shall be of type OBJECT IDENTIFIER. Examples of how manufacturer specific operations may be encoded
are shown in annex F.

9.2 Manufacturer specific additions to standardised operations

As an alternative to the definition of a manufacturer specific operation, a manufacturer may wish to use an enhanced form of a
standardised operation.

© ISO/IEC 2002 — All rights reserved 43


https://iecnorm.com/api/?name=58d545dc0474923ed781e7f75e73b5b6

ISO/IEC 11582:2002(E)

NOTE - This may be used, for example, to include additional parameters which are manufacturer specific as part of the Standard service (e.g.
information describing the detailed location of a party involved in the service).

To allow for this possibility, Standards for supplementary services will include ‘placeholders’ for manufacturer specific
extensions. Each placeholder will be an optional CHOICE construct containing an element of type Extension or a sequence of
elements of type Extension (as defined in table 14) with the argument, result or error parameter of an operation. This
placeholder may be included in the ROSE APDU if MSI is to be conveyed. An element of type Extension shall contain an
element of type OBJECT IDENTIFIER to uniquely identify the MSI.

If the Destination PINX identifies an element of type Extension or a sequence of elements of type Extension in a standardised
operation, when processing the contents of a received Facility information element in accordance with the relevant
supplementary service standard, it shall act on an element of type Extension only if it recognises the value in the element of
type OBJECT IDENTIFIER (see table 14). Otherwise the entire element of type Extension shall be discarded. In the case of a
sequence of elegremtsoftypeExtemsiom (e wiere mmuttipteexternstomsto-theservice aredefimed)the P Cstattyonsider each
element of type|Extension separately - that is, only those elements of type Extension containing an unrecogniseql value in the
element of type OBJECT IDENTIFIER shall be discarded.

Table 14 — Manufacturer specific extension mechanism

Manufacturer-specific-service-extension-class-asn1-97
{iiso[ 1) standard( 0) pss1-generic-procedures( 11582) msi-class-asn1-97( 11).}

DEHINITIONS =
BEQIN
EXTENSION ::= CLASS
{
&ArgumentType,
&gxtensionld OBJECT IDENTIFIER
}
WITH SYNTAX
{
ARGUMENT &ArgumentType
IDENTIFIER &extensionld
}
Extgnsion {EXTENSION:ExtensionSet} ::= SEQUENCE
{
extensionld EXTENSION.&extensionld({Extensionset}),

extensionArgument EXTENSION.&ArgumentType({ExtensionSetl{@extensionld})

Extgnsionset EXTENSION ::={...}

-- ExtensionSet.iS:a set of objects of class EXTENSION. Element extensionld is constrained {o be
-- the identifier.of an object from that set, and element extensionArgument is constrained to be the
-- argument\type for that particular object.

END .£0of Manufacturer-specific-service-extension-class-asn1-97

An example of the use of the Extension type is shown in annex F.

9.3 Manufacturer specific notifications

Manufacturer specific notifications may occur in the PISN as part of manufacturer specific supplementary services or as
additions to standardised supplementary services. If provided, they shall be encoded and transported across the PISN in
accordance with the rules for standardised notifications (see 7.4, 10 and 11.3.4).

Manufacturer specific notifications shall be conveyed using ASN.1 type NotificationDataStructure in octet 3.1 of the
Notification indicator information element, as specified in 11.3.4.

Manufacturer specific notifications shall not make use of the notification description field (octet 3) of the Notification indicator
information element, other than to include the ‘discriminator for notification extension’ codepoint (see 11.3.4).
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10 Message functional definitions and contents

This clause describes additions to the call control messages defined in clause 13 of ISO/IEC 11572 and a number of new
messages. The tables in this clause follow the conventions described in the introduction of clause 13 of ISO/IEC 11572.

Table 15 summarises the messages that may also be used for the transport of APDUs and notification information, including

those already defined in ISO/IEC 11572.

Table 15 — PSS1 messages used for the transport of APDUs and notification information

Call establishment messages Reference:
ALERTING 10.1
CONNECT 10.3
SETUP 10.4
Call clearing|messages Reference:
DISCONNECT 10.5
RELEASE 10.6
RELEASE COMPLETE 10.7
Miscellaneous messages Reference:
FACILITY 10.8
NOTIFY 10.9
PROGRESS 10.10

10.1 ALHRTING
Sub-clause 15.2.1 of ISO/IEC 11572 shall apply, with the following modification:

— the infornpation elements shown in table 16 may also be included:

Table 16 — ALERTING ' message content

Information Element Reference Type Length
Facility 1133 O 3-%
Notification indicator 11.3.4 (¢ 3-%

10.2 CALL PROCEEDING
Sub-clause 13.2.2 of ISO/IEC 11572 shall apply.

NOTE - Becayse of additional coding possibility in 11.3.2, the minimum length of the Channel identification information
octets.

© ISO/IEC 2002 — All rights reserved
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10.3 CONNECT
Sub-clause 13.2.3 of ISO/IEC 11572 shall apply, with the following modification:

— the information elements shown in table 17 may also be included:

Table 17 — CONNECT message content

Information Element Reference Type Length
Facility 11.3.3 o 3-%
Notification indicator 11.34 o 3-%

NOTE - In case of establishment of Call Independent Signalling Connection the following information elements are not included:

Channel identific4
Connected subadd
Notification indic

tion,
ress,
htor,

Low layer compafibility,

Progress indicatot.

10.4 SETUH
Sub-clause 13.2

— the informat

NOTE - Because
octets.

10.5 DISCO
Sub-clause 13.2

— the informat

on elements shown in table 18 may also be included:

10 of ISO/IEC 11572 shall apply, with the following modification:

Table 18 — SETUP message contént

Information Element Reference Type Length
Facility 11.3.3 0] 3-%
Notification indicator 11.34 o 3-%*

NNECT

on elements shown in table 19 may also be included:

Table 19 — DISCONNECT message content

5 of ISO/IEC 11572 shall apply; with the following modification:

of additional coding possibility in 11.3.2, the minimum length of the Channel identification information el

bment can be 3

Information Element Reference Type Length
Facility 11.33 o 3-%*
Nofification indicator 11.3.4 o 3-%
10.6 RELEASE
Sub-clause 13.2.8 of ISO/IEC 11572 shall apply, with the following modification:
— the information elements shown in table 20 may also be included:
Table 20 — RELEASE message content
Information Element Reference Type Length
Facility 11.33 o 3-%

46
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RELEASE COMPLETE

Sub-clause 13.2.9 of ISO/IEC 11572 shall apply, with the following modification:

10.8

the information elements shown in table 21 may also be included:

Table 21 — RELEASE COMPLETE message content

Reference

1133

Information Element Length

Type
(0]

Facility

FACILITY

This messag

NOTE 1 - Wh

NOTE 2 - Thig
included.

[ as SIOWN 1N tabie 22, may be Seit 10 ransport AP DUS. For The USe of This Message, 1eter 10 clauy
Table 22 — FACILITY message content
Message Type: FACILITY

Direction: both

Information Element Reference Type Length
Protocol discriminator 14.2 - ISO/IEC M 1
11572
Call reference 11.2 M 1-3
(note 1)
Message type 11.1 M 1
Facility 11.3.3 M 3-%
Notification indicator 11.3.4 O 3-%*
Calling party number 14.5 - ISO/IEC o
11572 (note 2)
Called party number 14.5 - ISO/IEC o 4-32
11572 (note 2)

n the FACILITY message is used inra Connectionless manner, the dummy call reference (see 11.2) shall be

information element is mandatory when the FACILITY message is used in a Connectionless manner, othery

hsed.

vise it shall not be

© ISO/IEC 2002 — All rights reserved
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109 NOTIFY
This message, as shown in table 23 may be sent by a PINX to provide notifications to a user, in association with a Basic call.

For the use of this message, see 7.4.

Table 23 — NOTIFY message content
Message Type: NOTIFY

Direction: both

Information Element Reference Type Length
Protocol discriminator 14.2 - ISO/IEC M 1
11572
Call reference 11.2 M 3
Message type 11.1 M 1
Notification indicator 11.34 M J*
10.10 PROGRESS
Sub-clause 13.2|7 of ISO/IEC 11572 shall apply, with the following modification:
— the informatjon elements shown in table 24 may also be included:
Table 24 — PROGRESS message,content
Information Element Reference Type Length
Facility 11.33 o 3-%*
Notification indicator 11.34 o 3-%*
11 Generpl message format and information-¢lement coding

This clause desdribes information element coding in addition to that defined in clause 14 of ISO/IEC 11572.

Where the contg
defined in 11.4.

11.1  Messag

nts of an information element fi¢ld are described using ASN.1 notation, the encoding of this figld shall be as

e Type

The following |message type codings“are additional to those defined in 14.4 of ISO/IEC 11572 and are |[used for the

supplementary service specific méssages defined in clause 10.

Table 25 — Message types applicable over the PISN

Bits

87654321
011

Miscellaneous messages
Q0 FACILITY

48

011

1 0 NOTIFY
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11.2  Call reference
Sub-clause 14.3 of ISO/IEC 11572 shall apply, with the following addition:

— The dummy call reference defined in figure 13 shall be used when a FACILITY message is sent in accordance with the
procedures of 7.2.

0 0 0 0 0 0 0 0 |octetl

Figure 13 — Dummy call reference

11.3 Other information elements

For the inforfnation elements defined in this clause, the coding and presentation rules defined in 14.5 of ISO/IEC 11572 shall
apply. Table P6 lists the information element codings in codeset zero defined in this International Standard in addition to those
defined in taljle 22, 14.5 of ISO/IEC 11572.

Table 26 — Additional codeset zero information elements

Bits
8 7 6 54 3 21
0 Variable length information elenients
0 01 1 1 0 O Facility
0 1 0 0 1 1 1 Notification indicator
All other values are reserved

11.3.1 Bearfer capability
Sub-clause 14.5.5 of ISO/IEC 11572 shall apply with the additiohal)codepoints in table 27.

Table 27 —Bearer capability

Coding standard (octet 3)

Bits
7 6
0 1 Other international standard (note 1)

Information transfer capability (octet 3) for coding standard ‘other international

standard’

Bits
5.4°3 2 1
0*1 0 0 O Unrestricted digital information
All other values are reserved

Transfer mode(octet 4) for coding standard ‘other international standard’

Bits

7 6
0 O Call independent signalling connection
All other values are reserved

Information transfer rate (octet 4, bits 5 to 1) for coding standard ‘other

international standard’

Bits
5
0

4 3 21
0 0 0 O Callindependent signalling connection
All other values are reserved
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NOTE 1 - When this coding standard is indicated, the coding defined in 14.5.5 of ISO/IEC 11572 shall apply for octets 1 to 2 and bit 8 of
octets 3 to 4. Information transfer capability, Transfer mode and Information transfer rate shall be encoded as indicated and no other octets
shall be included.

11.3.2 Channel identification
Sub-clause 14.5.12 of ISO/IEC 11572 shall apply with the additional codepoints in table 28.

Table 28 — Channel identification information element (note 1)

Signalling channel indicator (octet 3)
Bit
3
| The channel identified is the signalling channel

Information channel selection (octet 3)
Bits

2 1
0 0 No channel (note 2)

NOTE 1 - Bits 8-4 of this octet are defined in accordance with sub-clause 14.5.12 of ISO/IEC 11572vand used in accordance yith sub-clause
7.3.1.1 of this Int¢rnational Standard.

NOTE 2 - When this coding is indicated, octets 3.2 and 3.3 shall be omitted.

11.3.3 Facility

This clause defjnes only the structure and coding of the Facility information element. The purpose of Facility information
element is to copvey an optional Interpretation APDU and one or mor¢\ROSE APDUs, ACSE APDUs or DSE AHDUs.

All APDUs contained in the Facility information element will be delivered to the same PINX (as identified by th¢ NFE). If the
different APDUF are to be processed by different PINXs, they shall be included in different Facility information elements.

The Facility information element may be repeated in a given message. The maximum length of the Facility information
element is appligation dependent. The Facility information“élement is defined in figure 14 and tables 29 and 30.

8 7 6 3 4 3 2 1
Facility

0 0 0 1 1 1 0 0 |octet1

Information element identifier

Length of information element contents octet 2
1 0 0
Protocol Profile octet 3
ext | spare | spare
octet 3.1 *
Network Facility pvfgrm;nn (T\TFF) (ﬂnfp 1) (nnfp 7)
octet 3.2 *
Network Protocol Profile (note 3) (note 2)
octet 3.3 *
Interpretation APDU (note 4) (note 2)
. octets 4
Service APDU(s) (note 5) efc

Figure 14 — Facility information element

NOTE 1 - The Network Facility Extension (NFE), as defined in 11.3.3.1, may be included, in accordance with the procedures of clause 7.
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NOTE 2 - Each of octet groups 3.1, 3.2 and 3.3 comprises an ASN.1 type encoded as defined in 11.4. The presence or absence of each of
these octet groups can be determined from the presence or absence of the tag values concerned in the appropriate position in the Facility

information element.

NOTE 3 - The Network Protocol Profile may be included to specify the contents of the Service APDUs. If it is not included, the contents of
all the Service APDUs shall be assumed to be ROSE.

NOTE 4 - The Interpretation APDU, as defined in 11.3.3.2, may be included, in accordance with the procedures in 8.1.

NOTE 5 - Octets 4 onwards shall comprise one of the following:

— one or more ROSE APDUs as defined in 11.3.3.4;

— one or more ACSE APDUs as defined in 11.3.3.5; or,

— one or more DSE APDUs as defined in 11.3.

3.3.

The Networl Protocol Profile shall comprise ASN.1 type NetworkProtocolProfile as defined in table~29

defined in 11}4.

The Protocol|Profile in octet 3 of the Facility information element shall be encoded as shown in table)30-

Table 29 — Network Protocol Profile

and encoded as

DEFINITIONS
BEGIN

NetworkProtocolProfile

Network-Protocol-Profile-definition-asn1-97

{iso( 1) standard( 0) pss1-generic-procedures( 11582)
network-protocol-profile-definition-asn1-97((19) }

[18] IMPLICIVINTEGER
{\ ‘acse(19),
dse( 32) } (0..254)

END -- of Network-Protocol-Profile-definifion-asn1-97

Table 30 —Protocol Profile Coding (octet 3)

Bits
54 3 21

1 1 Kot 1

Networking Extensions

All ether values are reserved

11.3.3.1 NetworkFacility Extension (NFE)

The NFE shdll comprise” ASN.1 type NetworkFacilityExtension as defined in table 31 and encoded in accor
This providep a,means of routing the contents of the Facility information element within the context of
independent gignalling connection across the PISN, and a means of identifying the origin and destination of th

lance with 11.4.
a call or a call
e information, in

accordance witit thie procedures of chause 7-

Table 10 in 7.1.2.1 describes the use of the particular elements of the NFE.
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Table 31 — Network Facility Extension

Network-Facility-Extension-asn1-97

END -- of Network-Facility-Extension-asn1-97

{iso( 1) standard( 0) pss1-generic-procedures( 11582) network-facility-extension-asn1-97( 13) }
DEFINITIONS :=
BEGIN
IMPORTS PartyNumber FROM Addressing-Data-Elements-asn1-97
{iiso( 1) standard( 0) pss1-generic-procedures( 11582)
addressing-data-elements-asn1-97( 20) };
NetworkFacilityExtension  ::= [10] IMPLICIT SEQUENCE
{__sourceEntity [O] IMPLICIT EntityType,
sourceEntityAddress [1] Addressinformation OPTIONAL,
destinationEntity [2] IMPLICIT EntityType,
destinationEntityAddress  [3] Addressinformation OPTIONAL
}
EntityType ::= ENUMERATED
{ endPINX(0),
anyTypeOfPINX( 1)
Addressinformation ::= PartyNumber

11.3.3.2

The Interpretati
11.4. This APD
the event that it
information eler

Sub-clause 8.1

Interpretation APDU

bn ADPU shall comprise ASN.1 type InterpretationAPDU as defined in table 32, encoded in acq
[J provides a means whereby the originator can include optional instructions to the receiving PI]
does not understand the operation value of an tnvoke APDU contained in octets 4 onwards o
hent.

escribes the use of the Interpretation APDU.
Table 32 — Interpretation APDU

ordance with
NX for use in
f the Facility

Interpretation-Apdu-asn1-97
{iso( 1) standard( 0) pss1-generic-procedures( 11582) interpretation-apdu-asn1-97( 14

DEFINITIONS n=
BEGIN
InterpretationApdu/ ::= [11] IMPLICIT ENUMERATED
{ “-discardAnyUnrecognisedinvokePdu( 0),
clearCalllfAnylnvokePduNotRecognised( 1),
-- this value also applies to Call independent signalling connections
-- see clause 8.1.2
rejectAnyUnrecognisedinvokePdu( 2)
-- this coding is implied by the absence of an

52

- in’rprprnmrinn APDL

}

END -- of Interpretation-Apdu-asn1-97
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A DSE APDU shall comprise ASN.1 type DseAPDU as defined in table 33 and encoded in accordance with 11.4.

Table 33 — DSE APDUs (sheet 1 of 2)

Dialog-Service-Pdus-asn1-97
{iso( 1) standard( 0) pss1-generic-procedures( 11582) dialog-service-pdus-asnl1-97( 15) }
DEFINITIONS u=
BEGIN
IMPORTS
RoseAPDU, Invokeld, InvokeldSet FROM PSS1-Service-APDUs-asn1-97
{iso( 1) standard( 0) pss1-generic-procedures( 11582) pssl-service-apdus-asnl-97( 16)}
AcseAPDU FROM Association-Control-Apdus-asn1-97
{iso( 1) standard( 0) pss1-generic-procedures( 11582) association-control-apdus-asf)1-97( 12)}
EXTENSION, Extension{} FROM Manufacturer-specific-service-extension-class-asn1-97
{iso( 1) standard( 0) pss1-generic-procedures( 11582) msi-class-asn-97( 11)}
OPERATION FROM Remote-Operations-Infofmation-Objects
{joint-iso-itu-t remote-operations(4) informationObjects(5) vefsion1(0)};
DseAPDU ::= CHOICE
{ begin [12] IMPLICIT DialogBeginPDU,
end [14] IMPLICIT DialogeEndPDU,
continue  [15] IMPLICIT DialagContinuePDU,
abort [17] IMPLICIT BialogAbortPDU }
DialogBeginPDU ::= SEQUENCE
{ originationDialogld OriginationDialogld,
remoteOperationsPortion  RemoteOperationsPortion OHTIONAL }
DialogeEndPDU .= SEQUENCE
{ destinatignDialogld DestinationDialogld,
remote@perationsPortion = RemoteOperationsPortion OHTIONAL }
DialogContinuePDU  ::= SEQUENCE
{ ..originationDialogld OriginationDialogld,
destinationDialogld DestinationDialogld,
remoteOperationsPortion = RemoteOperationsPortion OHTIONAL }
DialogAbortPDU ~= SEQUENCE
{ destinationDialogld DestinationDialogld,
abortChoice CHOICE
{ p-AbortCause P-AbortCause,
userAbortinformation  UserAbortinformation } }
OriginationDialogld = [0] IMPLICIT OCTET STRING (SIZE(0..8))
DéstinationDialogld = [1] IMPLICIT OCTET STRING (SIZE(0..8))
P-AbortCause = [2] IMPLICIT INTEGER
{ unrecognisedDseApdu( 0),
unrecognisedDialogld( 1),
badlyFormattedDseApdu( 2),
incorrectDseApdu( 3),
resourceLimitation( 4) } (0..255)
UserAbortinformation ::= [3] IMPLICIT Extension{{DSE-Extension-Set}}
DSE-Extension-Set EXTENSION ::={...}
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Table 33 — DSE APDUs (sheet 2 of 2)

RemoteOperationsPortion

END

= [4] IMPLICIT SEQUENCE OF CHOICE

roseAPDU [17] RoseAPDU{{InvokeldSet},{OperationSet},{OperationS
acseAPDU [19] AcseAPDU

}

OperationSet OPERATION ::={...}

-- of Dialog-Service-Pdus-asn1-97

et}},

11.3.34

A ROSE APDU
In accordance w
— Invoke AP
Return resy
Return errd
Reject API]

Invoke APDUs,
defined by the
ASN.1 in the re

Certain supplen{
to the rules of

" ROSEAPDU

shall comprise ASN.1 type RoseAPDU as defined in table 34 and encoded in accordance withyM1
ith X.880, ROSE APDUs are of four types:

DU (ASN.1 type Invoke in X.880);

It APDU (ASN.1 type ReturnResult in X.880);

r APDU (ASN.1 type ReturnError in X.880);

U (ASN.1 type Reject in X.880).

return result APDUs and return error APDUs used in the context 0f @’supplementary service will
perations and errors used by that supplementary service. Thege operations and errors will be
evant supplementary service specifications (standardised or manufacturer specific).

entary services may require the use within ROSE APDUs of existing information elements enco
4.5 of ISO/IEC 11572 within the argument of an inveke APDU, the result of a return result 4

parameter of a rfieturn error APDU (with the exception of the Facility~information element, which shall not be in|

way). In such a
the argument o1
encoding for thd

If more than on

case, these information elements shall be includéd within an element of type PSS1InformationE
result of the operation concerned or the parameter of the error concerned. In this way, the IS
se information elements can be retained.

e information element is to be included-as part of the same argument, result or parameter, all th
be grouped together within%'the same element of type PSSlInformationElement
nElement is encoded as shown invtable B.3.

4.

be implicitly
Hefined using

led according
APDU, or the
cluded in this
ement within
O/IEC 11572

e information
The type

elements shall
PSS1Informatio
54
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Table 34 — PSS1 Service APDUs (sheet 1 of 4)

PSS1-Service-APDUs-asn1-97
{iso( 1) standard( 0) pss1-generic-procedures( 11582) pssl-service-apdus-asnl-97( 16)}

DEFINITIONS

IMPLICIT TAGS ::=
BEGIN
-- exports everything

Remote-Operations-Information-Objects
{joint-iso-itu-t remote-operations(4) informationObjects(5) versiond(d)};

OPRPEDATIONL,. DO YL A
TN, ITNTNUTNV T TNUITVIE

RoseAPDU {Invokeld:InvokeldSet, OPERATION:Invokable, OPERATION:Returnable} ::= CHOICE
{
invoke [1] Invoke {{InvokeldSet}, {Invokable}},
returnResult  [2] ReturnResult {{Returnable}},
returnError [3] ReturnError {{Errors{{Returnable}}}},
reject [4] Reject

}
(CONSTRAINED BY { -- must conform to the above definition -- }
I RejectProblem : general-unrecognisedPDU)

Invoke {Invokeld:InvokeldSet, OPERATION:Operations} ::= SEQUENCE

invokeld  Invokeld  (InvokeldSet)
(CONSTRAINED BY {-- must be unambiguous --}
! RejectPréblem : invoke-duplicatelnvocation),
linkedld [0] Invokeld
(CONSTRAINED BY {-- must identify an outstanding operation -
! RejectProblem : invoke-unrecognisedLinkedId)
(CONSTRAINED BY {-- which has one or more linked operations--}
! RejectProblem : invoke-linkedResponseUnexpected)
OPTIONAL,
opcode OPERATION.&operationCode
({Operations}
! RejectProblem : invoke-unrecognisedOperation),
argument OPERATION.&ArgumentType
({Operations} {@opcode}
! RejectProblem : invoke-mistypedArgument)
OPTIONAL

T
-

3
(CONSTRAINED BY { -- must conform to the above definition -- }
¥ RejectProblem : general-mistypedPDU)

WITH COMPONENTS

" linkedid ABSENT
H
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Table 34 — PSS1 Service APDUs (sheet 2 of 4)

WITH COMPONENTS

{...,
linkedld PRESENT,
opcode
(CONSTRAINED BY {-- must be in the &Linked field of the associated operation --}
I RejectProblem : invoke-unexpectedLinkedOperation)

ReturnResult {OPERATION:Operations}::= SEQUENCE
{

invokeld  Invokeld
(CONSTRAINED BY {-- must be that for an outstanding operatiop-=-}
I RejectProblem : returnResult-unrecognisedinvocation)
(CONSTRAINED BY {-- which returns a result --}
I RejectProblem : returnResult-resultResponseUnexpected);

result SEQUENCE

{
opcode OPERATION.&operationCode
({Operations})(CONSTRAINED BY {-- identified’'by invokeld --}
I RejectProblem : returnResult-unrecognisedinvocation),
result OPERATION.&ResultType
({Operations} {@.opcode}
I RejectProblem : returnResult-mistypedResult)

}
OPTIONAL

}
(CONSTRAINED BY { -- must conform to the @abave definition -- }
I RejectProblem : general-mistypedPDU)

ReturnError {ERROR:Errors} ::= SEQUENCE

invokeld  Invokeld
(CONSTRAINED BY {-- must be that for an outstanding operation --}
I RejectRrgblem : returnError-unrecognisedinvocation)
(CONSTRAINED BY {-- which returns an error --}
I RejectProblem : returnError-errorResponseUnexpected),
errcode ERROR.&errorCode
({Errors}
I RejectProblem : returnError-unrecognisedError)
(CONSTRAINED BY
{--must be in the &Errors field of the associated operation --}
I RejectProblem : returnError-unexpectedError),
parameter ERROR.&ParameterType
({Errors{@errcode}
| RejectProblem : returnError-mistypedParameter) OPTIONAL

}
(CONSTRAINED BY { -- must conform to the above definition -- }
I RejectProblem : general-mistypedPDU)
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Table 34 — PSS1 Service APDUs (sheet 3 of 4)
Reject := SEQUENCE

invokeld InvokeldOrNull,
problem CHOICE

general [0] GeneralProblem,
invoke [1] InvokeProblem,
returnResult [2] ReturnResultProblem,
returnError [3] ReturnErrorProblem
}

}

(CONSTRAINED BY { -- must conform to the above definition -- }
I RejectProblem : general-mistypedPDU)

GeneralProblem = INTEGER
{
unrecognisedPDU(0),
mistypedPDU (1),
badlyStructuredPDU (2)

}
InvokeProblem = INTEGER
{
duplicatelnvocation (0),
unrecognisedOperation (1),
mistypedArgument (2),
resourcelLimitation (3),
initiatorReleasing (4),
unrecognisedLinkedld (5),
linkedResponseUnexpected(6),
unexpectedChildOperatien’(7)
}
ReturnResultProblem &= INTEGER
{

unrecognisedinvocation (0),
resultRésponseUnexpected (1),
mistypedResult (2)

ReturnErrorProblem ::= INTEGER

¢
unrecognisedinvocation (0),
errorResponseUnexpected (1),
unrecognisederror (2),
unexpectedError (3),
mistypedParameter (4)

}
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Table 34 — PSS1 Service APDUs (sheet 4 of 4)

RejectProblem i= INTEGER
{

general-unrecognisedPDU (0),
general-mistypedPDU (1),
general-badlyStructuredPDU (2),
invoke-duplicatelnvocation (10),
invoke-unrecognisedOperation (11),
invoke-mistypedArgument (12),
invoke-resourceLimitation (13),
invoke-releaselnProgress (14),
invoke-unrecognisedLinkedld (15),

iNvoKe-TNkedResponseunexpected (16),
invoke-unexpectedLinkedOperation (17),
returnResult-unrecognisedinvocation (20),
returnResult-resultResponseUnexpected (21),
returnResult-mistypedResult (22),
returnError-unrecognisedinvocation (30),
returnError-errorResponseUnexpected (31),
returnError-unrecognisedError (32),
returnError-unexpectedError (33),
returnError-mistypedParameter (34)

Invokeld = INTEGER
InvokeldOrNull ::= CHOICE

present Invokeld (InvokeldSet),
absent NULL

}
InvokeldSet INTEGER ::={INTEGER(:32768..32767)}
Errors {OPERATION:Operations} ERROR ::={Operations.&Errors}

END -- PSS1-Service;fARDUs-asn1-97

11.3.3.5

An ACSE APD|
ACSE-apduis d

ACSE APDU

U shall comprise ASN.1 type AcseAPDU as defined in table 35 and encoded in accordance wi
cfined in seetion'9 of X.227.

Table 35 — ACSE APDUs

h 11.4. Type

Association-Control-Apdus-asn1-97
{iso( 1) standard( 0) pss1-generic-procedures( 11582) association-control-apdus-asn

1-97(12) }

DEFINITIONS =
BEGIN

IMPORTS ACSE-apdu FROM ACSE-1
{ joint-iso-itu-t association-control(2) modules(0) apdus(0) version1( 1) };

AcseAPDU == ACSE-apdu

END --of Association-Control-Apdus-asn1-97

11.3.4 Notification indicator

The purpose of the Notification indicator information element is to convey a notification.
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The Notification indicator information element is coded as shown in figure 15 and tables 36 and 37. The maximum length of
the information element is application dependent.

The Notification indicator information element may be repeated in a message.

8 7 6 5 4 3 2 1
Notification indicator

0 0 1 0 0 1 1 1 |octetl
Information element identifier

Length of information element contents octet 2
e;t Notification Description (table 36) octet 3
octet 4 *

ASN.1 encoded Notification Data Structure (table 37)

(note 1)

Figure 15 — Notification indicator information element

NOTE 1 - Odtet 4 shall only be included when the notification description indicates the {‘disetiminator for notificafion extension” or
"discriminator [for extension to ASN.1 notification data structure".

Table 36 — Notification Description encoding (octet 3)

Bits
76 54 3 21
00 0O0O0OO0ODO
to reserved fennotification values assigned in
ITU-T Recommendation Q.932
0 00O0O0OT1DO0
00 0O 1 1 discriminator for notification extension

reserved for notification values assigned in
ITU-T Recommendation Q.932

(e
—_—
—_—
—_—
—_—
—_—

reserved for notification values assigned by ISO

—_
e
—
—_
—_
—_

1 #6%0 0 0 0 O discriminator for extension to ISO defined
ASN.1 encoded notification data structure

reserved for notification values assigned in

to ITU-T Recommendation Q.932

1 111111
All values shall be treated as valid

Notification Description value “discriminator for notification extension” shall be used for notifications defined using ASN.1 in
which the notification value is either of type INTEGER with a value defined by ITU-T or of type OBJECT IDENTIFIER.
Notification values of type OBJECT IDENTIFIER include manufacturer specific notifications (see 9.3). Notification
Description value “discriminator for extension to ISO defined ASN.1 encoded data structure” shall be used for notifications
defined using ASN.1 in which the notification value is of type INTEGER with a value defined by ISO. In either case, octet 4
shall contain ASN.1 type NotificationDataStructure, as defined in table 37. Element notificationTypelD shall contain the
notification value and element notificationArgument shall contain any additional data.

Table B.2 in annex B also defines the notification pss1leNotification, which can be used to convey PSS1 information elements
as a notification. Other notifications will be defined using the NOTIFICATION class in the relevant supplementary services
specifications (standardised or manufacturer specific).
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Table 37 — ASN.1 encoded Notification Data Structure

Notification-Data-Structure-asn1-97
{iso( 1) standard( 0) pss1-generic-procedures( 11582) notification-data-structure-asn1-97( 18) }

DEFINITIONS ::=
BEGIN

IMPORTS NOTIFICATION FROM Natification-Class-asn1-97
{iso( 1) standard( 0) pss1-generic-procedures( 11582) notification-class-asn1-97( 21)

Natifioatioana NN ot Oty ity e (NOTICICATION Nt fioati o C At) P [ad Y M | ul N Vad =
I‘%UI.III\.:(.ALI\.IIII.luI.u\JLIU\JI.UIb II\IU LILLBLAZa Y BAY4A I‘IULIII\J(ALIUII\JL'LI - \JI_\{\JI_I‘I\/I_
notificationValue NOTIFICATION.&notificationCode
({NotificationSet}),
notificationArgument ~ NOTIFICATION.&ArgumentType
({NotificationSet}{@notificationValue})
OPTIONAL
}

NotificationSet NOTIFICATION ::={...}
-- NotificationSet is a set of objects of class NOTIFICATION. Element notificationValue is
-- constrained to be the identifier of an object from that set, and’element notificationArgument is
-- constrained to be the argument type for that particular object.

END -- of Notification-Data-Structure-asn1-97

11.4  Encodipg of information described using ASN.1

Where the contgnts of an information element field are defingd*using ASN.1 notation, the encoding of this fiefd shall be in
accordance with the Basic Encoding Rules (BER) defined in:X.690 with the following restrictions:

— when the definite form is used for length encoding,.d\data value of length less than 128 octets shall have the lgngth encoded
in the short form;

— when the lofg form is used for length encoding, the minimum number of octets shall be used to encode th¢ length field;
and,

— values of thg type OCTET STRING«or BIT STRING shall be encoded in a primitive form.

Receiving entitigs shall be able to interpret all length forms of the basic encoding rules.
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Annex A

(normative)

Protocol Implementation Conformance Statement (PICS) for ISO/IEC 11582

oduction

The supplier of a protocol implementation which is claimed to conform to ISO/IEC 11582 shall complete the following

Protocol Imp

A completed
options of thg

by the prd

by the suy
implemen

by the us
another ir]

NOTE - While
— by a prot

implemen

A2 Inst
A.2.1 Gen

The PICS pr
item is identi
specifies (spd

The “Status”
terms are use

m

(o)

0.<n>
X
c.<cond>

<item>:m

<item>:0

- Pl £ Fa P DIOoQ £
CIHICHAUUIT CUOITOHTIaICT S Ta lCHICIIU T ITS ) PIUTULTA.

PICS proforma is the PICS for the implementation in question. The PICS is a statement of which
protocol have been implemented. The PICS can have a number of uses, including use:

tocol implementor, as a check list to reduce the risk of failure to conform to the standard/through

plier and acquirer - or potential acquirer - of the implementation, as a detailed indication of the ¢
tation, stated relative to the common basis for understanding provided by the-standards PICS prof]

er or potential user of the implementation, as a basis for initially checkingsthe possibility of in
hplementation;

tation.

ructions for completing the PICS proforma
bral structure of the PICS proforma

forma is a fixed format questionnaire divided«into sub-clauses each containing a group of indivi

cify) the item in the main body of this Interhational Standard.

column indicates whether an item is@pplicable and if so whether support is mandatory or optiong
:

mandatory (the capability isrequired for conformance to the protocol);

optional (the capabilityiis hot required for conformance to the protocol, but if the capability is i
is required to conform'to the protocol specifications);

prohibited;

conditional requirement, depending on support for the item or items listed in condition <cond>;

interworking can never be guaranteed, failure to interwork can often be predicted from incompatible PICS’g

capabilities and

pversight;

hpabilities of the
prma;

terworking with

col tester, as the basis for selecting appropriate tests against which to assess the claim for conformance of the

flual items. Each

ffied by an item number, the name of the item (question to be answered), and the reference(s) to the clause(s) that

. The following

nplemented it

optional, but support of at least one of the group of options labelled by the same numeral <n> is fequired;

simple conditional requirement, the capability being mandatory if item number <item> is suppor

ed, otherwise

not applicable;

simple conditional requirement, the capability being optional if item number <item> is supported, otherwise

not applicable.

Answers to the questionnaire items are to be provided either in the “Support” column, by simply marking an answer to indicate
a restricted choice (Yes or No), or in the “Not Applicable” column (N/A).

A2.2 Add

itional information

Items of Additional Information allow a supplier to provide further information intended to assist the interpretation of the
PICS. It is not intended or expected that a large quantity will be supplied, and a PICS can be considered complete without any
such information. Examples might be an outline of the ways in which a (single) implementation can be set up to operate in a
variety of environments and configurations.
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References to items of Additional Information may be entered next to any answer in the questionnaire, and may be included in
items of Exception information.

A.2.3 Exception information

It may occasionally happen that a supplier will wish to answer an item with mandatory or prohibited status (after any
conditions have been applied) in a way that conflicts with the indicated requirement. No pre-printed answer will be found in
the Support column for this: instead, the supplier is required to write into the support column an x.<i> reference to an item of
Exception Information, and to provide the appropriate rationale in the Exception item itself.

An implementation for which an Exception item is required in this way does not conform to ISO/IEC 11582.

NOTE - A possible reason for the situation described above is that a defect in the Standard has been reported, a correction for which is
expected to change the requirement not met by the implementation.
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A.3.1 Implementation Identification

ISO/IEC 11582:2002(E)

Supplier (note 1)

Contact point for queries about the PICS (note 1)

Implementation Name(s) and Version(s) (note 1,
note 2)

Otfher information necessary for full identification -
e.p., name(s) and version(s) for machines and/or
operating systems; System name(s)

NOTE 1 - Onlly the first three items are required for all implementations; other information may be completed as approprjate in meeting the

requirement foy full identification.

NOTE 2 - Thq terms Name and Version should be interpreted appropriately to correspond with'aSuppliers terminology

Model).

A.3.2 Protpcol Summary, ISO/IEC 11582

P1otocol version 1.0

Afdenda Implemented (if applicable)

Amendments Implemented

Hhve any exception items been required? No[ JYes[ ]

(The answer Yes means that the implementati
not conform to ISO/IEC 11582)

bn does

Dhte of Statement

© ISO/IEC 2002 — All rights reserved
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A.3.3 Call Related Protocol Control and GFT-Control requirements

ITEM QUESTION/FEATURE REFERENCE | STATUS | N/A SUPPORT

Al |Can the implementation act as a Source PINX for 7.1.1.1 0 Yes[] No[]
APDUSs?

A3 | Sending the Facility information element 7.1.1.1 m Yes [ ]

A4 | Receiving the Facility information element 7.1.1.2 m Yes [ ]

A5 | Actions at a Source PINX 7.1.2.1 Al:m [T |Yes[]

A6 | Actions at a Receiving PINX 7.1.2.2 m Yes [ ]

A7 | Can|the PINX act as an Originating, Terminating, 4 & ISO/IEC o.1 Yes [ J'Nao[]
Incdming or Outgoing GatewayPINX as defined in 11572
ISOfIEC 115727

A8 | End|PINX actions 7.1.2.2.1 AT7:m [d-DYes [ ]

A9 | Actfons at a Destination PINX 7.12.3 m Yes [ ]

A10 |Can|the PINX act as a Transit PINX as defined in 4 & ISO/IEC 0.l Yes[] No[]
ISOJIEC 115727 11572

All | Trapsit PINX actions 7.1.2.2.2 AT0:m [1 |Yes[]

Al12 | Can|the implementation generate notification 7.4 0 Yes[] No[]
infofmation?

A13 | Senfling notification information 7421 Al2:m [T |Yes[]

Al4 |Recpiving notification information 7:4.2.2 m Yes [ ]

Al5 | Actjons at a PINX which generates notifications 7.4.3.1 Al2:m [1 |Yes[]

Al6 | Actjons at a Transit PINX 7432 Al0:m [1 |Yes[]

Al7 | Actjons at a Receiving End PINX 7.4.33 A7:m [1 |Yes[]

A.3.4 Connegtionless APDU transport mechanism
ITEM QUESTION/FEATURE REFERENCE | STATUS | N/A SUPPART

B1 |Does the PINX support Connectionless APDU 7.2 0 Yes[] No[]
trangport?

B2 |Reqpirements for sending a Connectionless 7.2.1.1 Bl:m [1 |Yes[]
mesfage

B3 | Reqpirements for receiving a Connectionless 7.2.1.2 Bl:m [1 |Yes[]
mespage

B4 | Actions at a Receiving PINX 7222 Bl:m [T |Yes[]

B6 | Actions at a Destination PINX 7223 Bl:m [T |Yes[] No[]

B7 |Actions at a Source PINX 7.2.2.1 Bl:o [T |Yes[] No[]
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ITEM QUESTION/FEATURE REFERENCE | STATUS | N/A SUPPORT
Cl |Does the PINX support connection-oriented APDU 7.3 o Yes[] No[]
transport?
C2 | Can the implementation act as a Source PINX for 7.3 Cl:o [T |Yes[] No[]
APDUSs when supporting the Connection oriented
APDU transport mechanism?
C3 | Connection oriented transport mechanism - 7.3.1 Cl:m [1 |Yes[]
Protocol Control requirements
C4 | Aftions at an Originating PINX 7.3.3.1 Cl:o [T |Yes[] No[]
C5 | Aftions at a Transit PINX 7.3.3.2 c.1 [T |Xes)|]
C6 | Attions at a Terminating PINX 7.3.3.3 Cl:o [d.XYes[] No[]
C7 | Aftions at a Source PINX 7.3.3.4 C2:m [ |Yes[]
C8 | Aptions at a Destination PINX 7.3.3.5 ClL:m [T [Yes[]
c.l IF (A10 AND C1) THEN m, ELSE N/A
A.3.6 Coordination Function requirements
ITEM QUESTION/FEATURE REFERENCE | STATUS | N/A SUPPORT
D1 | Inhclusion of an Interpretation APDU at a Source 8.1.1 o Yes[][No[]
PINX
D2 | Handling of APDUs at a Destination PINX 8.1.2 m Yes|[ ]
A.3.7 ROSE requirements
ITEM QUESTION/FEATURE REFERENCE | STATUS | N/A SUPPORT
El |ROSE requirements 8.2 m Yes|[ ]
A.3.8 ACSE requirements
ITEM QUESTION/FEATURE REFERENCE | STATUS | N/A SUPRORT
G1 | Dpesiniplementation support the ACSE protocol? 8.3 o Yes[] No[]
G2 | ACSE requirements 8.3 Gl:m [T [Yes[]

© ISO/IEC 2002 — All rights reserved
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A.3.9 DSE requirements

ITEM QUESTION/FEATURE REFERENCE | STATUS | N/A SUPPORT
F1 | Does implementation support the DSE protocol? 8.4 0 Yes[] No[]
F2 | Actions at the PINX which initiates the dialogue 8.4.1 Fl:0.2 [T |Yes[] No[]
F3 | Actions at the PINX which terminates the dialogue 8.4.2 Fl:0.2 [T |Yes[] No[]
F4 | Actions for dialogue continuation 8.4.3 Fl:m [1 |Yes[]

F5 |T_ Originating Dialogue 8.4.4 F2:m [T |Yes[]
value [ s]
F6 | Errdr procedures relating to dialogue control 8.4.5 Fl:m [T |Yes[]

A.3.10 Manufacturer specific information

ITEM QUESTION/FEATURE REFERENCE | STATUS. | N/A SUPPQRT
H1 |Manufacturer specific operations 9.1 o Yes[] Na[ ]
H2 | Manufacturer specific additions to standardised 9.2 0 Yes[] Na[ ]

opefations
H3 | Manufacturer specific notifications 9.3 0 Yes[] Na[ ]

A.3.11 Messagdes and information elements

ITEM QUESTION/FEATURE REFERENCE | STATUS | N/A SUPPQRT
I1 | Genkral message format and information element 11 m Yes [ ]
coding
12 | Megsage type 11.1 m Yes|[ ]
I3 |Dummy Call reference 11.2 Bl:m [1 |Yes[]
14 | Beater Capability 11.3.1 Cl:m [1 |Yes[]
I5 | Chapnel identification 11.3.2 Cl:m [T |Yes[]
16 |Facility information element structure 11.3.3 m Yes|[ ]
17 | Netywork Facility)Extension 11.3.3.1 m Yes [ ]
I8 |InteppretationsAPDU 11.3.3.2 m Yes [ ]
19 |DSH APBUs 11.3.3.3 Fl:m [1 |Yes[]
110 |ROSEAPPYs H33+4 e Yest
I11 |Notification indicator 11.3.4 m Yes|[ ]
112 |ACSE APDUs 11.3.3.5 Gl:m [1 |Yes[]
113 | Encoding of ASN.1 defined elements 11.4 m Yes [ ]
114 | Network Protocol Profile 11.3.3 m Yes [ ]
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A.3.12 Implemented parameters in ISO/IEC 11582 messages

NOTE - In the following clauses, the headings ‘Orig’ and ‘Rx’ should be interpreted as follows:

‘Orig’: the capability to originate the element specified - i.e. create the element and send it on an PSS1link; not relay the element having

received it from a Preceding PINX.

ISO/IEC 11582:2002(E)

‘Rx’:  the capability to correctly receive and process the specified element as a valid element from a Preceding PINX; including relay of the
element to a Subsequent PINX if acting as a Transit PINX for the related call or connection.
A3.12.1 ALERTING message
ITEM QUESTION/FEATURE REFERENCE | STATUS | N/A SUPPORT
J1 | Facility information element - Orig 10.1,11.3.3 Al:0.3 [1 [ Yes[] No[]
J2 | Hacility information element - Rx 10.1,11.3.3 m Yes |
J3  |Notification indicator information element - Orig 10.1,11.3.4 Al2:0.4 [T fYes[][No[]
J4 | Notification indicator information element - Rx 10.1,11.3.4 m Yes [ ]
A3.12.2 CONNECT message
ITEM QUESTION/FEATURE REFERENCE‘STATUS | N/A SUPPORT
K1 | Hacility information element - Orig 10.3,11.3.3 c.2 [T Yes[][No][]
K2 | Hacility information element - Rx 10.3,-1M.3.3 m Yes [ ]
K3 | Notification indicator information element - Orig 103,11.3.4 Al2:0.4 [T [Yes[][No[]
K4 | Notification indicator information element - Rx 10.3,11.3.4 m Yes|[ ]
c.2 IF (Al DR C2) THEN 0.3, ELSE N/A
A3.12.3 SETUP message
ITEM QUESTION/FEATURE REFERENCE | STATUS | N/A SUPPORT
L1 |Hacility information element( Qrig 10.4,11.3.3 c.2 [T |Yes[]|No[]
L2 | Hacility information elemient’- Rx 10.4,11.3.3 m Yes [ ]
L3 | Notification indicaterinformation element - Orig 104,11.3.4 Al2:0.4 [T |Yes[]|No[]
L4 | Notification indicator information element - Rx 104,11.3.4 m Yes|[ ]
A3.12.4 DISCONNECT message
ITEM QUESNTION/FEATURE REFERENCE | STATUS | N/A SUPPORT
M1 | Facility information element - Orig 10.5,11.3.3 Al:0.3 [T |Yes[] No[]
M2 | Facility information element - Rx 10.5,11.3.3 m Yes|[ ]
M3 | Notification indicator information element - Orig 10.5,11.3.4 Al2:0.4 [T |Yes[] No[]
M4 | Notification indicator information element - Rx 10.5,11.3.4 m Yes [ ]
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A.3.125 RELEASE message

ITEM QUESTION/FEATURE REFERENCE | STATUS | N/A SUPPORT
N1 | Facility information element - Orig 10.6,11.3.3 c.2 [T |Yes[] No[]
N2 | Facility information element - Rx 10.6,11.3.3 m Yes|[ ]

A.3.12.6 RELEASE COMPLETE message

ITEM QUESTION/FEATURE REFERENCE | STATUS | N/A SUPPORT
o1 Facility information element - Orig 10.7,11.3.3 c.2 [T | Yes[1No[]
02 Facility information element - Rx 10.7,11.3.3 m Yes\]

A.3.12.7 FACILITY message
ITEM QUESTION/FEATURE REFERENCE | STATRUS | N/A SUPPART
P1 |FACILITY message - Orig 10.8 c)3 [T |Yes[] No[]
P2 | Profocol discriminator- Orig 10.8, (14.2 Pl:m [T |Yes][]
ISO/IEC 11572)

P3 | Profocol discriminator- Rx 10.8,.(14)2 m Yes [ ]
ISO/IEE 11572)

P4 | Callreference-Orig 10.8,11.2 Pl:m [T |Yes[]

P5 | Callfreference-Rx 10.8,11.2 m Yes [ ]

P6 | Megdsage type-Orig 10.8, 11.1 Pl:m [T |Yes[]

P7 | Megsage type-Rx 10.8,11.1 m Yes [ ]

P8 | Calling party number - Orig 10.8, 14.5 of B7:m [1 |Yes[]
ISO/IEC 11572

P9 | Calling party number - Rx 10.8, 14.5 of Bl:m [1 |Yes[]
ISO/IEC 11572

P10 |Called party number ~Orig 10.8, 14.5 of B7:m [1 |Yes[]
ISO/IEC 11572

P11 |Called party nufaber - Rx 10.8, 14.5 of Bl:m [1 |Yes[]
ISO/IEC 11572

P12 Fac11ity information element - Orig 10.8,11.3.3 Pl:m [1 [Yes[]

P13 | Faclitinformation-element—Rx 10-8- 1133 - Yes|]

P14 |Notification indicator information element - Orig 10.8,11.3.4 c.4 [T |Yes[] No[]

P15 |Notification indicator information element - Rx 10.8,11.3.4 m Yes [ ]

c.3 IF (Al OR C2) THEN 0.3ELSE IF B7 THEN mELSE N/A
c4 IF (P1 AND A12) THEN 0.4ELSE N/A
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A3.12.8 NOTIFY message
ITEM QUESTION/FEATURE REFERENCE | STATUS | N/A SUPPORT
Ql |NOTIFY message - Orig 10.9 Al2:0.4 [T [Yes[] No[]
Q2 | Protocol discriminator - Orig 10.9, (14.2 of Ql:m [T |Yes[]
ISO/IEC 11572)
Q3 | Protocol discriminator- Rx 10.9, (14.2 of m Yes|[ ]
ISO/IEC 11572)
Q4 | Call reference — Orig 10.9,11.2 Ql:m [T | Yes[]
Q5 all reference — Rx 109, 11.2 m Yes |-
Q6 | Mlessage type — Orig 109, 11.1 Ql:m [1 |Yes)]
Q7 |Mlessage type — Rx 10.9, 11.1 m Yes|[]
Q8 | Notification Indicator - Orig 10.9,11.3.4 Ql:m DT |Yes[]
Q9 |Notification Indicator - Rx 10.9,11.3.4 m Yes [ ]
A3.129 PROGRESS message
ITEM QUESTION/FEATURE REFERENCE | STATUS | N/A SUPPORT
R1 | Hacility information element - Orig 10,10, 11.3.3 Al:0.3 [T [Yes[][No[]
R2 | Hacility information element — Rx 10.10, 11.3.3 m Yes [ ]
R3 | Notification indicator information element — Orig 10.10,11.3.4 Al2:04 [T [ Yes[][No[]
R4 | Notification indicator information element — Rx 10.10,11.3.4 m Yes [ ]
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Annex B

(normative)

ASN.1 definitions of generic parameters

This annex contains definitions for generic parameters used in this and other Standards.

B.1  Addressing information

Table B.1 contajns the definition of ASN.1 types for encoding PISN addressing information.
Table B.1 — Addressing information definitions (sheet 1 of 3)
Addregsing-Data-Elements-asn1-97
{iso( 1) standard( 0) pss1-generic-procedures( 11582) addressing-data-elements-asnl-97( 20)}
DEFINITIONS EXPLICIT TAGS ::=
BEGIN
PresemtedAddressScreened i= CHOICE {
presentationAllowedAddress [0] IMPLICIT ‘AddressScreened,
presentationRestricted [1] IMPLICITANULL,
numberNotAvailableDueTolnterworking [2] IMPLIEIT NULL,
presentationRestrictedAddress [3] IMPLICIT AddressScreened}
PresemtedAddressUnscreened ::= CHOICE {
presentationAllowedAddress [0] IMPLICIT Address,
presentationRestricted [1] IMPLICIT NULL,
numberNotAvailableDueTolnterworking [2] IMPLICIT NULL,
presentationRestrictedAddress [3] IMPLICIT Address}
PresemtedNumberScreened n= CHOICE {
presentationAllowedAddress [0] IMPLICIT NumberScreened,
presentationRestricted [1] IMPLICIT NULL,
numberNotAvailableDueTolnterworking [2] IMPLICIT NULL,
presentationRestrictedAddress [3] IMPLICIT NumberScreened}
PresemtedNumberUnscreened \..= CHOICE {
presentationAllowedAddress [0] PartyNumber,
presentationRestricted [1] IMPLICIT NULL,
numberNetAvailableDueTolnterworking [2] IMPLICIT NULL,
presentationRestrictedAddress [3] PartyNumber}
Addreg$sScreened n= SEQUENCE {
partyNumber PartyNumber,
screeninglndicator Screeninglndicator,
partySubaddress  PartySubaddress OPTIONAL}
NumbetSereenett = SEQUENCE {
partyNumber PartyNumber,
screeninglndicator Screeninglndicator}
Address = SEQUENCE {
partyNumber PartyNumber,
partySubaddress  PartySubaddress OPTIONAL}
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Table B.1 — Addressing information definitions (sheet 2 of 3)

PartyNumber = CHOICE {
unknownPartyNumber

-- this value is used.
publicPartyNumber

dataPartyNumber
-- not used, value reserved.
telexPartyNumber

[0] IMPLICIT NumberDigits,

-- the numbering plan is the default numbering
-- plan of the network. It is recommended that

[1] IMPLICIT PublicPartyNumber,

-- the numbering plan is according to
-- Recommendation E.163 and E.164.

[3] IMPLICIT NumberDigits,

[4] IMPLICIT NumberDigits,

-- not used, value reserved.
privatePartyNumber
nationalStandardPartyNumber
-- not used, value reserved.

PublicPartyNumber = SEQUENCE {
publicTypeOfNumber

[5] IMPLICIT PrivatePartyNumber,
[8] IMPLICIT NumberDigits}

PublicTypeOfNumber,

publicNumberDigits NumberDigits}
PrivitePartyNumber n= SEQUENCE {

privateTypeOfNumber Private TypeOfNumber,

privateNumberDigits NumberDigits}
NumberDigits n= NumericString (SIZE(1..20))
PublicTypeOfNumber i= ENUMERATED {

Priv

Par

unknown (0),

-- if used number digits carry prefix indicating type
-- of number according to natienal'recommendations.
internationalNumber (1),

nationalNumber (2),

networkSpecificNumber(3),

-- not used, value resetved

subscriberNumber-(4),

abbreviatedNumber (6)}

-- valid only fef.called party number at the outgoing
-- access, Network substitutes appropriate number.

ateTypeOfNumber = ENUMERATED {
unknown (0),
level2RegionalNumber (1),
leyvel1RegionalNumber (2),
pISNSpecificNumber (3),
localNumber (4),

abbreviatedNumber (6)}

ySubaddress n= CHOICE {
userSpecifiedSubaddress  UserSpecifiedSubaddress,

not racommeaendead
HoHHeceHehRaea

nSAPSubaddress NSAPSubaddress}
-- according to Recommendation X.213.
UserSpecifiedSubaddress u= SEQUENCE {

NSAPSubaddress =

subaddressinformation Subaddressinformation,
oddCountIndicator BOOLEAN OPTIONAL}
-- used when the coding of subaddress is BCD

OCTET STRING (SIZE(1..20))
-- specified according to X.213. Some networks may
-- limit the subaddress value to some other length

-- e.g. 4 octets

© ISO/IEC 2002 — All rights reserved
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Table B.1 — Addressing information definitions (sheet 3 of 3)

Subaddressinformation i= OCTET STRING (SIZE(1..20))

-- coded according to user requirements. Some networks
-- may limit the subaddress value to some other length
-- e.g. 4 octets

Screeninglndicator n= ENUMERATED {

PresentationAllowedIndicator ::= BOOLEAN

END -

userProvidedNotScreened (0),

-- number was provided by a remote user terminal

-- equipment, and has been screened by a network that
-- is not the local public or the local private

-- network.

userProvidedMerifiedAndRassed(1),
-- number was provided by a remote user terminal

-- equipment (or by a remote private network), and has
-- been screened by the local public or the local

-- private network.

userProvidedVerifiedAndFailed (2),

-- not used, value reserved.

networkProvided (3)}

-- number was provided by local public or local

-- private network.

of Addressing-Data-Elements-asn1-97
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B.2 Notifications

Table B.2 defines the ASN.1 NOTIFICATION class used for defining notifications that can be carried in the Notification
indicator as defined in 11.3.4. It also defines the notification value psslleNotification, the use of which is described in 11.3.4.

Table B.2 — NOTIFICATION class definition

{liso

BEG

Notification-class-asn1-97

(1) standard( 0) pss1-generic-procedures( 11582) notification-class-asn1-97( 21) }

DEFINITIONS ::=

IN

IMPORTS PSSlinformationElement FROM

PSS1-generic-parameters-definition-asn1-97
{/iso( 1) standard( 0) pss1-generic-procedures( 11582)
pssl-generic-parameters-asn1-97( 17)};

o PISN

NOTIFICATION ::= CLASS

&ArpumentType OPTIONAL,

&argumentTypeOptional BOOLEAN OPTIONAL,

&ngtificationCode Code UNIQUE

}

WITH SYNTAX

{

[ARGUMENT &ArgumentType [OPTIONAL&argumentTypeOptional]]

CODE &notificationCode

}

Codg ::= CHOICE

{

locdl INTEGER,

gloal OBJECT IDENTIFIER

}

-- tHe notification below is\used to convey information elements used as notifications across

psslleNotification MNOTIFICATION ::=

{
ARGUMENTS "PSS1linformationElement
CODE local: 2001

}

ENDO -~ of Notification-class-asn1-97
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B.3  PSSlInformationElement
Table B.3 defines the ASN.1 type PSS1InformationElement, the use of which is described in 11.3.3.4.

Table B.3 — PSS1 information element

PSS1-generic-parameters-definition-asn1-97
{iso( 1) standard( 0) pss1-generic-procedures( 11582) pss1-generic-parameters-asnl1-97( 17)}

DEFINITIONS
BEGIN

PSSilifformationElement = [APPLICATION O] IMPLICIT OCTET STRING
END -} of PSS1 Generic parameters definition-asn1-97
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Annex C

(informative)

Application of the functional protocol

Examples of the use of the functional protocol over the PISN

This annex contains examples of the use and encoding of the functional protocol (as defined in clauses 6 to 9 of this

International
constrain the

C2 Call
In the figures

C.2.1 Cal
C.2.1.1 End

In this exam
supplementar
in table F.4 iy

7

Sl,dllddld. Il ib illlClldCd dd> dIl CAdlllPiC Uf ‘lllC PU‘LCllLial dppli\,dLiUll O UdC Uf LIIU plULUbUl dlld ib
definition of particular supplementary services.

related supplementary services
in this clause, the notation shown in figure C.1 is used when referring to messages between PINX

«— Call reference Value

ALERTING (Crc,
FAC[or=End, De=End, Return result])
\ /

Message type —

Contents of Facility |IE

Key:

FAC = Facility information element

Or = 'sourceEntity’ in NFE (End=endPINX)

De = ‘destinationEntity’ in NFE

End = endPINX value of sourceEntity or déstinationEntity in NFE (see 7.1.1)

Any = anytypeOfPINX value of sourceEntity or destinationEntity in NFE (see 7.1.1)

RetRes = return result APDU

Figure C.1 — Notation for Call rélated supplementary services example message flows

Establishment
to end Service request

ble, a service invocation is\passed between the End PINXs involved in a call, during call est
[y service uses, as an example, operation hypotheticalService as defined in module Hypothetical-s

| annex F, without any\manufacturer specific extension.

{) O /

SETUP (CRa, FAC|
— — SETUP (CRb, FAC[
Or=End, De=End, | ki >
r=En e=End, Invoke]) Or=End, De=End, Invoke])

SETUP (CRc, FAC[

not intended to

ablishment. The
ervice-operation

7

Or=End, De=End, Invoke])

CALLPRPRDOC (CDA)
vttt Tt}

= CALL PROC (CRb)

&

CALL PROC (CRc)

&

ALERTING (CRc, FAC|

Or=End, De=End, Return result])

&
<

ALERTING (CRb, FAC[
Or=End, De=End, Return result])

&

ALERTING (CRa, FAC[

Or=End, De=End, Return result])

A

&

Figure C.2 — End to end service invocation on call setup

NOTE - Depending on the particular service, the result of processing the invocation may cause the call setup to fail in some circumstances.

Figure C.2 shows the transport of the end to end service request and response during call setup. Figure C.3 shows the encoding
of the Facility information element sent in the original SETUP message. It contains an invoke APDU with a single integer
argument (hypotheticalParameter1) and the operation value is given by its object identifier:
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{ iso(1) standard(0)
hypothetical-standard( 2222222)
hypothetical-operation(10) }

This results in an object identifier of 6 octets in length, encoded in accordance with clause 8.19 of X.691.

The invoke identifier chosen for this example was the arbitrary value ‘2°. This identifier is generated by the originator of the
invoke APDU so that any response received via the same underlying association (in this case the Basic call) can be correlated
with the originally sent invoke APDU. The encoding of the return result APDU (sent in the ALERTING message of figure
C.2) in figure C.4 illustrates the use of the invoke identifier to perform this correlation.

Facility information element identifier

length- =25 octets

1 0 0 protocol profile = networking

avtancinnc

context specific tag 10 (NFE)

length = 6 octets

I
context specific tag 0 (sourceEntity)

length = 1 octet

integer = 0 (endPINX)

context specific tag 2 (destinationEntity)

length = 1 octet

Z N\

integer = 0 (endPINX)

A\ ¥
-,;: |

context specific tag 1 (invoke APDU)

length = 14 octets

S ——
universal tag 2, (integer, invoke id type)

length = 1 octet
e ot
integer = 2 (arbitrary value)

~\\'

universal tag 6 (object identifier)

length = 6 octets

0 contents = 0x28
' 1 contents = 0x01
W | 1 contents = 0x07
' 1 contents = 0x51
' 0 contents = 0x0e
ol | 0. Rients— 004

universal tag 2 (integer, argument)

length = 1 octet

integer = 0 (hypothetical argument #1)

Figure C.3 — Encoding of invoke APDU from figure C.2
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Facility information element identifier

length = 32 octets

0 0 protocol profile = networking

Avtancineo

context specific tag 10 (NFE)

length = 6 octets

context specific tag 0 (sourceEntity)

length = 1 octet

integer = 0 (endPINX)

context specific tag 2 (destinationEntity)

ISO/IEC 11582:2002(E)

length = 1 octet

integer = 0 (endPINX)

context specific tag 2 (ret res. APDU)

length =21 octets

universal tag 2 (integer, invoke id type)

length = 1 octet

integer = 2 (arbitrary value)

7/ \\

universal tag 16 (sequence, result)

length = 16 oetets

-
~

universal tag ¢/(gbject identifier)

length = 6 octets

+ (/s

0 contents = 0x28

1 contents = 0x01

contents = 0x07

contents = 0x51

contents = 0x0e

O O], —

contents = 0x0a

universal tag 16 (sequence, result)

length = 6 octets

context specific tag 0 (element 1)

length = 1 octet

integer = integer value

context specific tag 1 (element 2)

length = 1 octet

integer = integer value

Figure C.4 — Encoding of return result APDU from ALERTING message of figure C.2
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C.2.1.2 Link Service Request

Figure C.5 shows an example of a link by link service request and response during call setup. The service request is between
two transit PINXs and does not contain a Network Facility Extension octet group.

~—(O—O—"0—"~0_0—

SETUP (CRa)

SETUP (CRb, FAC[ ..
|nv0ke]) SETUP (CRC)

q

CALL PROC (CRa)

cALL DRROC (C Y
———GALLRROGHCRb)

CALL PROC (CRc)

ALERTING (CRc)

ALERTING (CRb, FAC[

ALERTING (CRa) <

&

Return result])

Figure C.5 — Link service request on call setap

C.2.2 Call ClE;ring
C.2.2.1 End to

Figure C.6 shows a call being cleared across the network, with an end.to*end service request. This request is a (lass 5 ROSE
operation which|requires no response.

—O—0O+—0—"~0+

nd Request

DISC (CRa, FAC]
Or=End, De=End, Invoke]) . DISC (CRb, FAC[
Or=End, De=End, Invoke]) DISC (CRc, FAC| R
RELEASE (CRa) Or=End, De=End, Invoke])
RELEASE (CRb)

&

&

RELEASE (CRc)

&

RELEASE
COMPLETE(CRa) RELEASE R
COMPLETE(CRD) RELEASE R
COMPLETE(CRc)

Figure C.6 — End to end service request on call clearing
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C.2.2.2 Link Service Request
Figure C.7 shows a call being cleared across the network, with a link service request between two Transit PINXs.

() ()
/ /

DISC (CRa)

DISC (CRb, FAC[Invoke])

DISC (CRc)

RELEASE (CRa)

&

RELEASE (CRb, FAC

<

fRetormresuit)) < REHEASEAGRE)
RELEASE |
COMPLETE(CRa) RELEASE
COMPLETE(CRb) i RELEASE \

COMPLETE(CRc)

Figure C.7 — link service request on call clearing

C.2.3 Call|Active
C.2.3.1 Endjto End Request
Figure C.8 sHows an end to end service request and response during the active state of a call.

= OO0
e AQpye ——

FACILITY (CRa, FAC|
Or=End, De=End, Invoke]) " |

FACILITY (CRb, FAC|
Of=End, De=End, Invoke]) " |

FACILITY (CRc, FAC[ |
Or=End, De=End, Invoke])

FACILITY (CRb, FAC[ [« FACILITY (CRc, FAC]

FACILITY (CRa, EAC] < Or=End, De=End, Return result])
Or=End, De=End, Return result])

&

Or=End, De=End, Return‘result])

Figure C.8 — End to End service request during active call

C.2.3.2 LinHK Service Request
Figure C.9 sHows a link.by link service request and response during the active state of a call.

N\ N\ N\
U/ O/ o
DI S Actve ———

FACILITY (CRb, FAC[
Invoke])

D

 FACILITY (CRb, FAC[Return
A result])

Figure C.9 — Link by Link service request during active call
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C.3 Call independent supplementary services

In this clause, the notation shown in figures C.10 and C.11 is used when referring to messages between PINXs.

Fig

The abbreviati
respectively, de

Message type  Dummy Call Originating Node Contents of Facility IE

reference Value o
\ \ DestTatlon Node

FACILITY (CRd, Orig=A, Dest=B, FAC
DCont{ODi=x, DDi=y, Return result}])

=

DSE APDU LN ROSE APDU
originationDialogld destinationDialogld

|[Figure C.10 — Notation for Connectionless Call independent message sequence-examples

Message type  Call reference Originating Node

Value o
\ X DestTatlon Node

FACILITY (CRd, Calling=A, Called=B,
FAC[Return resulit])

_

Contents of Facility IE ROSE APDU
(NFE not shown for clarity, but

similar contents to call related

case)

<

ns DCont, DBeg and DEnd refer to the DialogContinuePDU, DialogBeginPDU and D
ined in clause 8.

rure C.11 — Notation-for Connection oriented Call independent message sequence exampleg

alogEndPDU

80
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C.3.1 Connectionless Transport

Figure C.12 shows service requests which are passed between two PINXs

Node A Node B
() ()
/ /

FAFCAI\IE:I[TDYB(eC?cglbicir;(gTrﬁ/'oiz}s]t)=E§ FACILITY (CRd, Orig=A, DESEB_ | ) )| \+v (CRd, Orig=A, Dest=B
9 ’ FAC[DBeg{ODi=x, Invoke}]) (CRd, Orig=A, Dest=

FAC[DBeg{ODi=x, Invoke}])

FACILITY (CRd, Orig=B, Dest3
FAC[DCont{ODi=y, DDi=x,RetRes}])

>

) FACILITY (CRd, Orig=B, Dest=A
FACILITY (CRd, Orig=B, Dest=A

FAC[DCont{ODi=y, DDi=x, RetRes}])

FAC[DCont{ODi=y, DDi=x, RetRes}])

FACILITY (CRd, Orig=A, Dest=B .
( g = FACILITY (CRd, Orig=A, Dest=B

FACIDCONt{ODi=x, Ddi=y, Invoke}) — FACILITY (CRd,Orig=A, Dest=g
FAC[DCont{ODi=x, Ddi=y, Invoke}])

FAC[DCont{ODi=x, Ddi=y, Invoke}]

FACHATY (CRd, Orig=B, Dest3
FAC[DENd{DDi=x, Invoke}])

>

FACILITY (CRd, Orig=B, Dest=A
FAC[DENd{DDi=x, Invoke}])

FACILITY (CRd, Orig=B, Dest=A
FAC[DENd{DDi=x, Invoke}|)

Figure C.12 — Connectionless endto end service

C.3.2 Conpection oriented Transport

Figure C.13 ghows the establishment, active and clearing phidses of a Call independent signalling connectipn between two
PINXs

Nod Node B

N N N
/ o/ U/

SETUP (CRa, Orig=A, Dest=B;

N\

SETUP(CRb, Orig=A, Dest=B, .
FAC[Invoke]) ( g SETUP(CRG, Orig=A, Dest=B| _
FAC[Invoke]) FACH K
CALL PROC.(CRa) [invoke])
J CALL PROC (CRb)

CALL PROC (CRc)

. CONNECT(CRb, Orig=B, Dest=A [« =ONNECT (CRe, Orig=8, DestzA

CONNECT(CRa, Orig=B, Dest=A FAC[RetRes)) FAC[RetRes])
FAC[RetRes]) CONNECT CONNECT
CONNECT ACKNOWLEDGE (CRc)
> ACKNOWLEDGE (CKD)
ACKNOWLEDGE (CRa)
FACILITY (Cra, R
FAC[Invoke]) F’;i'é['rn :io(g)b’ FACILITY (CRc,
FAC[Invoke])
RELEASE (CRc,
RELEASE(CR
B RELEASE(CRa, A C[Rsetégs];o : FAC[RetRes])
FAC[RetRes])
RELEASE RELEASE
MPLETE (CR
RELEASE > COMPLETE (CRb) co (CRo)

COMPLETE (CRa)

Figure C.13 — Connection oriented signalling connection
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Annex D
(deleted)

Remote operations protocol and application association control

This annex was deleted. Information about ROSE APDU transport via PSS1 Generic Functional Protocol can be found in
section 8.2 of this International Standard.
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Annex E
(deleted)

Formal ROSE Definitions

The formal rose definitions can be found in ITU-T Rec. X.880.
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Annex F

(informative)

Examples of the use of Manufacturer specific information

F.1 Manufacturer Specific Object Identifiers in Operation Values

As defined in 9.1, manufacturers who wish to provide manufacturer specific supplementary services in a standardised manner

should use uniqge-ef

Manufacturer specific object identifiers may be constructed in the following way. Manufacturers requiring
identification njay apply to a “Sponsoring and Issuing organisation” according to ISO/IEC 6523-1/2vand bg
organisation ideptifier. The manufacturer should then use that organisation identifier in an object identificr (as t
manufacturer specific service operation value) according to the structure defined by the issuing organisation.

One example of a regional Sponsoring and issuing organisation is ECMA, which has been assigned an Intery
Designator (ICID). ECMA will assign values to ECMA member companies in its object identifier root. The y
issued organisation identifiers in object identifiers is as shown in table F.1. PINXs conforming to this Internati
can make use df an organisation identifier issued by any “sponsoring and issuing organisation” (e.g. ECMA
Standards Body).

Table F.1 — Structure of ECMA Object ddentifier

an assigned
assigned an
he root of the

1ational Code
se of ECMA
nal Standard
br a National

level 1k iso( 1)

level 2 identified-organization( 3)
level 3 icd-ecma( 0012)

level 4 a) standard( 0)

b) technical-report( 1)
c) member-company( 2)
d) private-ISDN-signalling-demain( 9)

level 5 for c) of level 4:
organisation identifier
assigned by ECMA

level 6 this level and others below it
are used to suit:the purpose of
the organisationh assigned the
value atLevel 5.

Thus, according to tablesF.1, the ECMA object identifier for a company with the assigned organisation cod
organisation codes, issued by ECMA have 4 digits of which the first is always ‘1’), may be structured as showr
The contents of|level6 is manufacturer specific and may identify a company specific operation value or may not

e ‘1999’ (all
in table F.2.
exist at all. In

this example, level 6 provides a manufacturer specific operation value.
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Table F.2 — ECMA Object identifier for hypothetical manufacturer specific service operation

Inp

{11

(Thi

Obiject identifier for hypothetical manufacturer specific
service operation value:

HypotheticalManufacturerSpecificSupplementaryService ::=
{liso( 1) identified-organization( 3) icd-ecma( 0012)

member-company( 2) hypothetical-manufacturer( 1999)
hypothetical-manufacturer-service( 1) }

ure numeric notation, this would be:

0012 2 1999 1}

5 shall be encoded as described in ITU-T recommendation X.690)

This object i
manufacturer

. An example of a manufacturer specific operation definition is shownin table F.3.

F.2  Manufacturer specific extensions to standardised supplementary services

dentifier value would then be used in the definition of the manufacturer’specific operation (ipternally to that

ces definition is
or standardised

¢ Extension or a

An example ¢f the use of the element of type Extension (defined in 9.2) iiva standardised supplementary serv
given in tafle F.4 for a hypothetical ISO standard number '2222222'. In the operation definitions
supplementary services, the following constructs are used:

— where th¢ standardised parameter (argument of invoke ARDU, result of return result APDU) is a sihgle value (e.g.
INTEGER), the Standard can instead specify a SEQUENCE containing a CHOICE of an element of typ
SEQUENCE of elements of type Extension. Thus, the patameter would then become:

Parameter] ::= CHOICE
{
integerName INTEGER,
sequenceName SEQUENCE
{
integerNamelnSeq INTEGER,
ext CHOICE
{
single [1] IMPLICIT Extension{{ExampleExtensionSet}},
multiple [2] IMPLICIT SEQUENCE OF
Extension{{ExampleExtensionSet} }
}
}
ExampleExtensionSet EXTENSION = {...}
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— where the parameter is a SEQUENCE type, this would be replaced by a SEQUENCE containing a CHOICE of an element
of type Extension or a SEQUENCE of elements of type Extension. Thus, the parameter would then become:

Parameter2 ::= SEQUENCE

{
listName List-of-Standard-parameter-types,
ext CHOICE {

single [1] IMPLICIT Extension{{ExampleExtensionSet}},
multiple[2] IMPLICIT SEQUENCE OF

Extension{{ExampleExtensionSet} }

} OPTIONAL
}

anmpleFxtenqianN EXTENSION =4 1

—  whe

NOTE - The use
context specific t4

In this way, m
backwards com
manner as descr

The use of a S]
standardised suy
with, and to coe

re there is no defined parameter, a parameter should be added as shown below:

Parameter ::= CHOICE

{
null NULL,
extension [1] IMPLICIT Extension{{ExampleExtensionSet}},
extensionSeq [2] IMPLICIT SEQUENCE OF Extension{{ExampleExtensionS|
}
ExampleExtensionSet EXTENSION ::={...}

f implicit tagging within the CHOICE construct containing elements ¢f\type Extension should be used con
os used in the remainder of the SEQUENCE in which it is containeds

anufacturer specific additions to standardised supplementary services may be included in 4
patible manner. The manufacturer object identifier (shown in table F.3 below) should be encode|
jbed in 9.1.

EQUENCE of elements of type Extension allows the coexistence of a number of different exte
plementary service. It also allows for futurg\versions of the standardised service to be backwar
Kist with, manufacturer-specific additions 0 the original supplementary service.

et} }

bistent with the

generic and
d in the same

nsions to the
ls compatible
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Table F.3 — Example of manufacturer specific operation

Hypothetical-service-operation-asn1-97
{/iso( 1) identified-organization( 3) icd-ecma( 12) member-company( 2) hypothetical-manufacturer( 1999)

hypothetical-service-offering-asn1-97 ( 9999)}

DEFINITIONS n=
BEGIN

IMPORTS OPERATION FROM Remote-Operations-Information-Objects
{joint-iso-itu-t remote-operations(4) informationObjects(5) version1(0)};

MSI-HypotheticalService-Operations OPERATION ::= { hypotheticalService }

hypatheticalService OPERATION :={
ARGUMENT HypotheticalArgument
RESULT HypotheticalResult
ALWAYS RESPONDS FALSE
CODE global: { iso( 1) identified-organization( 3),icdsecma( 12)

member-company( 2) hypothetical-manufacturer( 1999)
hypothetical-manufacturer-service( 1)}

}

HypotheticalArgument INTEGER

{ hypotheticalParameter1( 0),
hypotheticalParameter2( 1)

INTEGER
{ hypotheticalResult¥( 0),
hypotheticalResult2( 1)

HypotheticalResult

END -- of hypothetical-manufacturer-service-operation
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Table F.4 — Example definition of standardised operation with elements of type extension

Hypothetical-service-operation-asn1-97
{ iso standard hypothetical-standard( 2222222) first-and-only-module-asn1-97 ( 0) }

DEFINITIONS n=
BEGIN

IMPORTS OPERATION FROM Remote-Operations-Information-Objects
{joint-iso-itu-t remote-operations(4) informationObjects(5) version1(0)};

EXTENSION,Exter IbiUll{} FROW |'v'|o.||ufo.bium|-bpcuiﬁb-:mvibc-w\tcllbiuu-biaa 5-asnl-97
{ iso standard pss1-generic-procedures( 11582) msi-class-asn1-97 ( 11)};

MSI-HypotheticalService-Operations OPERATION ::={ hypotheticalService }

hypotheticalService OPERATION ::={
ARGUMENT CHOICE
{ normalArgument NormallntegerArgument,
sequenceName SEQUENCE
{ normalArgument  NormallntegerArgument;
extension CHOICE
{ single [2] IMPLICIT Extensionf{ExampleExtensionSet}},
multiple [3] IMPLICIT SEQUENCE OF
Extension{{ExampleExtensionSet}}

} OPTIONAL
} }
RESULT SEQUENCE
{ list ListOfNormalResultSequenceElements,
extension CHOICE

{ single [2]IMPLICIT Extension{{ExampleExtensionSet}},
multiple [S}JIMPLICIT SEQUENCE OF
Extension{{ExampleExtensionSet}}
} OPTIONAL

}

ALWAYS.RESPONDS FALSE

CODE global: { iso standard hypothetical-standard( 2222222)
hypothetical-operation( 10) }

}

NormglintegerArgument ;== INTEGER
{. “hypotheticalParameter1( 0),
hypotheticalParameter2( 1)

ListOfINormalResultSequenceElements ::= SEQUENCE
{ normalResultSequenceElementl [0] IMPLICIT INTEGER,
normalResultSequenceElement2 [1] IMPLICIT INTEGER }

ExampleExtentionSet EXTENSION ::={...}
END -- of hypothetical-service-operation-asn1-97
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Table F.S — Example definition of manufacturer specific extension (sheet 1 of 2)

Hypothetical-service-operation-asn1-97
{/iso standard hypothetical-standard( 2222222) first-and-only-module-asn1-97 ( 0) }

DEFINITIONS =
BEGIN

IMPORTS OPERATION FROM Remote-Operations-Information-Objects
{joint-iso-itu-t remote-operations(4) informationObjects(5) version1(0)};

EXTENSION, Extension{} FROM Manufacturer-specific-service-extension-class-asn1-97
{/iso standard pss1-generic-procedures( 11582) msi-class-asn1-97 ( 11)};

MSI-HypotheticalService-Operations OPERATION ::= { hypotheticalService }

hypptheticalService OPERATION ::={
ARGUMENT CHOICE
{ normalArgument  NormallntegerArgument,
sequenceName SEQUENCE
{ normalArgument  NormallntegerArgument,
extension CHOICE
{ single [2] IMPLICIT Extension{{ExampleExtensionSet}}
multiple [3] IMPLICIT SEQUENCE.OF
Extension{{ExampleExténsionSet}}

} OPTIONAL
}
}
RESULT SEQUENCE
{ list ListOfNormalResultSequenceElements,
extension CHOICE
{ single [2] IMPLICIT Extension{{ExampleExtensionSet}},
multiple [3] IMPLICIT SEQUENCE OF
Extension{{ExampleExtensionSet}}
} OPTIONAL
}

ALWAYS RESPONDS FALSE

CODE global: { iso standard hypothetical-standard( 2222222)
hypothetical-operation( 10) }

}

NormallntegerArguments.= INTEGER

{ (_ hypotheticalParameterl1( 0),
hypotheticalParameter2( 1)

}

ListDfNormalResultSequenceElements ::= SEQUENCE
{ normalResultSequenceElementl [0] IMPLICIT INTEGER,
normalResultSequenceElement2 [1] IMPLICIT INTEGER }

msiExtensionl EXTENSION ::={
ARGUMENT  SEQUENCE {
elementl INTEGER,
element2 OCTET STRING}
IDENTIFIER  {iso identified-organization icd-ecma member-company
hypothetical-manufacturer hypothetical-extension-number1 (1)}
}
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